LNPA WORKING GROUP
July 9-10, 2013 Meeting
Final Minutes

	Seattle, WA
	Host: T-Mobile



TUESDAY July 9, 2013
[bookmark: OLE_LINK2]Attendance
	Name
	Company
	Name
	Company

	Lonnie Keck
	AT&T
	Jim Rooks
	Neustar

	Ron Steen
	AT&T
	John Nakamura
	Neustar

	Teresa Patton
	AT&T
	Lavinia Rotaru
	Neustar

	Tracey Guidotti
	AT&T
	Paul LaGattuta
	Neustar

	Renee Dillon
	AT&T
	Bill Reidway
	Neustar

	Mark Lancaster
	AT&T (phone)
	Marcel Champagne
	Neustar (phone)

	Frank App III
	Bright House (phone)
	Stephen Addicks
	Neustar (phone)

	Matt Nolan
	Bright House (phone)
	Ed Barker
	Neustar (phone)

	Barbara Hjelmaa
	Bright House (phone)
	Mubeen Saifullah
	Neustar Clearinghouse

	Cristy Permenter
	Bright House (phone)
	Shannon Sevigny
	Neustar Pooling (phone)

	Jan Doell
	CenturyLink
	Jeff Sonnier
	Sprint

	Brenda Bloemke
	Comcast
	Suzanne Addington
	Sprint

	Linda Birchem
	Comcast (phone)
	Ann Fenaroli
	Sprint (phone)

	Dena Hunter
	Cricket (phone)
	Darren Post
	Synchronoss

	Linda Peterman
	Earthlink Business
	Jeanne Kulesa
	Synchronoss

	George Tsacnaris
	iconectiv
	Rosalee Pinnock
	Syniverse

	Joel Zamlong
	iconectiv
	Ramesh Chellamani
	Tekelec

	John Malyar
	iconectiv
	Luke Sessions
	T-Mobile

	Pat White
	iconectiv
	Paula Campagnoli
	T-Mobile

	Steven Koch
	Iconectiv
	Jesse Ochoa
	T-Mobile

	Kim Isaacs
	Integra
	Greg Ortman
	T-Mobile

	Bridget Alexander
	JSI (phone)
	Jason Lee
	Verizon (phone)

	Karen Hoffman
	JSI (phone)
	Deb Tucker
	Verizon Wireless

	Dave Garner
	Neustar
	Scott Terry
	Windstream

	Fariba Jafari
	Neustar
	Dawn Lawrence
	XO




NOTE:  ALL ACTION ITEMS REFERENCED IN THE MINUTES BELOW HAVE BEEN CAPTURED IN THE “July 9-10, 2013 WG ACTION ITEMS” FILE AND ATTACHED HERE.



LNPA WORKING GROUP MEETING MINUTES:

2013 LNPA WG Meeting/Call Schedule:

Following is the current schedule for the 2013 LNPA WG meetings and calls.

	MONTH
(2013)
	NANC MEETING DATES
	LNPA WG
MEETING/CALL
DATES
	HOST COMPANY
	MEETING LOCATION

	January 

	
	8th-9th  
	Ericsson/
Telcordia
	Scottsdale, Arizona

	February 
	
	No meeting or call.
Scheduled time on 2/5/13 for conference call to be used by APT.
	
	

	March

	
	5th-6th       
	DSET
	Atlanta, Georgia

	April
	
	No meeting or Conference Call.

04/09/2013 call if necessary
	
	

	May
	
	7th-8th 
	Neustar
	Miami Beach, FL
 

	June
	
	No meeting.

06/17/2013 Conference Call
	
	

	July

	 
	9th-10th 
	T-Mobile
	Seattle, Washington

	August
	
	No meeting.

08/06/2013 call if necessary
	
	


	September
	
	10th-11th
	Comcast
	Denver, Colorado

	October
	
	No meeting.

10/08/2013 call if necessary
	
	

	November
	
	5th-6th
	AT&T
	San Antonio, Texas

	December
	
	No meeting.

12/03/2013 call if necessary
	
	





May 7-8, 2013 Draft LNPA WG Meeting Minutes Review:
The May 7-8, 2013, meeting minutes were reviewed.  After a few minor changes, they were approved as FINAL.

Updates from Other Industry Groups

OBF Ordering Solutions Wireless Service Ordering (WSO) Subcommittee Update (Deb Tucker, Verizon Wireless):
The Wireless Service Ordering Subcommittee met May 23, 2013.  No new issues were introduced. 
The Subcommittee continues to follow the Local Service Ordering Subcommittee efforts related to Issue 3450, Standard Validation and Submission fields for REQTYPE “C” Simple and Non-Simple Port Orders, to determine if WICIS changes will be required as a result of their efforts.  
Regarding the WICIS release requirements necessary to implement the elimination of the 90 day due date restriction on wireless to wireline ports as a result of Issue 3442, all participants have approved and it was agreed to move forward with allowing vendors to implement the 90 day due date change without a formal WICIS release at this time.
Issue 3429 – WICIS Review for Alignment and Business Practices.  This is a blanket issue opened to review the WICIS document for any needed updates and it remains open.

The next OBF Ordering Solutions Wireless Service Ordering Subcommittee meeting is scheduled for August 26, 2013.


OBF Local Service Ordering Subcommittee – Linda Peterman:

OBF
ORDERING SOLUTIONS COMMITTEE 
LOCAL SERVICE ORDERING SUBCOMMITTEE

Since the May, 2013 LNPA WG meeting, one Local Service Ordering Subcommittee (LSO) face-to-face meeting was held.  Issues 3381 and 3450 were the primary topics discussed. A virtual meeting was held June 6, 2013, to discuss Issue 3450.

3381/ LSOG: Standardization of directory listings in the 102 Practice

Participants referred Issue 3381 to the Ordering Solutions Committee for Initial Closure with the following Resolution Statement:

Developed approximately 100 new listing examples for the 102 practice (Directory Listing) to accurately reflect various ordering scenarios. Modified existing fields on the 102 practice to reflect the new examples. Developed new listing term definitions and moved existing listing definitions from the 102 practice to the 070 practice (Local Service Ordering Overview). Deleted directory information in sections 12 and 13 of the 070 practice and designated them as reserved for future use. Modified ACT (Activity) field on the 071 practice (Local Service Request). Removed multiple fields from the 111 practice (Directory Listing Inquiry). 

Participants will review the directory examples for their company specific usage.

3450/ LSOG: Standard Validation and Submission fields for REQTYPE “C” Simple and Non-Simple Port Orders
 
Participants reviewed the Issue Statement and Suggested Solution (3450.doc). 

It was noted that Issue 3450 only deals with non-simple/non-complex ports. Complex ports are out of scope for this Issue.

It was noted that thoroughfare information is not validated as part of this Issue. Any information outside of the five agreed upon validation fields (AN (Account Number), PORTED NBR (Ported Telephone Number), ZIP (ZIP/Postal Code), PID (Personal Identifier) and SANO (Service Address Number)) will be checked within back end systems, but will not be used for validation.

Participants discussed modifying several fields for the Standard Data Set for Number Portability only. Next steps were identified on individual fields for potential modification of the LSOG rules for simple and non-simple ports.

There was discussion on the SANO field. It was noted that SANO will be validated for non-simple/non-complex ports, but not validated for simple ports. It was further noted that in the rare case that the SANO field is blank, it will bypass validation.

There was discussion on retaining versus disconnecting listings. It was noted that deleting a listing would be considered a non-simple/non-complex port. Retaining a listing would be considered a complex port. 

There was discussion on full versus partial ports. A concern was noted with trying to fit a multi-line process into a simple port. There is no way to identify that one number coming in on a port order is part of a multi-line account. Also, companies that do not currently require full disposition would now need to require it. 

The following discussions are required to continue working Issue 3450:
· All companies need to review potential Issue 3450 fields for comments
· Impact of full/partial migration to non-simple/non-complex process
· Directory impacts to non-simple/non-complex process
· CSR data response needs to include data required for non-simple/non-complex LSR
· Interval discussion
· Discussion regarding max lines allowed on non-simple/non-complex
The following validation fields have tentatively been agreed upon:

	FIELD NAME
	SIMPLE PORT
	NON-SIMPLE NON-COMPLEX

	AN (Account Number)
	X
	X

	PORTED NBR (Ported Telephone Number)
	X
	X

	ZIP (ZIP/Postal Code)
	X
	X

	PID (Personal Identifier)
	X
	X

	SANO (Service Address Number)
	
	X



Although a significant amount of work has been accomplished, the finalization of a standard data set for submission of non-simple non-complex ports is in progress. In depth review of the impacts to the LSOG will follow.

Agreement Reached: Issue 3450 will remain open.

 
Issues in Final Closure:  None.

Issues Withdrawn:  Issue 3382	

Issues in Initial Closure or Initial Pending:  Issue 3381

Participants prioritized the open LSO Issues:

High Priority 

1. Issue 3381, LSOG: Standardization of directory listings in the 102 Practice (proposed for Initial Closure)
2. Issue 3450, LSOG: Standard Validation and Submission fields for REQTYPE “C” Simple and Non-Simple Port Orders

Medium Priority 

1. Issue 3443, LSOG: Increase the Name fields’ length in the 71 and 72 practices  (to be worked after Issue 3450)
2. Issue 3373, LSOG: Standardization of RT of “Z” in the 099 practice for REQTYP “C” to be utilized by all providers
3. Issue 3477, LSOG: Standard field length minimums identified and repeating/# of occurrences on each field

Low Priority 

1. Issue 3478, LSOG: Replace LALO with LD/LV fields on Directory Listing form
2. Issue 3382, LSOG: Standardization and consolidation of Directory Listings Inquiry/Response and Listing Reconciliation (from LSOG6) all into the 111 Practice (withdrawn)

It was noted that Issues 3448, LSOG – Add new Line Activity (LNA) value to require disposition of each Telephone number when converting, and 3449, LSOG – Allow for multiple Pilot Numbers on Hunt Group (HGI) form, are on hold pending internal review.

New Issues:  None

The LSO has the following meeting scheduled:

	DATE
	CALL DETAILS

	9/23/13 – 9/26/13

	LSO Face-to-Face Meeting 
Location: Overland Park, KS
Host: CenturyLink 
Agenda: 
· Issue 3450






INC Update – Dave Garner:

INC  Issues  Report						LNPA WG Meeting – July 2013


INC Leadership
Elections were held for the open INC Co-chair positions.  Dyan Adams of Verizon and Shaunna Forshee of Sprint were elected to fill the 2 INC Co-chair positions.  


INC Issue 759:   Updates to the block expedite timeframe due to upcoming changes to the NPAC 5 Business Day First-Port Notification
Issue Statement:   As indicated in the notice NPAC sent to its users: At its May 8, 2013 meeting, the LNPA Working Group re-considered the first port notification process and concluded that while the first port notification should be retained, the delay interval imposed on the activation of an SV or thousand block should be eliminated.  Effective Sunday, July 14th, the 5 business day minimum interval will be reduced to 0 for initial porting activity in a code where it is the port of a telephone number that triggers the process.  The minimum interval for creation of a block, where it is a block that represents the first porting activity in the NPA-NXX, also will be reduced.  However, because coding is required to bring the interval all the way down to 0, the interval for a block's activation will drop to 1 business day.  This minimum interval for block activation eventually will be reduced to 0 as well, but not until the coding necessary to accomplish the change is performed.  We will provide notice when the block's interval can be reduced to 0.
With this change to the first port interval INC may consider shortening the block expedite timeframes.
At the June INC meeting, the issue was reviewed and the upcoming NPAC changes for July 14th were discussed.  Based on first port interval changes, language modification in Section 8.6 (c)(2) of the TBPAG  and Section 6.3.3 of the COCAG were identified to accommodate the new NPAC first-port notification intervals.   Discussion on the suggested document changes and resulting timeframes will continue at the August INC meeting.
The NPAC Pooling operations team’s email to the Block Holder and Pooling Administrator (PA), when a Block cannot be created because the code has not been created in the NPAC database, is affected by the change in the 1st Port notification.  Currently the email reads,  “---- If the code isn’t loaded into the NPAC at least 5 business days prior to your block’s assigned effective date of MM/DD/YYYY, then your NPAC block’s effective date will be delayed. ---- “.    The NPAC Pooling operation team plans to change the email on July 15th to read  “1 business day”, instead of “5 business days”, so it matches the new minimum interval for block activation.   The INC members agreed with this planned change.

INC GS 723:   GN Docket No. 13-5 Technology Transitions Policy Task Force Seeks Comment on Potential Trials.
On May 10, 2013, the FCC released GN Docket No 13-5, which states in the first paragraph,
 “The Technology Transitions Policy Task Force (Task Force) proposes to move forward with real world trials to obtain data that will be helpful to the Commission. The goal of any trials would be to gather a factual record to help determine what policies are appropriate to promote investment and innovation while protecting consumers, promoting competition, and ensuring that emerging all-Internet Protocol (IP) networks remain resilient. We seek comment on several potential trials relating to the ongoing transitions from copper to fiber, from wireline to wireless, and from time-division multiplexing (TDM) to IP.  The Commission has a long history of using trials and pilot programs to help answer questions regarding technical concerns and to gather data and develop appropriate policy recommendations.  Indeed, the Commission recently unanimously authorized a 6-month trial to examine providing interconnected VoIP providers direct access to telephone numbers. Stakeholders have also requested that the Commission initiate trials to explore technology transition issues. 
In the spirit of these prior initiatives, we seek comment on a set of potential trials to assist the
Commission in ensuring that policy decisions related to ongoing technology transitions are grounded in sound data. “  

· Comments: [45 days after publication in the Federal Register]
· Reply Comments: [75 days after publication in the Federal Register]

At the June INC meeting, INC reviewed GN Docket No 13-5 at a high level and noted that section “ II. Additional Trials “, addresses additional trials involving Numbering and related databases. 
This section also asks a number of questions relate to numbering, porting numbers in an all-IP environment, trial database and existing databases. 

(See copy of section “ II. Additional Trials”, below)

 “  II. Additional Trials
Numbering and related databases. We seek comment on a potential additional trial on numbering
issues and related databases. The Commission recently authorized a limited 6-month trial to provide
interconnected VoIP providers direct access to numbers, but that trial will not specifically examine
changes in the structure of current numbering databases. We note that the technology transition offers
an opportunity to take a fresh look at the assignment of numbers and the features, capabilities, and
security of numbering-related databases, and the TAC recently made related recommendations on these
issues. For example, there have been industry proposals for a unified, IP-accessible database that
provides secure access to number-related information.  Could a technology trial serve as a means to test
new technical proposals for assigning telephone numbers, e.g., individually instead of in blocks of 1,000?
What protocols and procedures are most effective to assign and port numbers in an all-IP environment?
Should there be a trial database that provides access to number-related information such as points of termination or caller-ID information? If so, how would we ensure that the information in the trial
database(s) is kept consistent with existing databases such as the Local Exchange Routing Guide (LERG)
and the caller-ID name (CNAM) databases? Should such databases support services other than voice,
such as real-time video and text? Finally, should any such trial be conducted in conjunction with a VoIP
interconnection trial or separately? ---- “







NANC Future of Numbering WG Update – Adam Newman:
No one available to give a report since Adam Newman is no longer with Telcordia or the FoN.  The FoN is planning to elect new chairs during their meeting this month.


NANC Flows related to PIM 81 and Best Practice 65 – All



The changes were reviewed and agreed to.  The changes will be included along with the 5-day porting change (next item) and presented to the NANC at their September meeting.  Changes to the flows and narratives must be approved by the NANC and FCC.

Best Practice 30 – NPA Split 

Action Item 050713-03:  Ron Steen is to update Best Practice 30 with the NPA split information.  The updated information is to be sent to John Nakamura for posting on the website.

Ron and John have completed this action item

THIS ACTION ITEM IS CLOSED.

Action Item 050713-04:  Service providers are to be prepared to state their company positions at the July 2013 meeting as to whether or not BP 30 on NPA splits should be presented to NANC requesting their endorsement.

Consensus was to present to the NANC with emphasis on benefits to the end user.

THIS ACTION ITEM IS CLOSED.

Paula Campagnoli was given an action item to prepare draft wording for the September 2013 NANC Report.

[bookmark: _GoBack]Action Item 070913-01:  The LNPA Working Group reached consensus to present the Best Practice 30 position about NPA splits to the NANC for endorsement and forwarding to the FCC.  Paula Campagnoli will prepare draft wording for the September NANC report and distribute to the WG for comment.

Review Action Item Concerning Removal of 5-Day First Port Edit - All

Action Item 030513-LNPAWG-01:  All service providers are to be prepared to discuss at the May 2013 LNPA WG meeting whether or not the 5-day porting interval is still needed for the first port in an NPA-NXX.  The 5-day interval was established to allow time to change switch translations to query calls for that NPA-NXX.  This eliminated the need to query on NPA-NXXs that have no ported numbers.  

Consensus of the WG is to eliminate the 5-day first port interval.  There will still be a first port notification.  This will also affect activation of –x blocks.  The change is to be made during the maintenance window on July 14.  

Neustar will send a cross-regional message informing users.

ACTION ITEM 030513-LNPAWG IS CLOSED.

Action Item 050713-05:  Deb Tucker will research the porting flows and Best Practices to determine if changes are required by elimination of the 5-day first port interval.

ACTION ITEM 050713-05-LNPAWG IS CLOSED.

The consensus of the Working Group is to make these changes final.  This change will be reported to the NANC as their September meeting.

John Nakamura has provided both a clean version and a “red-lined” version of the updated NANC Porting Flow narratives.  The documents include both the PIM81/BP65 changes and the elimination of the 5-day first port changes.  BP 67 was also slightly modified to remove a sentence referring to the first port interval.


[bookmark: _MON_1436701172]    


Change Management – Neustar

Alternative Interface (NANC change Order 372) – All 


Action Item 050713-01:  It has been recommended that the capability for service providers to manage their own NPA-NXX filters not be included in the XML interface.  This will be approved or disapproved at the July 2013 meeting.  The recommendation is based on the fact that Neustar has been unable to identify any instances where service providers have used this feature in the CMIP interface.  Service providers are to determine whether they ever use the SOA or LSMS to set their own NPA-NXX filters.  Vendors are to determine whether or not their systems currently support this capability.

Consensus of the WG is that the ability for service providers to manage their own NPA-NXX filters in not needed in the XML interface.

ACTION ITEM 050713-01 IS CLOSED.

Jim Rooks went through the XIS Schema document. 
Some notes:
During the May meeting, it was requested that Neustar and iconectiv have a conference call to discuss and resolve the XIS and schema items flagged by iconectiv. Neustar hosted the conference call and the documents have been updated based on the discussion on the call. All changes since the LNPAWG reviewed v1.0 of the document in May are red-lined for the LNPAWG to review in the July meeting. There are numerous changes in the documents so please review them and bring any comments to the July meeting. 
Here is a summary of changes from XML schema version 1.0 to 1.2:
1. Billing ID was changed from a field of 0-4 chars to a field of 1-4 chars.
1. OptionalDataName was changed from a field of 0-30 chars to a field of 1-30 chars.
1. OptionalDataValue was changed from a field of 0-256 chars to a field of 1-256 chars.
1. SchemaVersion pattern changed to support format n.n.
1. Removed changed choice of a choice in SubscriptionVersionAction to just a choice.
1. In AuditResults, the element audit_data was changed to audit_discrepancy_data.
1. In AuditCancelReplyData the audit_list was removed because only one audit can be canceled at a time.
1. AuditRequestData split into AuditCancelRequestData and AuditQueryRequestData.
1. audit_id is now optional in the AuditCancelReplyData.
1. audit_requesting_spid was removed from AuditCreateRequestData.
1. The npa_nxx_list was removed from NpaNxxDeleteReplyData because only one npa_nxx can be deleted at a time.
1. npa_nxx_id is now optional in the NpaNxxDeleteReplyData.
1. The lrn_list was removed from LrnDeleteReplyData because only one lrn can be deleted at a time.
1. lrn_id is now optional in the LrnDeleteReplyData.
1. NumberPoolBlockObjectData was renamed to NumberPoolBlockQueryData.
1. svb_download_reason was removed and only download_reason is used now.
1. activity_timestamp was added to NumberPoolBlockQueryData.
1. block_dash_x is now required in NumberPoolBlockAttributeData.
1. The block_list was removed from NumberPoolBlockModifyReplyData because only one block can be modified at a time.
1. block_id is now optional in the NumberPoolBlockModifyReplyData.
1. svb_timestamp was renamed to svb_old_timestamp in SubscriptionVersionQueryData.
1. npa_nxx_modified_timestamp was removed from NpaNxxData.
1. npa_nxx_modified_timestamp field in NpaNxxModifyData is now a required field.
1. FailedTnList and TnVersionIdList were removed because they weren’t being used.
1. sp_id is now optional in NumberPoolBlockModifyData.
1. The choice in SubscriptionVersionDeleteData was removed.

NANC 372 Turn-up Test Cases
John Nakamura led a discussion of test cases with the XML interface integrated.
      
As the test requirements for “keep-alive” were being discussed, it was agreed that each local system keep-alive should match the NPAC-SMS keep-alive value.  Therefore, the test cases to test the keep-alive feature must be retained.  

NANC Change Order 449 – Active/Active SOA Connection to NPAC – same SPID

Action Item 050713-06:  A cross reference field has been requested as part of NANC 449 implementation.  It was suggested that the field be limited to 25 characters.  Service providers are to be prepared to state their company positions as to whether or not this is the correct size at the July 2013 meeting. 

LNPA WG consensus is that 25 is enough.

ACTION ITEM 050713-06 IS CLOSED.

New Change Order – Inactive SPID

061713-01:  Currently, a SPID can be deleted from the NPAC as long as it does not own any NPA-NXXs, LRNs, NPA-NXX-Xs, Number Pool Blocks, and SVs.  The only SVs that are allowed to exist are those with a status of Old (with an empty Failed SP List) or Cancelled, where the SPID to be deleted is either the New SP or the Old SP value.  The proposed change would also include Active SVs where the SPID is the Old SP value on those SVs.  Similar to Old and Cancelled, the Old SP value on an Active SV is considered to be historical information, and not required for subsequent porting or PTOs.  SOA Vendors are to be prepared at the July 2013 LNPA WG meeting to state any objection or issue to the short-term solution of the new change order, where the NPAC would send a Delete Request to the SOA for a SPID that is the Old SP value on an Active SV.


[bookmark: _MON_1433925985]         
SOA vendors present all agreed that the short term solution would be ok.  

ACTION ITEM 061713-01 IS CLOSED.

Service providers would like short term solution applied right away.  Short term won’t require SOW and won’t require NAPM approval.  The WG agreed to the short term solution.  Neustar will look at schedule and provide information to the working group.  John will add requirements to the change order (and a number) for the long-term solution, and add a note that the short term was approved.





WEDNESDAY July 10, 2013
Attendance
	Name
	Company
	Name
	Company

	Lonnie Keck
	AT&T
	Dave Garner
	Neustar

	Ron Steen
	AT&T
	Fariba Jafari
	Neustar

	Teresa Patton
	AT&T
	Jim Rooks
	Neustar

	Tracey Guidotti
	AT&T
	John Nakamura
	Neustar

	Renee Dillon
	AT&T
	Lavinia Rotaru
	Neustar

	Li Young
	AT&T
	Paul LaGattuta
	Neustar

	Mark Lancaster
	AT&T (phone)
	Marcel Champagne
	Neustar (phone)

	Frank App III
	Bright House (phone)
	Stephen Addicks
	Neustar (phone)

	Matt Nolan
	Bright House (phone)
	Ed Barker
	Neustar (phone)

	Barbara Hjelmaa
	Bright House (phone)
	Mubeen Saifullah
	Neustar Clearinghouse

	Cristy Permenter
	Bright House (phone)
	Shannon Sevigny
	Neustar Pooling (phone)

	Jan Doell
	CenturyLink
	Jeff Sonnier
	Sprint

	Brenda Bloemke
	Comcast
	Ann Fenaroli
	Sprint (phone)

	Linda Birchem
	Comcast (phone)
	Suzanne Addington
	Sprint

	Jennifer Hutton
	Cox (phone)
	Darren Post
	Synchronoss

	Dena Hunter
	Cricket (phone)
	Jeanne Kulesa
	Synchronoss

	Linda Peterman
	Earthlink Business
	Rosalee Pinnock
	Syniverse

	George Tsacnaris
	iconectiv
	Luke Sessions
	T-Mobile

	Joel Zamlong
	iconectiv
	Paula Campagnoli
	T-Mobile

	John Malyar
	iconectiv
	Jesse Ochoa
	T-Mobile

	Pat White
	iconectiv
	Greg Ortman
	T-Mobile

	Steven Koch
	Iconectiv
	Jason Lee
	Verizon (phone)

	Kim Isaacs
	Integra
	Deb Tucker
	Verizon Wireless

	Bridget Alexander
	JSI (phone)
	Scott Terry
	Windstream

	Karen Hoffman
	JSI (phone)
	Dawn Lawrence
	XO



Discussion of updates to open change orders
The embedded change order doc shows changes made to NANC 449 requirements



New Change Order – Remove Unused Messages from NPAC
The change order below removes unused messages:



Originally started from a discussion of NANC 372.  There is no need for an SP to self-manage NPA-NXX Filters, since no one does this in production today (instead they call the help desk to have the help desk add or delete Filters for them).  It was expanded to also include the never-before-used-in-production Operational-Info Notification (instead the NPAC has an industry agreed upon schedule for weekly maintenance).


Consensus was agreement.  John will prepare a change order with requirements that will be impacted by this change.  This will be reviewed at the September meeting.

New Change Order – Update on SP Type and SV Type for the FCC VoIP Numbering Trial
The change order below changes the definition of the VoIP providers:



As discussed and agreed during our May meeting, the definition of VoIP providers needs to be modified
			

SPID Migration Limits – Increase Regional, TN Threshold - All
Limits on SPID migrations are based on TNs.  With the elimination of non-EDR, should the definition be changed to some other parameter?  Could change to the sum of the ported TNs and pooled blocks.  Could we change to this sum being 500K as we were using this as the max number of TNs?

WG agrees in concept.  John and Steve will prepare language for review at the September meeting.

NANC 372 Implementation Schedule
The NANC 372 Implementation Schedule will be a standing agenda item until complete.



New Business
Verizon brought up an issue.  Previously, PIM 32 and BP 48 addressed issues with delay of porting requests.  Some old service providers are delaying ports because they ask for info not readily available.  This will be put on the agenda for the September.  BP 67 and 70 would help with this issue, but we are awaiting endorsement by the FCC.  Paula will attempt to get a status.  

2014 Meeting Schedule
The WG agreed on meeting dates for 2014.  Hosts and locations will be determined later.

2014 Meetings and Conference Calls
	January 7-8
	Face-to-Face
	July 8-9
	Face-to-Face

	February 11
	Conference Call
	August 5
	Conference Call

	March 4-5
	Face-to-Face
	September 9-10
	Face-to-Face

	April 8
	Conference Call
	October 7
	Conference Call

	May 6-7
	Face-to-Face
	November 4-5
	Face-to-Face

	June 10
	Conference Call
	December 9
	Conference Call





Testing sub-team call on August 6.  No WG conference call.

Next Meeting … September 10-11, 2013:  Location…Denver, CO …Hosted by Comcast
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[bookmark: _GoBack]July 9-10, 2013 LNPA WORKING GROUP ACTION ITEMS ASSIGNED:



NOTE:  FOR THE FOLLOWING ACTION ITEMS THIS NUMBERING SCHEME APPLIES:

· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA WG  MEETING/CALL

· SECOND TWO DIGITS DESIGNATE THE DAY OF THE LNPA WG MEETING/CALL

· THIRD TWO DIGITS DESIGNATE THE YEAR OF THE LNPA WG MEETING/CALL

· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER



LNPA WG PARTICIPANTS ACTION ITEMS:



070913-01:  The LNPA Working Group reached consensus to present the Best Practice 30 position about NPA splits to the NANC for endorsement and forwarding to the FCC.  Paula Campagnoli will prepare draft wording for the September NANC report and distribute to the WG for comment.



ACTION ITEMS REMAINING OPEN FROM PREVIOUS LNPA WG MEETINGS:



No Action Items remain open from previous meetings.
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TECHNOLOGY TRANSITIONS POLICY TASK FORCE
SEEKS COMMENT ON POTENTIAL TRIALS

GN Docket No. 13-5

Comments: [45 days after publication in the Federal Register]|

Reply Comments: [75 days after publication in the Federal Register]|

The Technology Transitions Policy Task Force (Task Force) proposes to move forward with real-
world trials to obtain data that will be helpful to the Commission. The goal of any trials would be to
gather a factual record to help determine what policies are appropriate to promote investment and
innovation while protecting consumers, promoting competition, and ensuring that emerging all-Internet
Protocol (IP) networks remain resilient. We seek comment on several potential trials relating to the
ongoing transitions from copper to fiber, from wireline to wireless, and from time-division multiplexing
(TDM) to IP.! The Commission has a long history of using trials and pilot programs to help answer
questions regarding technical concerns and to gather data and develop appropriate policy
recommendations.” Indeed, the Commission recently unanimously authorized a 6-month trial to examine
providing interconnected VoIP providers direct access to telephone numbers.’ Stakeholders have also
requested that the Commission initiate trials to explore technology transition issues.”

' Consistent with their policy development and coordination functions, today’s action is taken by the Chiefs of the
Consumer & Governmental Affairs Bureau, Public Safety and Homeland Security Bureau, Wireless
Telecommunications Bureau, and Wireline Competition Bureau, as well as the Commission’s General Counsel, all
of whom were named by Chairman Genachowski to serve as members of the Task Force. See FCC Chairman
Genachowski Announces Formation of “Technology Transitions Policy Task Force”, News Release, available at
http://hraunfoss.fcc.gov/edocs_public/attachmatch/DOC-317837A1.pdf (Dec. 2012).

2 See, e.g., DTV Transition Premiers in Wilmington, North Carolina, News Release, available at
http://hraunfoss.fcc.gov/edocs public/attachmatc/DOC-282032A 1.pdf (May 8, 2008) (announcing the test market
for an early transition to give broadcasters and consumers a chance to experience in advance the DTV transition);
Office of Engineering and Technology Announces the Opening of Public Testing for Spectrum Bridge’s TV Band
Database System, ET Docket No. 04-186, Public Notice, 26 FCC Red 12906 (2011) (announcing a limited trial to
allow the public to access and test Spectrum Bridge’s database system); Schools and Libraries Universal Service
Support Mechanism, A National Broadband Plan for our Future, CC Docket No. 02-6, GN Docket No. 09-51, Sixth
Report and Order, 25 FCC Rced 18762, 18783-87, paras. 41-50 (2010) (establishing a trial program to investigate
the merits and challenges of wireless off-premises connectivity for students, and to help the Commission determine
whether off-premises mobile connectivity should be eligible for E-rate support).

3 Numbering Policies for Modern Communications, IP-Enabled Services, Telephone Number Requirements for IP-
Enabled Services Providers, Telephone Number Portability; Developing a Unified Intercarrier Compensation
(continued...)





In the spirit of these prior initiatives, we seek comment on a set of potential trials to assist the
Commission in ensuring that policy decisions related to ongoing technology transitions are grounded in
sound data.

First, as we move from TDM to all-IP networks, providers are migrating to voice over Internet
Protocol (VoIP) interconnection. VoIP interconnection should be more efficient and has the potential to
unleash new, innovative services and features. We seek comment on a VoIP interconnection trial that
would gather data to determine whether there are technical issues that need to be addressed and gather
information relevant to the appropriate policy framework.

Second, as we transition away from TDM, the nation’s emergency calling (911) system must also
migrate to Next Generation 9-1-1 (NG911).” Although there is broad consensus regarding the benefits
and potential of NG911, when these new capabilities will be introduced is less certain.’ We seek
comment on a trial that will assist the Commission, state, local and Tribal governments, and Public Safety
Answering Points (PSAPs) in a few geographic areas to answer important technical and policy questions
to accelerate the transition. Beyond NG911, we also seek comment on how a trial could elicit data on the
impact of network resiliency and public safety more broadly as consumer migrate to wireless and IP-
based services that are dependent on commercial power.

Third, at least one provider has proposed serving consumers with wireless service in place of
wireline service in certain geographic areas. We seek comment on a trial that would analyze the impact
of doing so and, in particular, focus on the consumer experience and ensure that consumers have the
ability to move back to a wireline product during the trial.

Some parties have advocated a trial in which one or more providers make a general switch to all-IP
traffic in a geographic area, potentially transitioning from wireline to wireless technology in part of the
area, but also making a number of other simultaneous transitions.” We have previously sought comment
on this general approach.® We seek further comment on this idea in the context of the three potential
(Continued from previous page)
Regime; Connect America Fund; Numbering Resource Optimization; Petition of Vonage Holdings Corp. for Limited
Waiver of Section 52.15(g)(2)(i) of the Commission’s Rules Regarding Access to Numbering Resources, Petition of
TeleCommunication Systems, Inc. and HBF Group, Inc. for Waiver of Part 52 of the Commission’s Rules, WC
Docket Nos. 13-97, 04-36, 07-243, 10-90, CC Docket Nos. 95-116, 01-92, 99-200, Notice of Proposed Rulemaking,
Order, and Notice of Inquiry, FCC 13-51 (rel. Apr. 18, 2013) (VoIP Direct Access NPRM or Order or NOI).

* See AT&T Petition to Launch a Proceeding Concerning the TDM-to-IP Transition, GN Docket No. 12-353, at 6,
21 (filed Nov. 7, 2012) (AT&T Wire Center Trials Petition) (stating that “the Commission should open a new
proceeding to conduct, for a number of select wire centers, trial runs for a transition from legacy to next-generation
services, including the retirement of TDM facilities and offerings” and that “the Commission should also seek public
comment on how best to implement specific regulatory reforms within those wire centers on a trial basis”).

> NG911 refers to an initiative aimed at enabling the public to obtain emergency assistance by means of advanced
communications technologies beyond traditional voice-centric devices. The NG911 proceeding examines how to
update the 911 system to improve public emergency communications services and allow them to take advantage of
the enhanced capabilities of IP-based devices and networks by enabling 911 PSAPs to receive texts, photos, videos,
and data. See Framework for Next Generation 911 Deployment, PS Docket No. 10-255, Notice of Inquiry, 25 FCC
Rcd 17869, 17870, para. 1, 17872, para. 7 (2010).

6 Federal Communications Commission, Legal and Regulatory Framework for Next Generation 911 Services,
Report to Congress and Recommendations (Feb. 22, 2013), available at http://www.fcc.gov/document/legal-and-
regulatory-framework-ng911-services-report-congress.

7 See AT&T Wire Center Trials Petition at 20-23; AT&T Jan. 28, 2013 Comments, GN Docket No. 12-353, at 5.

8 See Pleading Cycle Established on AT&T and NTCA Petitions, GN Docket No. 12-353, Public Notice, 27 FCC
Red 15766 (2012).





trials discussed above, including whether the trials discussed herein should be conducted in a single
geographic area, if there is information to be gained from a general geographic trial that would not be
gathered from the more targeted trials discussed here, and the costs and benefits of the alternative
approaches. We invite parties in favor of conducting a broader geographic trial to submit a more detailed
and comprehensive plan laying out how such a trial would work.

We also seek comment on whether there are other trials we should consider, such as additional
numbering trials, trials to facilitate better access for persons with disabilities, and whether there are
additional trials concerning the TDM to IP or copper to fiber transitions that we should evaluate. We also
seek comment on the general structure and design of any trial, and legal and administrative issues. We
recognize the important role that states and Tribes continue to play in these ongoing technology
transitions and therefore seek comment on how to best work with state and local entities in selecting and
implementing potential trials and ideas as to other ways that we can effectively coordinate with state and
local agencies in this area.

We are mindful of the fact that, while participation in any trial would be voluntary for providers, all
consumers in trial regions would likely be affected, either directly or indirectly. As consumer protection
is a core principle guiding the work of the Task Force, comments in support of any trial proposal should
address how best to ensure a successful trial while also avoiding potential harmful impacts to consumers.

We also seek comment on ways to obtain useful data in addition to trials. For instance, the
Commission is currently collecting data regarding special access through a mandatory data request.” Are
there other data collections that the Commission should undertake to obtain data necessary to guide sound
policymaking regarding the ongoing technological transitions?

I.  Technology Trials
A. VoIP Interconnection

Several commenters have urged the Commission to initiate a trial for VoIP interconnection to ensure
that technical and process issues are understood and resolved.'” We seek comment on whether to conduct
such a trial so that the Commission can gather real-world data on the need and scope for technical or
industry standards for the exchange of voice traffic in Internet protocol formats. We note that
interconnection for voice (and possibly other real-time services) using Internet protocols at the application
layer is distinct from and raises different technical and administration issues than general peering and
interconnection for layer-3 IP data services, and we emphasize that the trial we propose today does not
reach layer-3 peering issues.

Background. The Commission has highlighted the tremendous benefits, efficiencies, and increased
reliability and redundancy that interconnecting using Internet protocols has over the traditional TDM
framework."" VoIP interconnection also unleashes the potential for new services and features for

? See Special Access for Price Cap Local Exchange Carriers; AT&T Corp. Petition for Rulemaking to Reform
Regulation of Incumbent Local Exchange Carrier Rates for Interstate Special Access Services, WC Docket No. 05-
25, RM-10593, Report and Order and Further Notice of Proposed Rulemaking, 27 FCC Rcd 16318 (2012).

10 See, e. 2., American Legislative Exchange Council Feb. 25, 2013 Reply Comments, GN Docket No. 12-353, at 3—
4; Bandwidth Jan. 28, 2013 Comments, GN Docket No. 12-353, at 6—7; CALinnovates Jan. 28, 2013 Comments,
GN Docket No. 12-353, at 1; T-Mobile Feb. 25, 2013 Reply Comments, GN Docket No. 12-353, at 1-2; Western
Telecommunications Alliance Jan. 28, 2013 Comments, GN Docket No. 12-353, at 2.

' See Connect America Fi und, et al., WC Docket Nos. 10-90, et al., Report and Order and Further Notice of
Proposed Rulemaking, 26 FCC Rcd 17663, 17978, para. 892 (2011) (USF/ICC Transformation Order and FNPRM),
pets. for review pending sub nom. In re: FCC 11-161, No. 11-9900 (10th Cir. filed Dec. 8, 2011) (noting that “IP-
based softswitches . . . are significantly less costly and more efficient than the TDM-based switches they replace”).





consumers such as high definition (HD) audio, additional video and text media formats, and secured
caller ID. In the USF/ICC Transformation Order, the Commission stated that it “expect[ed] all carriers to
negotiate in good faith in response to requests for IP-to-IP interconnection for the exchange of voice
traffic.”'” The Commission also explained that “[t]he duty to negotiate in good faith has been a
longstanding element of interconnection requirements under the Communications Act and does not
depend upon the network technology underlying the interconnection, whether TDM, IP, or otherwise.
In the Further Notice of Proposed Rulemaking accompanying the USF/ICC Transformation Order, the
Commission sought comment on all aspects of VoIP interconnection, from different legal frameworks, to
various policy proposals and questions on implementation of each issue.'* Although commenters agreed
that future interconnection for voice traffic would occur using Internet protocols,'> commenters disagreed
about the appropriate policy framework for VoIP interconnection,'® and whether there was a need for
technical and industry standards."”

9513

More recently, in 2012, the FCC’s Technological Advisory Council (TAC) examined the issue of
VolIP interconnection and concluded that, although “VoIP Interconnect[ion] is happening all over the
world, at a rapid rate,” implementation in the United States has been “delayed” aside from the efforts of
some cable companies and competitive local exchange carriers (CLECs)."® Finally, as noted above, the

12 See USF/ICC Transformation Order and FNPRM, 26 FCC Rcd at 18045, para. 1011. The Commission also
indicated that it “expect[ed] such good faith negotiations to result in interconnection arrangements between IP
networks for the purpose of exchanging voice traffic.” See id.

B See id.
1 See id. at 1812347, paras. 1335-1398.

15 See, e.g., AT&T Feb. 24, 2012 Comments, WC Docket No. 10-90, at 1; Bandwidth.com Feb. 24, 2012
Comments, WC Docket No. 10-90, at 6; Comcast Feb. 24, 2012 Comments, WC Docket No. 10-90, at 19; Google
Feb. 24, 2012 Comments, WC Docket No. 10-90, at 2, 4; Time Warner Feb. 24, 2012 Comments, WC Docket No.
10-90, at 5; T-Mobile Feb. 24, 2012 Comments, WC Docket No. 10-90, at 3; Verizon Feb. 24, 2012 Comments, WC
Docket No. 10-90, at 3, 12—-14.

' Compare, e.g., CenturyLink Feb. 24, 2012 Comments, WC Docket No. 10-90, at 4347 (stating that the
Commission should allow carriers to establish efficient solutions for exchanging IP voice traffic through good faith
negotiations, but no additional regulation is necessary or beneficial); Leap & Cricket Feb. 24, 2012 Comments, WC
Docket No. 10-90, at 12 (arguing that there is no reasonable basis to apply the interconnection framework developed
for legacy PSTN networks when Internet exchange points are a good model) with MetroPCS Feb. 24, 2012
Comments, WC Docket No. 10-90, at 17-18 (commenting that the Commission should not leave IP interconnection
unregulated); Bandwidth.com Feb. 24, 2012 Comments, WC Docket No. 10-90, at 7 (stating that because there
remain disproportionate levels of negotiating power centered upon the PSTN today, the Commission cannot prod the
industry along with a completely hands-off approach).

17 See, e.g., CenturyLink Feb. 24, 2012 Comments, WC Docket No. 10-90, at 38 (stating that standards for IP voice
traffic are still developing); Nebraska Rural Independent Carriers Feb. 24, 2012 Comments, WC Docket No. 10-90,
at 30 (recommending that the Commission adopt overall IP technical standards after review and consultation with
industry technical standards working groups); Verizon Feb. 24, 2012 Comments, WC Docket 10-90, at 23-25
(stating that industry cooperation is the best place to resolve the complicated technical issues surrounding IP
interconnection); Google Feb. 24, 2012 Comments, WC Docket No. 10-90, at 6 (stating that multi-stakeholder
groups that span a full cross section of interested players can provide targeted and timely input and direction on
technical issues).

18 FEDERAL COMMUNICATIONS COMMISSION TECHNOLOGICAL ADVISORY COUNCIL, TAC MEMO — VOIP
INTERCONNECTION 2 (2012), available at http://transition.fcc.gov/bureaus/oet/tac/tacdocs/meeting92412/VolP-
Interconnection-TAC-Memo-9-24-12.pdf (TAC VOIP INTERCONNECTION WHITE PAPER). The TAC did not
recommend a particular policy approach or framework, but did urge the Commission to “promote a technology-
(continued...)
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Commission recently adopted an Order and NPRM regarding providing interconnected VoIP providers
direct access to numbers. Among other things, that item sought comment on the status of VoIP
interconnection arrangements in the United States.'” We look forward to receiving updated information
as we evaluate the framework for these potential trials.

Discussion. We seek comment on conducting a trial in a few geographic markets, including at least
one major metropolitan area and one rural area. We seek comment on the number of geographic markets
to be included in the trial, the scope of a geographic area, and on the selection criteria. We seek comment
on how best to encourage participation in such a trial and the means of identifying appropriate geographic
areas in these trials.

Technical Issues. We seek comment on how to structure a trial to help identify whether industry
standards or standards profiles are needed in the areas of signaling, media formats (codecs), non-voice
media such as text and video, fault location, and fail-over and quality-of-service measurements. A trial
may also identify multiple lower-layer mechanisms for exchanging voice traffic, such as common points
of presence or Internet exchange points, Internet transport, and dedicated transport links. We seek
comment on how to structure any trial to help examine these issues.

Logistical Issues. In moving from TDM to VolIP interconnection, issues such as the number and
physical points of interconnection, pricing, transit, numbering and number portability, service level
agreements, quality of service, and other terms and conditions will need to be resolved. For example, the
TAC identified several issues that need to be resolved to reach VoIP interconnection agreements,
including routing, addressing, security, signaling, media, quality, accounting/charging, and testing.® A
trial may shed light on which issues are more difficult to resolve and which issues parties are able to
negotiate more easily. In addition, parties will need to resolve application of any legacy rules to the VoIP
interconnection agreement.”’ We seek comment on how best to structure any trial to provide the
Commission with data to evaluate which policies may be appropriate.

Process. We are considering allowing providers that participate in a trial to negotiate in good faith
without a backstop of regulations or specific parameters and provide updates, reports, and data to the
Commission regarding any technical issues as well as any other issues of dispute. We also seek comment
on whether we should, as some commenters have proposed,” conduct another trial where parties agree to
negotiate pursuant to the existing section 251/252 framework or a similar process (including one that does
not require any party to concede that sections 251/252 apply as a legal matter).”> We seek comment on

(Continued from previous page)
neutral position and allow for continuous innovation going forward.” TAC VOIP INTERCONNECTION WHITE PAPER
at 3.

19 See VoIP Direct Access NPRM, FCC 13-51, para. 53.
2 TAC VOIP INTERCONNECTION WHITE PAPER at 2, Appendix A.

! For example, parties would need to resolve whether and how intercarrier compensation occurs with VoIP
interconnection, or whether parties will exchange traffic under a bill-and-keep methodology.

22 See COMPTEL Jan. 28,2013 Comments, GN Docket No. 12-353, at 5; Pennsylvania PUC Jan. 28, 2013
Comments, GN Docket No. 12-353, at 9-10.

 Given the positions in the record it is unclear whether any incumbent LECs would voluntarily agree to a trial
using the section 251/252 framework. AT&T not only opposes NTCA’s proposal to regulate VoIP interconnection
under sections 251 and 252 as “needless and harmful,” but also argues that the Commission lacks Title II authority
to regulate interconnection between IP-based service providers. See AT&T Jan. 28, 2013 Comments, GN Docket
No. 12-353, at 11; see also AT&T Feb. 25, 2013 Reply Comments, GN Docket No. 12-353, at 32—-33 (reiterating
that the Commission lacks Title II authority to regulate IP-to-IP interconnection, arguing that IP-based services are
properly classified as “information services”). CenturyLink contends that the requirements of section 251 were
(continued...)
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these approaches. Should we allow providers to negotiate and, if they cannot resolve disputes, then no
agreement is reached? Or, should there be a process for arbitrating or mediating disputes? If so, should
the state be responsible for arbitrating the agreements, or should the Commission or an independent entity
arbitrate or mediate any disputes? Should any VolIP interconnection agreements reached during the trial
be the basis for future agreements or could doing so impact the negotiations during the trial? If we
undertake a trial under the section 251/252 framework, should the existing rules be applied or should they
be modified?

Data. We propose that providers participating in a VoIP interconnection trial submit data regarding
the length of time it took to reach an agreement, the issues in dispute, a copy of any agreements that are
reached, as well as reports on the implementation of such agreements, such as call quality and reliability
metrics, and a description of any technical problems that were encountered. We seek comment on the
scope and frequency of these reporting requirements.

B. Public Safety - NG911

Background. Public safety is a paramount value that must to be protected as technologies transition.
The transition of the current enhanced 911 (E911) system to IP-based technologies has already begun,
with widely-accepted industry standards® and first deployments of NG911. NG911 promises to use
widely available IP technologies to create 911 services that are more resilient and cost-effective, offer
additional capabilities such as text,” data and video, and better meet the needs of people with disabilities.
With the technology transition, we have the opportunity to better coordinate the provision of emergency
services with the emergence of [P-based networks. Such coordination may avoid deploying costly legacy
network translation components, and hasten the availability of new features and functionality.

The NG911 architecture differs significantly from the legacy 911 TDM model. For example, the
number and nature of hand-off points for 911 calls to the public safety emergency services IP network
(ESInet) differs from the current approach of routing all calls through a selective router. Similarly, with

(Continued from previous page)
meant to address the “difficulties of competitors in providing voice telephony service in a marketplace where
incumbent LECs were monopolists with ubiquitous facilities and 100 percent market share. Because fewer than
40% of households currently purchase voice services from ILECs, this concern no longer exists, and section 251
should therefore not be used to mandate IP-to-IP interconnection.” See CenturyLink Feb. 25, 2013 Reply
Comments, GN Docket No. 12-353, at 18; see also Verizon Feb. 25, 2013 Reply Comments, GN Docket No. 12-
353, at 11-12 (arguing that the Commission does not have the authority to require interconnection in any particular
format, including IP, under section 251 of the Act). But see NECA et al. Feb. 25,2013 Reply, GN Docket No. 12-
353, at 3 (arguing that IP interconnection arrangements between carriers for the exchange of traffic is subject to
sections 251 and 252, regardless of the technologies employed).

 See, e.g., NENA, Security for Next-Generation 9-1-1 Standard (NG-SEC), Version 1.0 (Feb. 6, 2010), available
at https://c.ymcdn.com/sites/nena.site-ym.com/resource/collection/9652017C-3DDB-4F48-91BE-
S57871AOE68E6/NENA_75-001-vl NG-Security.pdf (last accessed May 7, 2013); NENA, Emergency Services IP
Network Design for NG9-1-1, NENA 08-506, Version 1, (Dec. 14, 2011), available at
http://c.ymecdn.com/sites/www.nena.org/resource/collection/2851C951-69FF-40F0-A6B 8-
36A714CBO85SD/NENA_08-506_Emergency_Services IP_Network Design 12142011.pdf (last accessed May 7,
2013); NENA, Detailed Functional and Interface Standards for the NENA i3 Solution, 08-003v1, July 14, 2011,
available at http://www.nena.org/?page=i3_Stage3 (last accessed May 7, 2013).

B F acilitating the Deployment of Text-to-911 and Other Next Generation 911 Applications; Framework for Next
Generation 911 Deployment, PS Docket Nos. 11-153, 10-255, Further Notice of Proposed Rulemaking, 27 FCC Red
15659 (2012); Alliance for Telecommunications Industry Solutions (ATIS) and Telecommunications Industry
Association (TIA), Joint ATIS/TIA Native SMS to 9-1-1 Requirements And Architecture Specification, J-STD-110,
March 2013, available at http://www.atis.org/docstore/product.aspx?id=27924 (last accessed May 7, 2013).






nomadic, mobile, and over-the-top VoIP applications, conveying accurate caller location data to the 911
call center, i.e., the PSAP, changes from a number-based lookup mechanism to new protocols.

Scope. Given that reliable 911 service is critical to public safety, we seek comment on a possible
trial that would deploy an “all-IP” NG911 service on an accelerated basis in a number of geographic areas
where public safety authorities are ready to deploy NG911 for one or more PSAPs.”® We seek comment
on using trials that build on the earlier and more limited NG911 proof-of-concept effort that was
conducted by the U.S. Department of Transportation in 2008.”” With an updated NG911 trial, we would
hope to gather both process and technical knowledge, addressing such questions as: Can VolP and other
IP-based networks readily interconnect with ESInets? Can advanced real-time services, such as video and
text, reach ESInets? In IP-based networks, how can subscriber location data be maintained and conveyed
to the ESInet? How long does it take transition from a TDM-based to an IP-based architecture? Where
and how are 911 calls to be handed off to the ESInet, whether by ILECs or other providers, such as
CMRS, interconnected VolP, interconnected text and telematics services? Are there state or Commission
rules that accelerate or delay the conversion from E911 to NG911? Are there steps that regulators can
take to speed the transition to NG911 and/or minimize the expense?”® We seek comment on the technical
and process issues that should be covered by a trial and on how best to structure a trial to gather data on
these issues.

Process. We are considering a NG911 trial that would take place in areas where public safety
authorities are transitioning or have taken initial steps to prepare for transition of their legacy systems to
NG911 and where providers, including landline, wireless, and interconnected VolP, are able to deliver
VolP-based 9-1-1 calls (and potentially other IP-based traffic) to an ESInet, either “natively” or, if
necessary, initially through legacy network gateways (LNGs). We seek comment on the process for
identifying such areas. Trial participants would also make caller location available through NG911
mechanisms, including the Location Information Server (LIS). We seek comment on candidate PSAPs or
regions, the selection of participating carriers, and whether trials should take place in areas where calls are
delivered via VoIP or also via legacy network gateways. We intend to coordinate with the National 9-1-1
Implementation Coordination Office” and seek comment on the best ways to coordinate with state, local,
and Tribal authorities during such trials.

Any trial of this kind should provide data on both the challenges of transitioning from E911 to
NG911 and the operational performance characteristics of NG911 call handling. Thus, we propose that
participants in the trial document the design and conversion process, including effort and time required,
and gather data on call handling performance, interoperability issues, location accuracy, and any system

% See, e.g., Letter from Robert W. Quinn, Jr., AT&T, to Marlene H. Dortch, Secretary, FCC, WC Docket 10-90 et
al., Attach. at 3 (filed Aug. 30, 2012) (suggesting a checklist of steps the Commission should undertake to begin the
transition to an IP-based network/ecosystem, including “tak[ing] action necessary to establish a next generation 911
for an all-IP platform/ecosystem”).

Tus. Department of Transportation, Research and Innovative Technology Administration, Research Success
Stories: Next Generation 9-1-1: Research Overview, RITA INTELLIGENT TRANSPORTATION SYSTEMS JOIN
PROGRAM OFFICE (Nov. 15, 2012, 4:03 PM), http://www.its.dot.2ov/NGI11 (last accessed May 7, 2013).

* See, e. g., Next Generation 9-1-1 Transition Policy Implementation Handbook: A Guide for Identifying and
Implementing Policies to Enable NG9-1-1, NENA Next Generation Partner Program (Mar. 2010), available at
http://c.ymcdn.com/sites/www.nena.org/resource/resmgr/ngpp/ng911_transition_policy_impl.pdf (Iast accessed May
7,2013).

¥ See U.S. Department of Transportation, National Highway Traffic Safety Administration, Office of Emergency
Medical Services, Strengthening America’s 911 Systems, 911.GOV, http://www.911.gov (last accessed May 7, 2013);
47 U.S.C. § 942(a)(1)(B) (establishing the 9-1-1 Implementation Coordination Office).






failures related to call or location delivery. We seek comment on how best to address these issues and
whether there are other aspects that should be documented or evaluated.

Finally, we also seek comment on the impact of consumer migration to wireless and IP-based
services that are dependent on commercial power and network resiliency and public safety services
generally. Participants in the Commission's recent field hearings following Superstorm Sandy
consistently raised this issue and the need to establish adequate back up power solutions. How should
this issue be integrated into the Commission's technology trials and other data gathering efforts?

C. Wireline to Wireless

We seek comment on conducting trials to assess the impact on residential and business customers
when they are transitioned from wireline voice and broadband products to wireless alternatives. We
propose to compare wireline and wireless offerings across a number of dimensions, including: quality and
terms of service, price, product functionalities, E-911 performance, accessibility options, reliability, and
potential carrier cost savings in the delivery of voice and data services to higher cost areas. While there is
potential for some service quality degradation if not properly transitioned, the move to wireless-only
networks also could enable improved voice quality and reliability and broadband investment in areas not
likely to be served in the near future with wireline technology, or at higher speeds than existing wireline
offerings, among other potential benefits. We want to analyze the consumer experience, including
challenges and benefits for consumers, of a wireless-only option as part of a trial. In this section we seek
comment on how to structure any such trials.

Background. As part of the technology transition, some incumbent LECs are considering replacing
existing customer voice and broadband services delivered over legacy circuit switched wireline networks
with similar product offerings delivered over a wireless IP network. For example, Verizon is currently
replacing copper based services damaged by Hurricane Sandy on Fire Island, New York with wireless-
only voice and data products.”® For its part, AT&T has indicated that it intends to seek authority to serve
millions of current wireline customers, mostly in rural areas, with a wireless-only product.”’ We therefore
seek comment on conducting a trial that would evaluate the customer experience when customers are
transitioned from wireline to wireless voice and broadband services. In particular, we are interested in
observing whether consumers/businesses lose any capabilities previously available to them or what steps
consumers/businesses must take to keep the functionality of certain services.”> We are also interested in
learning about the potential benefits for consumers/businesses of the transition to wireless, including any
improvement in voice quality in areas with degraded wireline networks, access to broadband for the first
time in areas with no wireline broadband service, and potential improvements in network reliability.*®

%% Tim Worstall, The Beginning of the Death of Wired Broadband, FORBES (Mar. 23, 2013),
http://www.forbes.com/sites/timworstall/2013/03/23/the-beginning-of-the-death-of-wired-broadband (last accessed
May 7, 2013). We understand that Verizon is coordinating with applicable state authorities on the Fire Island
transition. We hope to learn from these ongoing efforts in addition to the results of this proposed trial which would
focus more systematically on the consumer experience during such a transition.

3! See AT&T Wire Center Trials Petition at 9 (explaining that AT&T will offer wireless communications
alternatives to customers living in particularly high-cost areas, including its Mobile Premises Services, which allows
customers to make calls using ordinary wireline handsets connected to wireless base stations).

32 Such capabilities could include, among other things, access to 911 and emergency services, the ability to send and
receive a fax, credit card transactions for small businesses, alarm/security systems, and the ability for individuals
with disabilities to continue to use the devices they use on a regular basis.

33 See Mobile Future Jan. 28, 2013 Comments, GN Docket No. 12-353, at 3; CenturyLink Feb. 25, 2013 Reply
Comments, GN Docket No. 12-353, at 19; Telecommunications for the Deaf and Hard of Hearing Feb. 25, 2013
Reply Comments, GN Docket No. 12-353, at 2.





Scope. We are considering a trial in which participating LECs would make available to consumers,
in cooperation with state and Tribal governments, either through their own facilities or in partnership with
a wireless provider, a home wireless voice product or data product or both, intended as a replacement for
a customer’s existing home voice and broadband data services. We propose to test these new service
offerings in: (1) at least one geographic area within each participating LEC’s service territory; and (2) at
least one geographic area outside of each participating LEC’s wireline service territory. We propose that
all product offerings in any trial would be the same within each participating LEC’s trial areas and that
the characteristics of the offers would be made public prior to the trial. We seek comment on these
proposals.

We seek comment on whether customers that participate in such a trial should have the option of
wireline or wireless service during the trial or whether the LEC should be able to require all customers in
the LEC service territory trial area to move to a wireless-only product. We propose that customers would
be informed of when they will be allowed to switch back to their previous wireline products and that they
may do so at no charge for some pre-established period, including after the trial period end date.
Furthermore, we seek comment on whether LECs participating in the trial should disclose any differences
between a customer’s existing wireline and new wireless service prior to the customer switching. These
differences may include price, data usage allowances, terms of service, 911 capabilities (including
location accuracy), accessibility, calling features, incompatibilities with fax machines or other customer
premises equipment, or any other differences. We seek comment on whether such a trial would result in
obtaining useful information and how long it should last.

In its petition, AT&T proposes that technology and policy trials be conducted at the wire center
level.** The record reflected a general support that this as an appropriate level of geography.” Therefore
we are considering a trial at the wire center level and seek comment on whether wire centers are
appropriately sized for this specific trial or whether an alternative unit would be more appropriate. We
also seek comment on what factors should be used to select trial markets.

Data. We propose that LECs participating in such a trial would be required to collect and submit a
variety of data, including a customer satisfaction survey, to the Commission for analysis. We seek
comment on this proposal as well as any other issues relating to data collection. Should the Commission,
and/or state or Tribal entities, collect data regarding customer churn, subscriber counts, disconnects, gross
additions, average revenue per user (ARPU), counts of customers switching back to wireline service,
customer service complaints, service visits and actual customer data speeds, by month and separately for
each geographic area and product? Are there other indicia related to voice and broadband deployment
and adoption, competition, and investment that the Commission should track during the trial period?

We seek comment on whether LECs participating in a trial should collect network reliability
measures for both their wireline and wireless product offerings in the trial areas. We seek comment on
whether, in addition to the network reliability measures that the Commission currently collects for
wireline services,’® participating carriers should submit such information on network reliability for all

3% AT&T Wire Center Trials Petition at 20-23.

33 See InTelePeer Jan. 29, 2013 Comments, GN Docket No. 12-353, at 4; MMTC et al. Jan. 29, 2013 Comments,
GN Docket No. 12-353, at 9-11; Mobile Future Jan. 29, 2013 Comments, GN Docket No. 12-353, at 7; USTA Jan.
29, 2013 Comments, GN Docket No. 12-353, at 5; WIPP Jan. 29, 2013 Comments, GN Docket No. 12-353, at 7,
BullsEye Feb. 25, 2013 Reply comments, GN Docket No. 12-353, at 17—18; Intel Feb. 25, 2013 Reply Comments,
GN Docket No. 12-353, at 3; Wisconsin PSC Feb. 25, 2013 Reply Comments, GN Docket No. 12-353, at 6. But
see Bandwidth Jan. 29, 2013 Comments, GN Docket No. 12-353, at 6-7; Cablevision Jan. 29, 2013 Comments, GN
Docket No. 12-353, at 5; Cox Jan. 29, 2013 Comments, GN Docket No. 12-353, at 11; T-Mobile Feb. 25, 2013
Reply Comments, GN Docket No. 12-353, at 2.

36 See 47 C.F.R § 4.9(f).





product offerings in the relevant trial area during the trial period. In addition to these metrics, we seek
comment on whether providers should submit the number of dropped and blocked wireless calls and data
sessions for participating customers. Furthermore, we propose that participants describe how they
address service continuity issues in the event of a power outage through the use of battery backup and
other measures. Should we collect alternative or additional network reliability measures? If so, what
should these measures be? We also seek comment on the public safety and accessibility issues raised by
these trials.

D. Geographic All-IP Trials

AT&T and others have proposed an “all-IP” wire center trial. We have already sought comment on
this general proposal, and an extensive record has been compiled addressing it. Each of the trials
discussed above—VolIP interconnection, NG911, and wireline to wireless—address aspects of AT&T’s
proposal.’’ Are there other aspects of moving from TDM to IP that a geographic trial of the kind AT&T
has proposed would elicit helpful data — such as the ability to transition special-purpose TDM services?*®

We invite carriers interested in pursuing such a trial to submit a more detailed, comprehensive plan of
how such a trial would work, including the design of the trial, the data that would be collected, the rules
that would need to be waived and the role of the states and Tribes. In presenting a detailed roadmap for
how such a trial would work, carriers, at a minimum, should list: (1) all of the services currently provided
by the carrier in a designated wire center that the carrier would propose to phase out; (2) estimates of
current demand for those services; and (3) what the replacement for those services would be, including
current prices and terms and conditions under which the replacement services are offered.

II. Additional Trials

Numbering and related databases. We seek comment on a potential additional trial on numbering
issues and related databases. The Commission recently authorized a limited 6-month trial to provide
interconnected VoIP providers direct access to numbers, but that trial will not specifically examine
changes in the structure of current numbering databases.” We note that the technology transition offers
an opportunity to take a fresh look at the assignment of numbers and the features, capabilities, and
security of numbering-related databases, and the TAC recently made related recommendations on these
issues.” For example, there have been industry proposals for a unified, IP-accessible database that
provides secure access to number-related information.* Could a technology trial serve as a means to test
new technical proposals for assigning telephone numbers, e.g., individually instead of in blocks of 1,000?
What protocols and procedures are most effective to assign and port numbers in an all-IP environment?
Should there be a trial database that provides access to number-related information such as points of

37 See AT&T Petition at 20-23.

38 See http://transition.fcc.gov/oet/tac/tacdocs/tac-meeting-summary-12-20-11-final.pdf.

%% See VoIP Direct Access NPRM and Order, FCC 13-51, paras. 99—107; see also id. at paras. 118—124 (adopting a
Notice of Inquiry seeking comment on the practical and policy implications of transitioning telephone numbers to
non-geographic distribution).

* See Hank Hultquist, FCC Begins Transition to All-IP Interconnection, AT&T Public Policy Blog (Apr. 29, 2013,
2:34 pm), available at http://attpublicpolicy.com/fce/fec-begins-transition-to-all-ip-interconnection (stating that
“numbering databases may seem like the driest of telecom issues, but they are the key to enabling this transition [to
all-IP interconnection]” and that “in order to move to IP interconnection, there must be a database that associates IP
routing information with telephone numbers”) (last accessed May 7, 2013); see also
http://transition.fcc.gov/bureaus/oet/tac/tacdocs/meeting121012/TAC12-10-12FinalPresentation.pdf.

#! See hitp://www.ietf.org/proceedings/83/slides/slides-83-dispatch-1.pdf (last accessed May 7, 2013) and
http://transition.fcc.gov/bureaus/oet/tac/tacdocs/meeting121012/TAC12-10-12FinalPresentation.pdf.
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termination or caller-ID information? If so, how would we ensure that the information in the trial
database(s) is kept consistent with existing databases such as the Local Exchange Routing Guide (LERG)
and the caller-ID name (CNAM) databases? Should such databases support services other than voice,
such as real-time video and text? Finally, should any such trial be conducted in conjunction with a VoIP
interconnection trial or separately?

Improving Access for People with Disabilities. Ensuring that people with disabilities continue to
have access to evolving technologies is another core value of the Act. We seek comment on what trials
we should conduct to assess the potential for improving access for people with disabilities during this
transitional period. We note that Ofcom has conducted a study into the effectiveness of automated
speech-to-text as an assistive tool for individuals who are deaf and hard-of-hearing in VoIP
communications.” Should the FCC conduct a trial on the effectiveness of new speech-to-text
technologies in the telecommunications relay service (TRS) context?”® Could the Commission expand on
the existing Ofcom study by evaluating the role of automated speech-to-text technologies in video-over-
IP communications, including the extent to which the use of video could be used to enhance
communication with such automated services if used for Internet Protocol Captioned Telephone Service
(IP CTS)?* Are there other trials that the Commission might conduct to investigate methods of
improving access for individuals who are deaf, hard of hearing, deaf-blind, or who have a speech
disability?

Other Possible Trials. We seek comment on whether we should have any trials that focus more
specifically on the copper-to-fiber transition. Should we consider a trial on issues relating to copper
retirement? For example, should we consider a trial where the incumbent LEC sells some or all copper
loops to a competitive LEC? Support for such proposition has been mixed, and it is unclear if it is
feasible given that fiber and copper may be intertwined in the access plant. Also, any such approach
raises questions about the pricing of such copper and access to the ILEC’s shared facilities and space. We
seek comment on how we would address these issues in a trial. We generally seek comment on these
issues.

Are there other trials we should conduct that focus on consumer protection and universal service?
Should we have a trial that focuses on how to improve access to communications services for low-income
Americans? For example, as the transition from wireline to wireless rapidly progresses, an increasing
number of Lifeline participants are selecting wireless as their preferred method of communication. Given
these demographic shifts, and building off of the success of the 2012 Lifeline and Link Up Reform Order,
should the Commission conduct trials to collect data on ways to further improve Lifeline program?* Is a

2 See Ofcom, A Study Into the Effectiveness of Speech-To-Text as an Assistive Tool in VoIP Communications,
http://stakeholders.ofcom.org.uk/market-data-research/other/policy-related-research/usability-
research/research/speech-to-text-voip/ (last accessed May 7, 2013).

P47U0S8.C. § 225(a)(3) (defining TRS as “telephone transmission services that provide the ability for an individual
who is deaf, hard of hearing, deaf-blind, or who has a speech disability to engage in communication by wire or radio
with one or more individuals, in a manner that is functionally equivalent to the ability of a hearing individual who
does not have a speech disability to communicate using voice communication services by wire or radio”).

* See 47 C.F.R. § 64.601(a)(12) (defining IP CTS as “[a] telecommunications relay service that permits an
individual who can speak but who has difficulty hearing over the telephone to use a telephone and an Internet
Protocol-enabled device via the Internet to simultaneously listen to the other party and read captions of what the
other party is saying. With IP CTS, the connection carrying the captions between the relay service provider and the
relay service user is via the Internet, rather than the public switched telephone network.”).

* See Lifeline and Link Up Reform and Modernization et al., WC Docket Nos. 11-42 et al., CC Docket No. 96-45,
Report and Order and Further Notice of Proposed Rulemaking, 27 FCC Red 6656 (2012) (2012 Lifeline and Link Up
Reform Order and FNRPM).
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trial the right setting for the Commission to explore ways to test the appropriate monthly support amount
for Lifeline voice service to better gauge the appropriate price point both for consumers and carriers who
provide Lifeline services?*® Are there other universal service issues that could be tested in a trial?

We also seek comment on whether we should have any trials that focus specifically on the delivery of
services to consumers and communities on Tribal lands. We generally seek comment on any potential
issues associated with trials taking place on the lands of American Indian Tribes, Alaska Native Villages,
or on Hawaiian Home Lands.

I11. Role of State and Tribal Governments

We seek comment on the role of states and Tribal governments. We note that NARUC has created a
Presidential Task Force on Federalism and Telecommunications to focus on many of these same issues
related to technology transitions, and we are committed to coordinating as effectively as possible with this
and other state efforts.*” We also note that the Commission’s Intergovernmental Advisory Committee
(IAC) has offered to play a role in working with states and localities on issues related to technology
transitions.” How should states and Tribal governments be involved in the trials? Should the NARUC
Task Force, the IAC, or any other Commission advisory committees, be involved in the selection of
applications or areas? Does it depend on the nature of the trial? Should states or Tribal governments be
involved in selecting geographic areas? Should non-governmental consumer-focused organizations be
involved in the trial selection process or the implementation and monitoring of trials?

We generally seek comment on how to work cooperatively with the states and Tribal governments
with respect to each trial and the nature of their involvement, including how to address issues where the
state commission lacks jurisdiction over IP-based or wireless services. We also seek comment on
providing states and Tribal governments with access to data collected during the trial, and what role states
and Tribal governments should have in analyzing the data and providing recommendations to the
Commission.

IV.  General Trial Design and Structure

We seek comment on the process of establishing, structuring, and gathering useful data from these
possible trials. How should the Commission structure the trials to address concerns about incumbent
LECs operating on “best behavior” during the trials?** We seek comment on the process for selecting the
geographic areas for the trials. We seek comment on the timing and duration of each trial. Should the

% See 2012 Lifeline and Link Up Reform Order and FNRPM, 27 FCC Red at 684446, paras. 462—73 (seeking
comment on the appropriate Lifeline support amount).

7 See NARUC, Charter of the Task Force on Federalism and Telecommunications (Nov. 2012), available at
http://www.naruc.org/Publications/12_ 1114 CharterTF_FederalismTelecom.pdf (last accessed May 7, 2013).

8 See Intergovernmental Advisory Committee Policy Recommendation 2013-3, Jan. 8, 2013, available at
http://transition.fcc.gov/statelocal/recommendation2013-03.pdf.

¥ See, e.g., T-Mobile Jan. 29, 2013 Comments, GN Docket No. 12-353, at 18 (“In a trial run, ILECs hoping to
encourage the Commission to adopt deregulatory policies will have an incentive to refrain from abusing market
power, but this incentive will disappear once the Commission eliminates pro-competitive regulations.”); National
Hispanic Media Coalition Feb. 25, 2013 Reply Comments, GN Docket No. 12-353, at 5 (“The Commission’s
watchful eye will weigh heavily on the practices of AT&T in these markets, encouraging good behavior.”); Cbeyond
et al. Jan. 29, 2013 Comments, GN Docket No. 12-353, at 21-22 (stating that “incumbents would have a strong
incentive to be on their best behavior during the trial runs”); Access Point ef al. Feb. 25, 2013 Reply Comments, GN
Docket No. 12-353, at 4; Granite Feb. 25, 2013 Reply Comments, GN Docket No. 12-353, at 21; Public Knowledge
Jan. 29, 2013 Comments, GN Docket No. 12-353, at 9; XO Jan. 29, 2013 Comments, GN Docket No. 12-353, at iii.
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timing differ based on the type of trial? How should each trial wind down, and what would be grounds
for terminating a trial altogether before its anticipated completion date?

We seek comment on how to acquire the most useful data from these trials. What sort of reporting
should we require from participants and what sort of automated or non-automated data collection would
be useful in each trial? Should the Commission require trial participants to collect the same data in
certain non-trial areas to allow comparison with a control sample? To what extent should the
Commission gather quantitative data and when is qualitative data preferable? We seek comment on the
usability of the trial data. What sort of protections should apply to potentially sensitive data? Should
information be confidential, filed pursuant to protective orders, or generally open to the public? Should
we, as the Commission required in the VolP Direct Access Order, issue a report with our findings after
each trial concludes?

V.  Legal Issues

We seek comment on whether any Commission rules or statutory provisions are implicated by the
proposed trials. For example, entities participating in the wireline to wireless trial would need to file
section 214 discontinuances.” Should we modify the process for the trials? Would the Commission need
to waive or forbear from any rules before conducting a trial? We generally seek comment on these issues
as well as any issues regarding the Commission’s legal authority to conduct these voluntary trials.

Askok

Pursuant to sections 1.415 and 1.419 of the Commission’s rules, 47 CFR §§ 1.415, 1.419, interested
parties may file comments and reply comments on or before the dates indicated on the first page of this
document. All comments are to reference GN Docket No. 13-5 and may be filed using: (1) the
Commission’s Electronic Comment Filing System (ECFS) or (2) by filing paper copies. See Electronic
Filing of Documents in Rulemaking Proceedings, 63 FR 24121 (1998).

e Electronic Filers: Comments may be filed electronically using the Internet by accessing the
ECFS: http://fjallfoss.fcc.gov/ecfs2/.

e Paper Filers: Parties who choose to file by paper must file an original and one copy of each
filing. If more than one docket or rulemaking number appears in the caption of this proceeding,
filers must submit two additional copies for each additional docket or rulemaking number.

o Filings can be sent by hand or messenger delivery, by commercial overnight courier, or by first-
class or overnight U.S. Postal Service mail. All filings must be addressed to the Commission’s
Secretary, Office of the Secretary, Federal Communications Commission.

e All hand-delivered or messenger-delivered paper filings for the Commission’s Secretary must be
delivered to FCC Headquarters at 445 12th St., SW, Room TW-A325, Washington, DC 20554.

%0 Section 214(a) of the Act requires common carriers to obtain Commission authorization before discontinuing,
reducing, or impairing service to a community. See 47 U.S.C. § 214(a). Under Part 63 of its rules, the Commission
has adopted specific requirements that clarify this duty and ensure that customers of domestic telecommunications
services receive adequate notice of a carrier’s discontinuance plans and have an opportunity to inform the
Commission of any resultant hardships. See 47 C.F.R. §§ 63.60 et seq. In particular, before discontinuing service, a
telecommunications carrier generally must notify all affected customers of its proposed discontinuances. Notice to
customers must include the name and address of the carrier, the date of the planned service discontinuance, the
geographic areas where service will be discontinued, and a brief description of the type of service affected. See 47
C.F.R. § 63.71(a). These requirements are intended to inform consumers about when their service may be
discontinued and to provide them with an opportunity to object to any proposed discontinuances. See also IP-
Enabled Services, WC Docket No. 04-36, Report and Order, 24 FCC Rcd 6039, 6042—43, para. 6 (2009).
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The filing hours are 8:00 a.m. to 7:00 p.m. All hand deliveries must be held together with rubber
bands or fasteners. Any envelopes must be disposed of before entering the building.

o Commercial overnight mail (other than U.S. Postal Service Express Mail and Priority Mail) must
be sent to 9300 East Hampton Drive, Capitol Heights, MD 20743.

e U.S. Postal Service first-class, Express, and Priority mail must be addressed to 445 12th Street,
SW, Washington DC 20554.

e People with Disabilities: To request materials in accessible formats for people with disabilities
(Braille, large print, electronic files, audio format), send an e-mail to fcc504@fcc.gov or call the
Consumer & Governmental Affairs Bureau at 202-418-0530 (voice), 202-418-0432 (tty).

In addition, one copy of each pleading must be sent to each of the following:

(1) The Commission’s duplicating contractor, Best Copy and Printing, Inc., 445 12th Street,
S.W., Room CY-B402, Washington, D.C. 20554, www.bcpiweb.com; phone: (202) 488-5300 fax: (202)
488-5563;

Filings and comments are also available for public inspection and copying during regular business
hours at the FCC Reference Information Center, Portals 11, 445 12th Street, S.W., Room CY-A257,
Washington, D.C. 20554. They may also be purchased from the Commission’s duplicating contractor,
Best Copy and Printing, Inc., Portals II, 445 12th Street, S.W., Room CY-B402, Washington, D.C. 20554,
telephone: (202) 488-5300, fax: (202) 488-5563, or via e-mail www.bcpiweb.com.

This matter shall be treated as a “permit-but-disclose” proceeding in accordance with the
Commission’s ex parte rules. Persons making oral ex parte presentations are reminded that memoranda
summarizing the presentations must contain summaries of the substance of the presentation and not
merely a listing of the subjects discussed. More than a one or two sentence description of the views and
arguments presented generally is required. Other rules pertaining to oral and written ex parte
presentations in permit-but-disclose proceedings are set forth in section 1.1206(b) of the Commission’s
rules.

For further information, please contact Patrick Halley, Acting Deputy Director, Technology
Transitions Policy Task Force, at 202-418-7550 or Patrick.Halley@fcc.gov.

-FCC-
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Narratives:  Following are the textual descriptions of the Inter-Service Provider Local Number Portability (LNP) Operations Flows.  These Narratives (Version 4.2.1) provide a detailed description of each process step within the attached LNP Operations Flows (Version 4.2).









Legend:



Local Service Provider (LSP) = Any provider (e.g., voice provider, data provider) that administers and bills local exchange and related services for the End User.  The following terms identify LSPs with specific roles during the porting process:

· New Local Service Provider (NLSP) - The local provider of record following the completion of the porting process.

· Old Local Service Provider (OLSP) - The local provider of record prior to the porting process.



Network Service Provider (NSP) = Carrier that provides the facilities and switch/equipment components needed to make up an End User’s local telecommunications service.  The following terms identify NSPs with specific roles during the porting process:

· New Network Service Provider (NNSP) - The network provider of record following the completion of the porting process.

· Old Network Service Provider (ONSP) - The network provider of record prior to the porting process.



CSR = Customer Service Record

DSL = Digital Subscriber Loop

FOC = Firm Order Confirmation

FRS = Functional Requirements Specification

ICP = Inter-carrier Communication Process

IIS = Interoperability Interface Specifications

LSMS = Local Service Management System

LSR = Local Service Request

NPAC = Number Portability Administration Center

PSTN = Public Switched Telephone Network

SOA = Service Order Activation

SP = Service Provider

SV = Subscription Version

TN = Telephone Number

“via the SOA interface” = generic description for one of the following:  the SOA CMIP association, 

 	LTI, or contacting NPAC personnel

WPR = Wireless Port Request

WPRR = Wireless Port Request Response 






[bookmark: OLE_LINK1]NOTE:

Pursuant to FCC Order 07-188, released on November 8, 2007, and FCC Order 09-41, released on May 13, 2009, Local Number Portability (LNP) obligations are extended to interconnected Voice over Internet Protocol (VoIP) providers.  In paragraph 8 of FCC Order 09-41, the FCC ruled the following:

“Thus, we require all entities subject to our LNP rules, including interconnected VoIP providers and their numbering partners, to complete port requests for simple wireline-to-wireline and simple intermodal ports within one Business Day, unless a longer period is requested by the new provider or the customer elects otherwise.”



The North American Numbering Council (NANC) identifies three classes of interconnected VoIP providers, defined as follows:



1. Class 1:  A standalone interconnected VoIP provider that obtains numbering resources directly from the North American Numbering Plan Administrator (NANPA) and the Pooling Administrator (PA) and connects directly to the Public Switched Telephone Network (PSTN) (i.e., not through a PSTN Service Provider partner’s end office switch).  Class 1 standalone interconnected VoIP providers must follow the appropriate Wireline-Wireline/Intermodal Flows (Simple or Non-Simple, whichever is applicable) for the LNP provisioning process, serving as the New Network Service Provider (NNSP) or Old Network Service Provider (ONSP), whichever is applicable.



2. Class 2:  An interconnected VoIP provider that partners with a facilities-based Public Switched Telephone Network (PSTN) Service Providers to obtain numbering resources and connectivity to the PSTN via the Service Provider partner’s switch.  A Class 2 interconnected VoIP provider is not considered a reseller in the context of the FCC definition of a Simple Port (refer to FCC Order 07-188 and FCC Order 09-41 for Simple Port definition).  Class 2 interconnected VoIP providers must follow the appropriate Wireline-Wireline/Intermodal Flows (Simple or Non-Simple, whichever is applicable) for the LNP provisioning process, serving as the New Local Service Provider (NLSP) or Old Local Service Provider (OLSP), whichever is applicable.



3. Class 3:  A non-facilities-based reseller of interconnected VoIP services that utilizes the numbering resources and facilities of another interconnected VoIP provider (analogous to the “traditional” PSTN reseller).  A Class 3 interconnected VoIP provider is not considered a reseller in the context of the FCC definition of a Simple Port (refer to FCC Order 07-188 and FCC Order 09-41for Simple Port definition).  Class 3 interconnected VoIP providers must follow the appropriate Wireline-Wireline/Intermodal Flows (Simple or Non-Simple, whichever is applicable) for the LNP provisioning process, serving as the New Local Service Provider (NLSP) or Old Local Service Provider (OLSP), whichever is applicable.






NOTE:

The FCC has allowed that One Business Day porting must be implemented either within 9 months of the NANC report to the FCC, or for carriers which qualify, implemented within 15 months (FCC 09-41, para 12).  The Local Number Portability Administration Working Group (LNPA WG) provisioning flows and One Business Day definition require reciprocal implementation where carriers must only port-in at the interval which that carrier also ports-out. 



NOTE:

Service Providers are not precluded from exceeding the requirements set forth in the NANC LNP Provisioning Flows.  For example, no provider is required to allow activation on a non-Business Day (Saturday, Sunday or Old Service Provider Company-Defined Holiday).  However, a non-Business Day activation may be performed as long as both Service Providers agree and any Service Provider activating a port on a non-Business Day understands the porting out Service Provider may not have, and is not required to have, operational support available on days not defined as Business Days.  In 

agreeing to non-Business Day activations, the Old (porting out) Service Provider may require that the Local Service Request (LSR)/Firm Order Confirmation (FOC) and the New (porting in) Service Provider NPAC Create message be due-dated for the appropriate normal Business Day in order to ensure that the End User's service is maintained.




Port Type Determination



Figure 1



		Flow Step

		Description



		1. [bookmark: _Ref25393258]START: End User Contact with NLSP

			The process begins with an End User requesting service from the NLSP.

· It is assumed that prior to entering the provisioning process the involved NPA/NXX was opened for porting (If code is not open, refer to Inter-Service Provider LNP Operations Flows – Code Opening Process, Figure 16.).



		2. End User agrees to change to NLSP

			End User agrees to change to NLSP and requests retention of current telephone number (TN).



		3. [bookmark: _Ref25380485]NLSP obtains End User authorization

			NLSP obtains verifiable authority (e.g., Letter of Authorization – [LOA], third-party verification – [TPV], etc.) from End User to act as the official agent on behalf of the End User.  The OLSP cannot require a physical copy of the End User authorization to be provided before processing the Customer Service Request (CSR) or the port request.  The NLSP is responsible for demonstrating verifiable authority in the case of a dispute.



		4. Is this a Wireless-Wireless Port?

		· If Yes, go to Step 5.

· If No, go to Step 6.



		5. ICP – Service Provider Communication 

		· Inter-Service Provider LNP Operations Flows – Wireless ICP Process, Figure 2, Step 1.



		6. (Optional) NLSP requests CSR from OLSP

		· As an optional step, the NLSP requests a Customer Service Record (CSR) from the OLSP.  A service agreement between the NLSP and OLSP may or may not be required for CSR.

· NOTE:  CSRs are not available from wireless carriers.

· The Old SP shall not require the New SP to have previously obtained a CSR before they will accept an LSR from the New SP.  For those New SPs that choose not to obtain a CSR, they understand that there is heightened risk that their LSR may not be complete and accurate.  This is not intended to preclude those providers who provide an ordering GUI from including a step involving a real-time CSR pull within that process, as long as an alternate ordering process is available that does not require a CSR being pulled.

· CSRs, if requested and available, must be returned within 24 clock hours, unless otherwise negotiated between service providers, excluding weekends and Old Service Provider holidays.

· Any of the End User validation fields required by the Old SP on an incoming LSR must be available on the CSR, excluding End User requested and assigned password/PIN.

· Only passwords/PINs requested and assigned by the End User may be utilized as an End User validation field on an incoming LSR by the Old Network Service Provider/Old Local Service Provider.  Any service provider assigned password/PIN may not be utilized as a requirement in order to obtain a CSR.



		7. BROADBAND – (optional) Broadband/DSL Verification

		· Inter-Service Provider LNP Operations Flows – Broadband/DSL Verification Process, Figure 3, Step 1.



		8. Does NLSP consider this a Simple Port?

		· If Yes, go to Step 9.

· The New SP (the NLSP and/or the NNSP whichever is applicable) must make every reasonable effort to verify that the port request is in fact a Simple Port request, e.g., pulling a CSR if available, or asking the appropriate questions of the End User, etc.

· If No, go to Step 10.



		9. SIMPLE LSR-FOC – Service Provider Communication

		· [bookmark: OLE_LINK2][bookmark: OLE_LINK3]Inter-Service Provider LNP Operations Flows - Wireline Simple Port LSR/FOC Process, Figure 4, Step 1.



		10. NON-SIMPLE LSR-FOC – Service Provider Communication

		· Inter-Service Provider LNP Operations Flows - Wireline Non-Simple Port LSR/FOC Process, Figure 5, Step 1.



		11. MAIN – Main Porting Flow

		· Inter-Service Provider LNP Operations Flows – Main Porting Flow, Figure 6, Step 1.



		12. End

		






Wireless ICP Service Provider Communication



Figure 2



		Flow Step

		Description



		1. Is NLSP a Reseller?

			This is the entry point from the Inter-Service Provider LNP Operations Flows – Port Type Determination, Figure 1, Step 5.

	The NLSP determines if customer is porting all TN(s).

· If Yes, go to Step 2.

· If No, go to Step 3.



		2. NLSP sends WPR or WPR information to NNSP for resale service

		· NLSP (Reseller) sends a WPR (Wireless Port Request) or WPR information to the NNSP (may vary slightly depending on provider agreement between the involved service providers).

· For wireless to wireless service providers the WPR/WPRR (Wireless Port Request/Wireless Port Request Response) initial response time frame is 30 minutes.

· The due date of the first TN ported in an NPA-NXX is no earlier than 5 Business Days after a confirming WPRR receipt date.

· The due date for a TN ported in an NPA-NXX which has TNs already ported is no earlier than 2 business hours after a confirming WPRR receipt date/time or as currently determined by NANC.



		3. NNSP sends WPR to ONSP

		· The NNSP notifies the ONSP of the port request using the WPR.

· ICP response interval, currently set to 30 minutes, begins from acknowledgment being received by NNSP from ONSP, and not at the time the WPR is sent from the NNSP to the ONSP.



		4. Is a Type 1 wireless number involved?

		· If Yes, go to Step 5.

· If No, go to Step 7.



		5. NON-SIMPLE LSR-FOC – Service Provider Communication

		· Inter-Service Provider LNP Operations Flows - Wireline Non-Simple Port LSR/FOC Process, Figure 5, Step 1.



		6. Return to Figure 1

		· Return to Port Type Determination flow Figure 1, Step 5.



		7. Is OLSP a Reseller?

		· If Yes, go to Step 8.

· If No, go to Step10.



		8. ONSP sends WPR or WPR information to OLSP

		· The ONSP notifies the OLSP of the port request using the WPR or WPR information.



		9. OLSP sends WPRR or WPRR information to ONSP

		· The OLSP sends the ONSP the WPRR or WPRR information.



		10. ONSP sends WPRR to NNSP

		· ONSP sends the WPRR to the NNSP.

· IC terminates upon receipt of WPRR by NNSP.



		11. Is NLSP a Reseller?

		· If Yes, go to Step 12.

· If No, go to Step 13.



		12. NNSP forwards WPRR or WPRR information to NLSP

		· The NNSP sends the WPRR or WPRR information to the NLSP.



		13. Is WPRR a Delay?

		· If Yes, go to Step 14.

· If No, go to Step 15.



		14. Is OLSP a Reseller?

		· If Yes, go to Step 9.

· If No, go to Step 10.



		15. Is WPRR confirmed?

		· If Yes, go to Step 17.

· If No, go to Step 16 – WPRR must be a Resolution Required.



		16. WPRR is a resolution response

		· Return to Step 1.



		17. Return to Figure 1

		· Return to Port Type Determination flow Figure 1, Step 5.










Broadband/DSL Verification Process

(optional)

Figure 3



		Flow Step

		Description



		1. Has it been determined that broadband/DSL is on the line?

		· If Yes, go to Step 6.

· If No, go to Step 2.



		2. Is broadband/DSL service required for new voice service?

		· If Yes, go to Step 3.

· If No, go to Step 10.



		3. NLSP notifies End User to acquire new broadband/DSL service

		· End User could obtain broadband/DSL service from NLSP, if available, or from another service provider.



		4. NLSP awaits End User response providing broadband/DSL service due date.

		· This is to ensure that End User has obtained the broadband/DSL service that is necessary for their new voice service.



		5. NLSP continues Port Request with LSR due date on or after broadband/DSL service due date

		· This is to ensure that new broadband/DSL service is available when the port is activated in order for End User to have voice service.



		6. Does End User wish to retain existing broadband/DSL service?

		· If Yes, go to Step 7.

· If No, go to Step 2.



		7. Does OLSP offer standalone broadband/DSL service?

		· If Yes, go to Step 9.

· If No, go to Step 8.



		8. NLSP notifies End User to acquire new broadband/DSL service if desired.

		· Go to Step 2.



		9. Does OLSP automatically convert End User to standalone broadband/DSL service?

		· If Yes, go to Step 10.

· If No, go to Step 8.



		10. Return to Figure 1

		· Return to Port Type Determination flow Figure 1, Step 7.






Wireline Simple Port LSR/FOC Process



Figure 4



		Flow Step

		Description



		1. Is NLSP a Class 2 or Class 3 Interconnected VoIP Provider?

		· If Yes, go to Step 2.

· If No, go to Step 3.



		2. [bookmark: _Ref25380517]NLSP sends LSR or LSR information to NNSP for the Interconnected VoIP service 

			NLSP sends an LSR or LSR Information to the NNSP fulfilling all requirements of any service agreement between the involved service providers.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF). 



		3. NNSP sends LSR to ONSP

		· The NNSP notifies the ONSP of the port using the LSR and sends the information via an electronic gateway, FAX, email, or manual means.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).



NOTE:  The New SP (the NLSP and/or the NNSP whichever is applicable) must make every reasonable effort to verify that the port request is in fact a Simple Port request, e.g., pulling a CSR if available, or asking the appropriate questions of the End User, etc.



		4. [bookmark: _Ref30411021]Is OLSP a Class 2 or Class 3 Interconnected VoIP Provider?

		· If Yes, go to Step 5

· If No, go to Step 7



		5. [bookmark: _Ref25380555]Notify Provider – (conditional) ONSP sends LSR or LSR information to OLSP (Figure 8)

		· (conditional, based on any service agreement between the involved service providers) – ONSP sends an LSR, LSR Information to the OLSP) fulfilling all requirements.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).

· Communication between the ONSP and the OLSP with regard to the port must not delay the validation or processing of the port request.



		6. (conditional) OLSP sends FOC or FOC information to ONSP

		· (conditional, based on any service agreement between the involved service providers) – The OLSP notifies the ONSP of the port using the FOC and sends the information via an electronic gateway, FAX, email, or other means.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.

· Communication between the ONSP and the OLSP with regard to the port must not delay the validation or processing of the port request.



		7. Does ONSP agree this is a Simple Port?

		· If Yes, go to Step 13.

· If No, go to Step 8.



		8. Is the LSR complete and accurate?

		· If Yes, go to Step 9.

· If No, go to Step 11.



		9. [bookmark: _Ref30411101]Will the ONSP FOC current LSR with a different Due Date?

		· If Yes, go to Step 10.

· If No, go to Step 11.





		10. ONSP sends FOC with appropriate Due Date for Non-Simple Port to NNSP

		· ONSP sends the Firm Order Confirmation (FOC, local response) with the appropriate Due Date for Non-Simple Port to the NNSP for the porting LSR.

· For wireline-to-wireline ports, and ports between wireline and wireless service providers, the following requirements apply for the interval to respond to an LSR:

If the New SP-requested due date is 1-2 Business Days after LSR receipt, the Firm Order Confirmation (FOC) or Reject (whichever is applicable) is due within 4 hours.  Refer to the attached chart for LSR Response Due Time:








If the New SP-requested due date is 3 or more Business Days after LSR receipt, the Firm Order Confirmation (FOC) or Reject (whichever is applicable) is due within 24 clock hours, excluding weekends and Old Service Provider-defined holidays.



In instances where the LSR indicates the port request is Non-Simple based on the current FCC definition and rule for a Simple Port, the Old SP must return a FOC or appropriate response within 24 clock hours, excluding weekends and Old Service Provider-defined holidays.

· It is the responsibility of the ONSP to contact the NNSP if the ONSP is unable to meet the required interval for transmitting the FOC.  If the FOC is not received by the NNSP within the required interval, then the NNSP may contact the ONSP.

· The due date of the first TN ported in an NPA-NXX is no earlier than five (5) Business Days after FOC receipt date.

· The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.



		11. ONSP rejects LSR back to NNSP.

		· The ONSP has determined that this is a Non-Simple Port request and does not FOC with a Due Date that is appropriate for a Non-Simple Port.  As a result, the ONSP rejects the LSR back to the NNSP in the appropriate timeframe indicated in Step 10.



		12. NON-SIMPLE LSR-FOC – Service Provider Communication

		· Inter-Service Provider LNP Operations Flows - Wireline Non-Simple Port LSR/FOC Process, Figure 5, Step 1.



		13. [bookmark: _Ref29457578]Is the LSR complete and accurate?

		· If Yes, go to Step 15.

· If No, go to Step 14.



		14. ONSP rejects LSR to NNSP.

		· ONSP sends a Reject Notification to the NNSP due to insufficient data on the LSR.

· Return to Figure 4, Step 1.



		15. ONSP sends FOC confirming Simple Port Request to NNSP.

		· ONSP sends the Firm Order Confirmation (FOC, local response) to the NNSP for the porting LSR.

· For wireline to wireline ports, and ports between wireline and wireless service providers, the following requirements apply for the interval to respond to an LSR:

If the New SP-requested due date is 1-2 Business Days after LSR receipt, the Firm Order Confirmation (FOC) or Reject (whichever is applicable) is due within 4 hours.  Refer to the attached chart for LSR Response Due Time: 








If the New SP-requested due date is 3 or more Business Days after LSR receipt, the Firm Order Confirmation (FOC) or Reject (whichever is applicable) is due within 24 clock hours, excluding weekends and Old Service Provider-defined holidays.



[bookmark: OLE_LINK4][bookmark: OLE_LINK5]In instances where the LSR indicates the port request is Non-Simple based on the current FCC definition and rule for a Simple Port, the Old SP must return a FOC or appropriate response within 24 clock hours, excluding weekends and Old Service Provider-defined holidays.

· The due date of the first TN ported in an NPA-NXX is no earlier than five (5) Business Days after FOC receipt date.  Any subsequent port in that NPA NXX will have a due date no earlier than three (3) Business Days after FOC receipt.

· The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.



		16. Is NLSP a Class 2 or Class 3 Interconnected VoIP Provider?

		· If Yes, go to Step 17.

· If No, go to Step 18.



		17. NNSP sends FOC or FOC information to NLSP.

		· NNSP sends FOC or FOC Information to NLSP fulfilling all requirements of any service agreement between the involved service providers.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  





		18. Return to Figure 1

		· Return to Port Type Determination flow Figure 1, Step 9.








Wireline Non-Simple Port LSR/FOC Process



Figure 5



		Flow Step

		Description



		1. Is End User porting all TNs?

			The NLSP determines if customer is porting all TN(s).

· If Yes, go to Step 3.

· If No, go to Step 2.



		2. NLSP notes “Not all TNs are being ported” in the remarks section of LSR

			The NLSP makes a note in the remarks section of the LSR to identify that the End User is not porting all TN(s).  This can affect the due date interval due to account rearrangements necessary prior to service order issuance.



		3. Is NLSP a Reseller or Class 2 or 3 Interconnected VoIP Provider?

		· If Yes, go to Step 4.

· If No, go to Step 5.



		4. NLSP sends LSR or LSR information to NNSP for resale or VoIP Interconnection service

		· NLSP (Reseller or Class 2 or 3 Interconnected VoIP Provider) sends an LSR or LSR Information to the NNSP fulfilling all requirements of any service agreement between the involved service providers.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).



		5. NNSP sends LSR to ONSP

		· The NNSP notifies the ONSP of the port using the LSR and sends the information via an electronic gateway, FAX, email, or manual means.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).



		6. Has the ONSP determined the LSR is incomplete or inaccurate?

		· If Yes, go to Step 7.

· If No, go to Step 8.



		7. ONSP rejects LSR back to NNSP

		· ONSP sends a Reject Notification to the NNSP due to insufficient or inaccurate data on the LSR.

· Return to Figure 5, Step 1.



		8. Is OLSP a Reseller or Class 2 or 3 Interconnected VoIP Provider or is a Type 1 wireless number involved?

		· If Yes, go to Step 9.

· If No, go to Step 13.



		9. Notify Provider – (conditional) ONSP sends LSR, LSR information, to OLSP

		· (conditional, based on any service agreement between the involved service providers) – ONSP sends an LSR, LSR Information to the OLSP (Reseller or Class 2 or 3 Interconnected VoIP Provider or if a Type 1 number is involved) fulfilling all requirements.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).

· Communication between the ONSP and the OLSP with regard to the port must not delay the validation or processing of the port request.

· Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification – Figure 8.



		10. Has the OLSP determined the LSR is incomplete or inaccurate?

		· If Yes, go to Step 11.

· If  No, go to Step 12.



		11. OLSP rejects LSR back to ONSP

		· OLSP sends a Reject Notification to the ONSP due to insufficient or inaccurate data on the LSR.

· Return to Figure 5, Step 1.



		12. (conditional) OLSP sends FOC or FOC information to ONSP

		· (conditional, based on any service agreement between the involved service providers) – The OLSP notifies the ONSP of the porting using the FOC and sends the information via an electronic gateway, FAX, email, or other means.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.

· Communication between the ONSP and the OLSP with regard to the port must not delay the validation or processing of the port request.



		13. ONSP sends FOC to NNSP

		· ONSP sends the Firm Order Confirmation (FOC, local response) to the NNSP for the porting LSR.

· For wireline to wireline service providers, and between wireline and wireless service providers, the requirement is that the FOC is returned within 24 clock hours, excluding weekends and Old Service Provider-defined holidays.  It is the responsibility of the ONSP to contact the NNSP if the ONSP is unable to meet the 24 clock hour requirement (excluding weekends and Old Service Provider-defined holidays) for transmitting the FOC.  If the FOC is not received by the NNSP within 24 clock hours (excluding weekends and Old Service Provider-defined holidays), then the NNSP may contact the ONSP.

· The due date of the first TN ported in an NPA-NXX is No earlier than five (5) Business Days after FOC receipt date.  Any subsequent port in that NPA NXX will have a due date No earlier than three (3) Business Days after FOC receipt.

· It is assumed that the porting interval is not in addition to intervals for other requested services (e.g., unbundled loops) related to the porting request.  The interval becomes the longest single interval required for the services requested.

· The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.



		14. Is NLSP a Reseller or Class 2 or 3 Interconnected VoIP Provider?

		· If Yes, go to Step 15.

· If No, go to Step 16.



		15. NNSP forwards FOC or FOC information to NLSP

		· NNSP forwards FOC or FOC Information to NLSP fulfilling all requirements of any service agreement between the involved service providers.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.



		16. Return to Figure 1

		· Return to Port Type Determination flow Figure 1, Step 10.








Main Porting Flow



Figure 6



		Flow Step

		Description



		1. Are NNSP and ONSP the same SP?

		· If Yes, go to Step 2.

· If No, go to Step 4.



		2. Is NPAC processing required?

		· If Yes, go to Step 3.

· If No, go to Step14.



		3. Perform intra-provider port or modify existing SV

			SP enters intra-provider SV create data into the NPAC via the SOA interface for porting of End User in accordance with the NANC FRS and the NANC IIS.  Upon completion of intra-provider port, Return to Port Type Determination flow Figure 1, Step 11.



		4. NNSP coordinates all porting activities

			The NNSP must coordinate porting timeframes with the ONSP, and both provide appropriate messages to the NPAC.  Upon completion of the LSR/FOC or ICP Process, and when ready to initiate service orders, go to Step 5.



		5. NNSP and ONSP create and process service orders

			Upon completion of the LSR/FOC or ICP Process, the NNSP and ONSP create and process service orders through their internal service order systems, based on information provided in the LSR/FOC or WPR/WPRR.



		6. Create – Service Provider Port Request

		· Inter-Service Provider LNP Operations Flows – Subscription Version Create Flow, Figure 7.



		7. Was port request canceled?

			The port can be canceled by the ONSP, the NNSP, or automatically by an NPAC process.

	If Yes, go to Step 12.

	If No, go to Step 8.



		8. Did ONSP place the order in Conflict?

			Check Concurrence Flag.
If concurred, the ONSP agrees to the port.
If not concurred, a conflict cause code as defined in the FRS, is designated.  ONSP makes a concerted effort to contact NNSP prior to placing SV in conflict.

· For wireline Simple Ports, the conflict request can be initiated up to the later of a.) the tunable time (Simple Port Conflict Restriction Window, current value of 9:00pm in the predominate time zone of the NPAC region where the number is being ported) one Business Day before the Due Date or b.) the T2 Timer (Final Concurrence Window tunable parameter) has expired.

· For wireline Non-Simple Ports, the conflict request can be initiated up to the later of a.) the tunable time (Conflict Restriction Window, current value of 12:00pm) one Business Day before the Due Date or b.) the T2 Timer (Final Concurrence Window tunable parameter) has expired.

	For wireless SPs using short timers for this SV, the conflict request can be initiated up to the time the T2 Timer (Final Concurrence Window tunable parameter) has expired.

	If Yes, go to Step 11.

	If No, go to Step 9.



		9. NNSP coordinates physical changes with ONSP

			The NNSP has the option of requesting a coordinated order.  This is also the re-entry point from the Inter-Service Provider LNP Operations Flows – Conflict Flow for the Service Creation Provisioning Process, tie point BB, Figure 11.

	If coordination is requested on the LSR, an indication of Yes or No for the application of a 10-digit trigger is required.  If No coordination indication is given, then by default, the 10-digit trigger is applied if technically feasible.  If the NNSP requests a coordinated order and specifies ‘No’ on the application of the 10-digit trigger, the ONSP uses the 10-digit trigger at its discretion.



		10. Is the unconditional 10 digit trigger being used or does ONSP query on every call?

			The unconditional 10-digit trigger is assigned to a number on a donor switch during the transition period when the number is physically moved from donor switch to recipient switch.  During this period it is possible for the TN to reside in both donor and recipient switches at the same time.

· For both Simple and Non-Simple Ports, the ONSP must deploy the 10-digit trigger in the donor switch, if technically feasible, or monitor the NPAC for activation in order to trigger the disconnect, or carriers perform a database query for every call origination.

	A 10-digit trigger is applied by the ONSP no later than 11:59pm the day prior to the due date.

	The unconditional 10-digit trigger may be applied by the NNSP.

	If Yes, go to Inter-Service Provider LNP Operations Flows - Provisioning with Unconditional 10-Digit Trigger - tie point AA, Figure 10.

	If No, go to Inter-Service Provider LNP Operations Flows - Provisioning without Unconditional 10-digit Trigger - tie point A, Figure 9.



		11. NPAC logs request to place the order in conflict, including cause code

			Go to Inter-Service Provider LNP Operations Flows - Conflict Flow for the Service Creation Provisioning Process - tie point B, Figure 11.



		12. Notify Provider – NPAC notifies NNSP and ONSP that port is canceled

			Upon cancellation, NPAC logs this information, and changes the subscription status to canceled.  Both SPs are notified of the change in the subscription status via the SOA interface.

	For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.

	Both SPs take appropriate action related to internal work orders.



		13. Notify Provider – (conditional) ONSP sends loss notification to OLSP

		· (conditional, , based on any service agreement between the involved service providers) – A loss notification may be sent to the OLSP.  The specific timing will be based on the requirements of any service agreement between the involved service providers.  It is necessary for the OLSP to terminate the End User’s service for the ported TN(s) after the port is completed.

· Communication between the ONSP and the OLSP with regard to the port must not delay the validation or processing of the port request

· This is also the re-entry point from various flows, tie point Z.



		14. Return to Figure 1

		· Return to Port Type Determination flow Figure 1, Step 11.








Subscription Version Create Flow



Figure 7



		Flow Step

		Description



		1. [bookmark: _Ref35659795]NNSP and ONSP Notify NPAC with Create message



			Due date of the createSV Create message is the due date on the FOC, where wireline due date equals date and time normalized to 00:00:00, and wireless due date equals date and time.  For porting between wireless and wireline, the wireline due date format applies.  Any change of due date toin the NPAC is usually themust be a result of a change in the FOC due date.  Exceptions may be made upon agreement between the porting parties (NNSP and ONSP).

	SPs enter SV data into the NPAC via the SOA interface for porting of End User in accordance with the NANC FRS and the NANC IIS.

	The NPAC/SMS expects to receive matching SV Create messages from the ONSP and the NNSP when facilitating porting of a telephone number.  However, to prevent the possibility of the ONSP unnecessarily delaying a port, two timers were developed and referred to as T1 and T2.  If the ONSP does not send a matching SV create message (indicating either concurrence or conflict) to the NPAC, once both the T1 and T2 timers expire the NNSP can proceed with porting the telephone number after both timers expire.  Some service providers choose not to send the concurring SV create, but rather allowon the timers to expireFOC due date (SV Due Date).  Exceptions may be made upon agreement between the porting parties (NNSP and ONSP) allowing earlier activation.



TheWhile some service providers choose not to send the concurring SV Create, but rather allow the timers to expire, the LNPA Working Group concludes that all service providers should send the matching SV createCreate messages to the NPAC/SMS.  This will facilitate expeditious porting of telephone numbers and is more efficient than merely allowing timers to expire.  The increased efficiency is especially beneficial in meeting the FCC mandated 1-day interval for Simple Ports.

[Note that the order in which the ONSP and NNSP createCreate messages arrive at the NPAC/SMS is immaterial.]



	With regard to the population of the Due Time on the New SPNNSP and Old SPONSP NPAC Create messages, current industry practices for both Mechanized SOA and Low Tech Interface (LTI) users will be maintained for Simple Ports.

The New SP shouldNNSP may not activate a port before midnight (00:00:00) local time of the FOC due date (SV Due Date) unless it has been verified with the Old SPONSP that the port could be activated early without impacting the customer's service., or an earlier due date has been agreed to between the porting parties (ONSP and NNSP).  Failing to verify first that the Old SPONSP has completed all necessary steps in the port-out process, e.g., established the 10-Digit Unconditional Trigger, resolved any order fallout in systems, etc., could result in the customer's service being negatively impacted, such as inability to receive all of their calls.



		2. Is Create message valid?

			NPAC validates data to ensure value formats and consistency as defined in the FRS.  This is not a comparison between NNSP and ONSP messages.

	If Yes, go to Step 4.  If this is the first valid create message, the T1 Timer (Initial Concurrence Window tunable parameter) is started.  SV Create Notifications are sent to both the ONSP and NNSP.

	If No, go to Step 3.



		3. [bookmark: _Ref35659778]NPAC notifies appropriate Service Provider that create message is invalid

			If the data is not valid, the NPAC sends error Notification to the SP for correction.

	The SP, upon Notification from the NPAC, corrects the data and resubmits to the NPAC.  Re-enter at Step 1.



		4. [bookmark: _Ref35659759]NPAC starts T1 timer

			Upon receipt of the first valid create message, the NPAC starts the T1 Timer (Initial Concurrence Window tunable parameter).  The value for the T1 Timer is configurable (one of three values) for SPs.  Wireline and Intermodal ports will use either long or medium timers.  The current value for the long timer (typically any wireline-involved Non-Simple porting) is nine (9) NPAC business hours.  The current value for the medium timer (typically any wireline-involved Simple porting) is three (3) NPAC business hours.  The current value for the short timer (typically wireless-to-wireless porting) is one (1) NPAC business hour.



		5. [bookmark: _Ref35659874]T1 expired?

			Short business hours (for wireline-involved Non-Simple porting) are defined as 7a-7p CT Monday through Friday, excluding NPAC-defined Holidays (Business Day start at 13:00/12:00 GMT, duration of 12 hours).

· Medium business hours (for wireline-involved Simple porting) are defined as 7a-12a Monday through Friday, excluding NPAC-defined Holidays in the predominant time zone for each NPAC region (Business Day start at NE/MA/SE [eastern time zone] 12:00/11:00 GMT, MW/SW/Canadian [central time zone] 13:00/12:00 GMT, WE [mountain time zone] 14:00/13:00 GMT, WC [west coast time zone] 15:00/14:00 GMT, duration of 17 hours).

· Long business hours (for wireless-to-wireless porting) are planned for 9a-9p in the predominant time zone for each NPAC region (Business Day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).

· Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.

	If Yes, go to Step 10.

	If No, go to Step 6.



		6. [bookmark: _Ref35659830]Received Second Create?

			If Yes, go to Step 7.

	If No, return to Step 5.



		7. [bookmark: _Ref35659855]Is Create message valid?

			If Yes, go to Step 8.

	If No, go to Step 9.



		8. [bookmark: _Ref35677310]Return to Figure 6

			The porting process continues.

	Return to Main Porting Flow Figure 6, Create Process, Step 6.



		9. [bookmark: _Ref35677322]NPAC notifies appropriate Service Provider that Create message is invalid

			The NPAC informs the SP of an invalid create.  If necessary, the notified Service Provider coordinates the correction.

· Return to Step 5.



		10. [bookmark: _Ref35659816]NPAC notifies NNSP and ONSP that T1 has expired, and then starts T2 Timer

			The NPAC informs the NNSP and ONSP of the expiration of the T1 Timer.

	Upon expiration, the NPAC starts the T2 Timer (Final Concurrence Window tunable parameter).



		11. [bookmark: _Ref35677423]T2 Expired?

			The NPAC provides a T2 Timer (Final Concurrence Window tunable parameter) that is defined as the number of hours after the expiration of the T1 Timer.

	The value for the T2 Timer is configurable (one of three values) for SPs.  Wireline and Intermodal ports will use either long or medium timers.  The current value for the long timer (typically any wireline-involved Non-Simple porting) is nine (9) NPAC business hours.  The current value for the medium timer (typically any wireline-involved Simple porting) is three (3) NPAC business hours.  The current value for the short timer (typically wireless-to-wireless porting) is one (1) NPAC business hour.

	Short business hours (for wireline-involved Non-Simple porting) are defined as 7a-7p CT Monday through Friday, excluding NPAC-defined Holidays (Business Day start at 13:00/12:00 GMT, duration of 12 hours).

	Medium business hours (for wireline-involved Simple porting) are defined as 7a-12a Monday through Friday, excluding NPAC-defined Holidays in the predominant time zone for each NPAC region (Business Day start at NE/MA/SE [eastern time zone] 12:00/11:00 GMT, MW/SW/Canadian [central time zone] 13:00/12:00 GMT, WE [mountain time zone] 14:00/13:00 GMT, WC [west coast time zone] 15:00/14:00 GMT, duration of 17 hours).

	Long business hours (for wireless-to-wireless porting) are planned for 9a-9p in the predominant time zone for each NPAC region (Business Day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).

	Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.

	If Yes, go to Step 15.

	If No, go to Step 12.



		12. [bookmark: _Ref35677385]Receives Second Create?

			If Yes, go to Step 13.

	If No, return to Step 11.



		13. [bookmark: _Ref35677407]Is Create message valid?

			If Yes, go to Step 19.

	If No, go to Step 14.



		14. [bookmark: _Ref35677498]NPAC notifies appropriate service provider that Create message is invalid

			The NPAC notifies the service provider that errors were encountered during the validation process.

	Return to Step 11.



		15. [bookmark: _Ref35677367]Did NNSP send Create?

			If Yes, go to Step 20.

	If No, go to Step 16.



		16. [bookmark: _Ref35677961]NPAC notifies NNSP and ONSP that T2 has expired

			The NPAC notifies both NNSP and ONSP of T2 expiration.



		17. [bookmark: _Ref35677981]Has cancel window for pending SVs expired?

			If Yes, go to Step 18.

	If No, return to Step 12.



		18. [bookmark: _Ref35678032]Notify Provider – NPAC notifies NNSP and ONSP that port is canceled 

			The SV is canceled by NPAC by tunable parameter (30 days).  Both SPs take appropriate action related to internal work orders.

	For the Notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type1 Notification, Figure 8.



		19. [bookmark: _Ref35677523]Return to Figure 6

			Return to Main Porting Flow Figure 6, Create Process, Step 6.



		20. [bookmark: _Ref35677923]NPAC notifies ONSP that porting proceeds under the control of the NNSP

			A Notification message is sent to the ONSP noting that the porting is proceeding in the absence of any message from the ONSP.








Reseller/Interconnected VoIP Provider/Type 1 Notification Flow



Figure 8



		Flow Step

		Description



		1. Is OLSP a Reseller or a Class 2 or 3 Interconnected VoIP Provider or is a Type 1 wireless number involved?

			If Yes, go to Step 2.

	If No, go to Step 4.



		2. [bookmark: _Ref29458297]Does OLSP need message?

			If Yes, go to Step 3.

	If No, go to Step 4.



		3. [bookmark: _Ref29458324]ONSP sends or provides information and/or message to OLSP

			NSP (Network Provider) sends or provides information and/or message to the OLSP (Reseller or Class 2/3 Interconnected VoIP Provider or wireline provider providing Type 1 arrangement) fulfilling all requirements of any service agreement between the involved service providers.



		4. [bookmark: _Ref29458308]Is NLSP a Reseller or Class 2 or 3 Interconnected VoIP Provider?

			If Yes, go to Step 5.

	If No, go to Step 7.



		5. [bookmark: _Ref29458366]Does NLSP need message?

			If Yes, go to Step 6.

	If No, go to Step 7.



		6. [bookmark: _Ref29458387]NNSP sends or provides information and/or message to NLSP

			NSP (Network Provider) sends or provides information and/or message to the NLSP (Reseller or Class 2 or 3 Interconnected VoIP Provider) fulfilling all requirements of any service agreement between the involved service providers.



		7. [bookmark: _Ref29458375]Return

			Return to previous flow.








Provisioning Without Unconditional 10-Digit Trigger



Flow A, Figure 9



		Flow Step

		Description



		NOTE:  Steps 1 and 2 are worked concurrently.



		1.	NNSP activates port (locally)

			This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Porting Flow, tie point A, Figure 6.

	The Wireline NNSP activates its own switch translations.

	As an optional step, the Wireless NNSP activates its own switch/HLR configuration including assignment of Mobile Station Identifier (MSID).



		NOTE:  Steps 2 and 3 may be worked concurrently.



		2. NNSP and ONSP make physical changes (where necessary)

			Wireline physical changes may or may not be coordinated.  Coordinated physical changes are based on inter-connection agreements between the involved service providers.

	Mobile Station (handset) changes are completed.

	The NNSP is now providing dial tone to ported End User.



		3. NNSP notifies NPAC to activate the port

			The NNSP sends an activate message to the NPAC via the SOA interface.

	No NPAC SV may activate before the SV due date/timeFOC due date/time.  Unless otherwise agreed to between both porting parties (ONSP and NNSP) the SV Due Date is the FOC due date agreed upon between the ONSP and NNSP.

	If not done in Step 1 above, the Wireless NNSP activates its own switch/HLR configuration including assignment of Mobile Station Identifier (MSID).



		NOTE:  Steps 4, 5, 6, and 7 may be concurrent, but at a minimum should be completed ASAP.



		4. NPAC downloads (real time) to all service providers

			The NPAC broadcasts new SV data to all SP LSMSs in the serving area in accordance with the NANC FRS and NANC IIS.  The Service Control Point (SCP) Applications and Global Title Translations (GTT) Function for Number Portability requirements are defined by T1S1.6.



		5. NPAC records date and time in history file

			The NPAC records the current date and time as the Activation Date and Time stamp, at the start of the broadcast.  The Activation Complete Timestamp is based on the first LSMS that successfully acknowledged receipt of new SV.



		6. ONSP removes translations in the switch/HLR

			The Wireline ONSP initiates the removal of translations either at designated Due Date and Time, or if the order was designated as coordinated, upon receipt of a call from the NNSP.

	The Wireless ONSP initiates the removal of the subscriber record from the switch/HLR after the activation of the port.

	It is necessary for the OLSP to terminate the End User’s service for the ported TN(s) after the port is completed.



		7. NPAC logs failures and non-responses and notifies the NNSP and ONSP

			The NPAC resends the activation to an LSMS that did not acknowledge receipt of the request, based on the retry tunable and retry interval.  The number of NPAC SMS attempts to send is a tunable parameter for which the current setting is one (1) attempt, in which case no retry attempts are performed.  Once this cycle is completed, NPAC personnel, when requested, investigate possible problems.  In addition, the NPAC sends a Notification via the SOA interface to both NNSP and ONSP with a list of LSMSs that failed activation.



		8. All service providers update routing databases (real time download)

			This is an internal process and is performed in accordance with the Service Control Point (SCP) Applications and GTT Function for Number Portability requirements as defined by ATIS T1S1.6 (within 15 minutes).



		9. NNSP may verify completion

			The NNSP may make test calls to verify that calls to ported numbers complete as expected.



		Z.  End

			Return to Main Porting Flow, tie point Z, Figure 6.






Provisioning With Unconditional 10-Digit Trigger



Flow AA, Figure 10



		Flow Step

		Description



		1. ONSP activates unconditional 10 digit trigger in the switch

			This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Porting Flow, tie point AA, Figure 6.

· For both Simple and Non-Simple Ports, the wireline ONSP must deploy the 10-digit trigger in the donor switch, if technically feasible, or monitor the NPAC for activation in order to trigger the disconnect, or carriers perform a database query for every call origination.

	A 10-digit trigger is applied by the ONSP no later than 11:59pm the day prior to the due date.

	The unconditional 10-digit trigger may optionally be applied by the NNSP.



		NOTE:  Steps 2 and 3 may be worked concurrently.



		2. NNSP activates switch translations

			The NNSP activates its own switch translations.



		3. NNSP and ONSP make physical changes (where necessary)

			Any physical work or changes are made by either NNSP or ONSP, as necessary.

	Physical changes may or may not be coordinated.  Coordinated physical changes are based on inter-connection agreements between the involved service providers.

· The NNSP is now providing dial-tone to ported in user



		4. NNSP notifies NPAC to activate the port

			The NNSP sends an activate message via the SOA interface to the NPAC.

	No NPAC SV may activate before the SV due date/time.FOC due date/time.  Unless otherwise agreed to between both porting parties (ONSP and NNSP) the SV Due Date is the FOC due date agreed upon between the ONSP and NNSP.



		NOTE:  Steps 5, 6, and 7 may be concurrent, but at a minimum should be completed ASAP.



		5. NPAC downloads (real time) to all service providers

			The NPAC broadcasts new SV data to all SPs in the serving area in accordance with the NANC FRS and NANC IIS. The Service Control Point (SCP) Applications and GTT Function for Number Portability requirements are defined by T1S1.6.



		6. NPAC records date and time in history file

			The NPAC records the current date and time as the Activation Date and Time stamp, at the start of the broadcast.  The Activation Complete Timestamp is based on the first LSMS that successfully acknowledged receipt of new subscription version.



		7. NPAC logs failures and non-responses and notifies the NNSP and ONSP

			The NPAC resends the activation to a Local SMS that did not acknowledge receipt of the request, based on the retry tunable and retry interval.  The number of NPAC attempts to send is a tunable parameter for which the current setting is one (1) attempt, in which case no retry attempts are performed.  Once this cycle is completed NPAC personnel, when requested, investigate possible problems.  In addition, the NPAC sends a Notification via the SOA interface to both the NNSP and ONSP with a list of LSMSs that failed activation.



		8. All service providers update routing data (real time download)

			This is an internal process and is performed in accordance with the Service Control Point (SCP) Applications and GTT Function for Number Portability requirements as defined by ATIS T1S1.6 (within 15 minutes).



		9. ONSP removes appropriate translations

			After update of its databases the ONSP removes translations associated with the ported TN(s).  The removal of these translations (1.) will not be done until the old Service Provider has evidence that the port has occurred, or (2.) will not be scheduled earlier than 11:59 PM one day after the due date, or (3.) will be scheduled for 11:59 PM on the due date, but can be changed by an LSR supplement received no later than 9:00 PM local time on the due date.  This LSR supplement must be submitted in accordance with local practices governing LSR exchange, including such communications by telephone, fax, etc.

	It is necessary for the OLSP to terminate the End User’s service for the ported TN(s) after the port is completed.



		10. NNSP may verify completion

			The NNSP may make test calls to verify that calls to ported numbers complete as expected.



		Z.  End

			Return to Main Porting Flow, tie point Z, Figure 6.
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Conflict Flow For The Service Creation Provisioning Process



Flow B, Figure 11



		Flow Step

		Description



		1. Is conflict restricted?

			The conflict flow is entered through the Provisioning process flow (Main Porting Flow) through tie point (B), Figure 6, when the ONSP enters a concurrence flag of “No”, and designates a conflict cause code.

	Conflict is restricted (i.e., SV may not be placed into conflict by the ONSP) if one of the following:

	The ONSP previously placed the subscription into conflict, or

	The ONSP never sent a create message for this subscription, or

	The request was initiated too late:

	For wireline Simple Ports, the request was initiated after the tunable time (Simple Port Conflict Restriction Window, current value of 9:00pm in the predominate time zone of the NPAC region where the number is being ported) one Business Day before the Due Date and T2 Timer (Final Concurrence Window tunable parameter) has expired.

	For wireline Non-Simple Ports, the request was initiated after the tunable time (Conflict Restriction Window, current value of 12:00) one Business Day before the Due Date and T2 Timer (Final Concurrence Window tunable parameter) has expired.

	For wireless SPs using short timers for this SV, the request was initiated after the T2 Timer (Final Concurrence Window tunable parameter) has expired.

	If Yes, go to Step 2.

	If No, go to Step 3.



		2. [bookmark: _Ref29380522]NPAC rejects the conflict request

			NPAC notifies SP of rejection.

	The porting process resumes as normal, proceeding to the Provisioning process flow (Main Porting Flow) at tie point BB, Figure 6.



		3. [bookmark: _Ref25318962]Notify Provider – NPAC changes the subscription status to conflict and notifies NNSP and ONSP

			For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.

	Both SPs take appropriate action related to internal work orders.

	SVs may be modified while in the conflict state (e.g., due date), by either the NNSP or ONSP.



		4. NNSP contacts ONSP to resolve conflict.  If no agreement is reached, begin normal escalation

			The escalation process is defined in the inter-company agreements between the involved service providers.



		5. Was conflict resolved within conflict expiration window?

			From the time an SV is placed in conflict, there is a tunable window (Conflict Expiration Window, current value of 30-calendar day limit after the due date) after which it is removed from the NPAC database.  If it is resolved within the tunable window, go to Step 7; if not, the subscription request will “time out” and go to Step 6.



		6. [bookmark: _Ref34568203]Notify Provider – NPAC initiates cancellation and notifies NNSP and ONSP 

			For the Notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure8.

	Both SPs take appropriate action related to internal work orders.



		7. [bookmark: _Ref29381356]Was port request canceled to resolve conflict?

			Conflict resolution initiates one of two actions:  1) cancellation of the subscription, or 2) resumption of the service creation provisioning process.  If the conflict is resolved by cancellation of the subscription, then proceed to the Cancellation Flows for Provisioning Process through tie point C, Figure 12.  If the conflict is otherwise resolved, go to Step 8.



		8. [bookmark: _Ref34568268]Was resolution message from ONSP?

			If Yes, go to Step 9.

	If No, go to Step 10.



		9. [bookmark: _Ref32734224]Notify Provider – NPAC notifies the NNSP and ONSP of “conflict off” via SOA

			For the Notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.

	NPAC notifies both SPs of the change in SV status.  The porting process resumes as normal, proceeding to the Provisioning process flow (Main Porting Flow) at tie point BB, Figure 6.



		10. [bookmark: _Ref25319067]Did NNSP send resolution message during the restriction window?

			If conflict was resolved within tunable business hours (current values of six hours for wireline-involved Non-Simple Ports [Long Conflict Resolution New Service Provider Restriction], two hours for wireline-involved Simple Ports [Medium Conflict Resolution New Service Provider Restriction], and six hours for wireless [Short Conflict Resolution New Service Provider Restriction] ), only the ONSP may notify NPAC of “conflict off”.  If conflict was resolved after tunable hours, either the NNSP or ONSP may notify NPAC of “conflict off”.

	In order for the porting process to continue at least one SP must remove the SV from conflict.

	If Yes, go to Step 11.

	If No, go to Step 12.



		11. [bookmark: _Ref29381428]NPAC rejects the conflict resolution request from NNSP

			NPAC sends an error to the NNSP indicating conflict resolution is not valid at this point in time.

· Return to Step 5.



		12. Was the Conflict Cause Code 50 or 51?

			If Yes, go to Step 11.

	If No, go to Step 9.



		Z.  End

			Return to Main Porting Flow, tie point Z, Figure 6.









Cancellation Flows For Provisioning Process



Cancel Flow, Figure 12



Introduction



A service order and/or subscription may be cancelled through the following processes:



· The End User contacts the NLSP or OLSP and requests cancellation of their porting request.



· Conflict Flow For The Service Creation Provisioning Process – Flow B, Figure 11:  As a result of the Conflict Resolution process (at tie-point C) the NLSP and OLSP agree to cancel the SV and applicable service orders.



		Flow Step

		Description



		1. End User request to cancel

			The Cancellation Process may begin with an End User requesting cancellation of their pending port.  The Cancellation process flow applies only to that period of time between SV creation, and either activation or cancellation of the porting request.  If activation completed and the End User wishes to revert back to the former SP, it is accomplished via the Provisioning Process.



		2. Did End User contact NLSP?

			The End User contacts either the NLSP or OLSP to cancel the porting request.  Only the NLSP or OLSP can initiate this transaction, not another SP.

· The OLSP is not required to cancel the porting request and may choose to advise the End User to contact the NLSP to initiate the cancel  If the NLSP is contacted by the authorized End User to initiate the cancel, the NLSP must do so.

	The contacted SP gathers information necessary for sending the supplemental request to the other SP noting cancellation, and for sending the cancellation request to NPAC.

	If Yes, go to Step 3.

	If No, go to Step 7.



		3. [bookmark: _Ref29381688]Is NLSP a Reseller or Class 2 or 3 Interconnected VoIP Provider?

		· If Yes, go to Step 4.

· If No, go to Step 5.



		4. [bookmark: _Ref29382492]NLSP sends cancel request to NNSP

			The NLSP notifies the NNSP, via their inter-company interface, indicating that the porting request is to be canceled.



		5. [bookmark: _Ref29382550]NNSP sends SUPP to ONSP noting cancellation as soon as possible and prior to activation

			The NNSP fills out and sends the supplemental request form to the ONSP via their inter-company interface, indicating cancellation of the porting request.



		6. [bookmark: _Ref34577674]NNSP sends cancel request to the NPAC

			The NNSP notifies the NPAC, via the SOA interface, indicating the porting request is to be canceled.



		7. [bookmark: _Ref25319459]OLSP obtains End User authorization

			If the OLSP is moving ahead to cancel the port request, the OLSP obtains verifiable authority (e.g., Letter of Authorization – [LOA], third-party verification – [TPV], etc.) from the End User to act as the official agent on behalf of the End User.  The NLSP cannot require a physical copy of the End User authorization to be provided before processing the cancellation request.  The OLSP is responsible for demonstrating verifiable authority in the case of a dispute.  The verifiable authority obtained by the OLSP must have occurred and be dated on or after the date that the original authority was obtained from the End User by the NLSP that initiated the original porting request.



		8. Is OLSP a Reseller or Class 2 or 3 Interconnected VoIP Provider?

		· If Yes, go to Step 9.

· If No, go to Step 10.



		9. [bookmark: _Ref29382613]OLSP sends cancel request to ONSP

			The OLSP notifies the ONSP, via their inter-company interface, indicating that the porting request is to be canceled.



		10. [bookmark: _Ref29382623]ONSP sends cancel request to NPAC

		The OLSP, contacted directly by the End User or notified by the NNSP via their inter-company interface, sends a cancellation message to the ONSP, via their inter-company interface.

	The ONSP notifies the NPAC, via the SOA interface, indicating the porting request is to be canceled.

	The ONSP takes appropriate action related to internal work orders.



		11. ONSP notifies NNSP of cancellation

			A wireline ONSP sends the NNSP (wireline or wireless) a jeopardy notice as defined by the Ordering and Billing Forum (OBF) or an e-mail notification, indicating the End User’s request for cancellation using the process outlined in Best Practice #63 (See http://www.npac.com/lnpa-working-group/lnp-best-practices#0063.)

	A wireless ONSP’s notification to the NNSP (wireless or wireline) indicating the End User’s request for cancellation is via the NPAC notification to the NNSP’s SOA resulting from the cancel request in Step 10.  (Wireless carriers do not have the ability to send Jeopardy notifications.)  This cancellation message is accepted by the NPAC only if the ONSP had previously concurred with the port by sending an SV Create message to NPAC during the SV creation.  If the ONSP does not send a create message to the NPAC for this SV, it cannot subsequently send a cancellation message.  In either case, the wireless ONSP must follow up with a telephone call and/or e-mail notification to the NNSP notifying them of the End User’s request for cancellation.



		12. Did the provider requesting cancel send a Create message to NPAC?

			This is the entry point from the Inter-Service Provider LNP Operations Flows – Conflict Flow For The Service Creation Provisioning Process, tie point C, Figure 11.

	This cancellation message is accepted by the NPAC only if the ONSP had previously created during the SV creation.  If the ONSP does not send a create message to the NPAC for this SV, it cannot subsequently send a cancellation message.

· If Yes, go to Step 14.

· If No, go to Step 13.



		13. [bookmark: _Ref34580462]NPAC rejects the cancel request

		· NPAC sends an error via the SOA interface indicating that a cancel request cannot be sent for an SV that did not have a matching create from that SP.



		14. [bookmark: _Ref34580445]Did both NNSP and ONSP send Create message to NPAC?

			The NPAC tests for receipt of cancellation messages from the two SPs based on which SP had previously sent a message into the NPAC.  Since the ONSP create is optional for SV creation, if the ONSP did not send a message during the creation process, the ONSP input during cancellation is not accepted by the NPAC.  Similarly, if during the SV creation process only the ONSP sent a message, and not the NNSP, only the ONSP input is accepted when canceling an order.

	If Yes, go to Step 16.

	If No, go to Step 15.



		15. [bookmark: _Ref34580477]Notify Provider – NPAC updates subscription to cancel, logs status change, and notifies NNSP and ONSP

			For the Notification process, refer to Inter-Service Provider LNP Operations Flows –Reseller/Class 2 or 3 Interconnected VoIP Provider/Type 1 Notification, Figure 8.

	For a “non-concurred” SV, when the first cancellation message is received, the NPAC sets the SV status directly to cancel, and proceeds to tie point Z.  Both NNSP and ONSP are notified of this change in status via the SOA interface.



		16. [bookmark: _Ref34580489]Notify Provider – NPAC updates subscription to cancel-pending, logs status change, and notifies NNSP and ONSP

			For the Notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Class 2 or 3 Interconnected VoIP Provider/Type 1 Notification, Figure 8.

	For a “concurred” SV, when the first cancellation message is received, the NPAC sets the SV status to cancel-pending.  Both NNSP and ONSP are notified of this change in status via the SOA interface.



		17. [bookmark: _Ref25319897]Did NNSP send cancel to NPAC?

			If Yes, go to Step 18.

	If No, go to Step 22.



		18. [bookmark: _Ref34579176]Did NPAC receive cancel ACK from ONSP within first cancel window timer?

		· The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both SPs.  This is referred to as the Cancellation-Initial Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.

	Short business hours are defined as 7a-7p CT (Business Day start at 13:00/12:00 GMT, duration of 12 hours).

	Medium business hours (for wireline-involved Simple porting) are defined as 7a-12a Monday through Friday, excluding NPAC-defined Holidays in the predominant time zone for each NPAC region (Business Day start at NE/MA/SE [eastern time zone] 12:00/11:00 GMT, MW/SW/Canadian [central time zone] 13:00/12:00 GMT, WE [mountain time zone] 14:00/13:00 GMT, WC [west coast time zone] 15:00/14:00 GMT, duration of 17 hours).

	Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (Business Day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).

	Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.

· If Yes, go to Step 21.

· If No, go to Step 19.



		19. [bookmark: _Ref25319866]NPAC notifies ONSP that cancel ACK is missing

			The Cancellation-Initial Concurrence Window starts with receipt of the first cancellation message at NPAC.  When this timer expires, the NPAC requests the missing information from ONSP via the SOA interface.  Only “concurred” subscriptions reach this point in the process flow.



		20. [bookmark: _Ref25377375]NPAC waits for either cancel ACK from ONSP or expiration of second cancel window timer

			The NPAC applies an additional nine (9) business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both Service Providers.  This is referred to as the Cancellation-Final Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.

	Short business hours are defined as 7a-7p CST (Business Day start at 13:00 GMT, duration of 12 hours).

	Medium business hours (for wireline-involved Simple porting) are defined as 7a-12a Monday through Friday, excluding NPAC-defined Holidays in the predominant time zone for each NPAC region (Business Day start at NE/MA/SE [eastern time zone] 12:00/11:00 GMT, MW/SW/Canadian [central time zone] 13:00/12:00 GMT, WE [mountain time zone] 14:00/13:00 GMT, WC [west coast time zone] 15:00/14:00 GMT, duration of 17 hours).

	Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (Business Day start – NE/MA/SE 8a-8p CST, MW/SW 9a-9p CST, WE 10a-10p CST, WC 11a-11p CST, duration of 12 hours).

	Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays. Holidays and business hours are defined for each NPAC Region.

	Either upon receipt of the concurring ACK notification or the expiration of the second cancel window timer, go to Step 21.



		21. [bookmark: _Ref34579381]Notify Provider – NPAC updates subscription to cancel, logs cancel and notifies NNSP and ONSP

			For the notification process, refer to Inter-Service Provider LNP Operations Flows –Reseller/Class 2 or 3 Interconnected VoIP Provider/Type 1 Notification, Figure 8.

	The porting request is canceled by changing the subscription status to canceled.  Both Service Providers are notified of the cancellation via the SOA interface.



		22. [bookmark: _Ref34579208]Did NPAC receive cancel ACK from NNSP within first cancel window timer?

		· The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both SPs.  This is referred to as the Cancellation-Initial Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.

	Short business hours are defined as 7a-7p CT (Business Day start at 13:00/12:00 GMT, duration of 12 hours).

	Medium business hours (for wireline-involved Simple porting) are defined as 7a-12a Monday through Friday, excluding NPAC-defined Holidays in the predominant time zone for each NPAC region (Business Day start at NE/MA/SE [eastern time zone] 12:00/11:00 GMT, MW/SW/Canadian [central time zone] 13:00/12:00 GMT, WE [mountain time zone] 14:00/13:00 GMT, WC [west coast time zone] 15:00/14:00 GMT, duration of 17 hours).

	Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (Business Day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).

	Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.

· If Yes, go to Step 21.

· If No, go to Step 23.



		23. [bookmark: _Ref34579913]NPAC notifies NNSP that cancel ACK is missing

			The Cancellation-Initial Concurrence Window starts with receipt of the first cancellation message at NPAC.  When this timer expires, the NPAC requests the missing information from NNSP via the SOA interface.  Only “concurred” subscriptions reach this point in the process flow.



		24. [bookmark: _Ref25377476]Did NPAC receive cancel ACK from NNSP within second cancel window timer?

		· The NPAC applies an additional nine (9)-business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both SPs.  This is referred to as the Cancellation-Final Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.

	Short business hours are defined as 7a-7p CT (Business Day start at 13:00/12:00 GMT, duration of 12 hours).

	Medium business hours (for wireline-involved Simple porting) are defined as 7a-12a Monday through Friday, excluding NPAC-defined Holidays in the predominant time zone for each NPAC region (Business Day start at NE/MA/SE [eastern time zone] 12:00/11:00 GMT, MW/SW/Canadian [central time zone] 13:00/12:00 GMT, WE [mountain time zone] 14:00/13:00 GMT, WC [west coast time zone] 15:00/14:00 GMT, duration of 17 hours).

	Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (Business Day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).

	Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.

· If Yes, go to Step 21.

· If No notification is received prior to second cancel window timer expiration, proceed to tie-point CC, “Cancellation Ack Missing from New Provider Provisioning Process”, Figure 13.



		Z.	End

			Return to Main Porting Flow, tie point Z, Figure 6.











Cancellation Ack Missing from New Provider Provisioning Process



Figure 13



		Flow Step

		Description



		Note that the Cancellation Conflict process flow is reached only for “concurred” subscriptions.



		1. [bookmark: _Ref25321181]Notify Provider – NPAC updates subscription to conflict, logs conflict, and notifies NNSP and ONSP

			This is the entry point from the Inter-Service Provider LNP Operations Flows – Cancellation Flow For Provisioning Process, tie point CC, Figure 12.

	If the NNSP does not provide a cancellation notification message to NPAC, in spite of a Cancellation LSR from the ONSP and a reminder message from NPAC, the subscription is placed in a conflict state.  NPAC also writes the proper conflict cause code to the subscription record, and notifies both SPs, with proper conflict cause code, of the change in status via the SOA interface.

	For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.

	Both SPs take appropriate action related to internal work orders.



		2. [bookmark: _Ref34580196]Did NPAC receive cancel message from NNSP?

			Only “missing cancellation ACK from New SP” subscriptions reach this point in the process flow.  The subscription will transition to pending or cancel.

	With the subscription in conflict, it is only the NNSP who controls the transaction.  The NNSP makes a concerted effort to contact the ONSP prior to proceeding.

	If Yes, go to Step 3.

	If No, go to Step 5.



		3. [bookmark: _Ref25321307]NNSP notifies NPAC to cancel subscription

			The NNSP may decide to cancel the subscription.  If so, they notify NPAC of this decision via the SOA interface.



		4. Notify Provider – NPAC updates subscription to cancel, logs cancel, and notifies NNSP and ONSP

			Following notification by the NNSP to cancel the subscription, NPAC logs this information, and changes the subscription status to canceled.  Both SPs are notified of the change in the subscription status via the SOA interface.

	For the Notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.

	Both SPs take appropriate action related to internal work orders.

· Return to Main Porting Flow, tie point Z, Figure 6.



		5. [bookmark: _Ref38189888]Has conflict expiration window expired?

			At this point in the process flow, the subscription status is conflict, and is awaiting conflict resolution or the expiration of the tunable window (Conflict Expiration Window, current value of 30 days).

	If Yes, go to Step 6.

	If No, go to Step 7.



		6. [bookmark: _Ref25321337]Notify Provider – NPAC updates subscription to cancel, logs cancel, and notifies NNSP and ONSP

			After no response from the NNSP for 30 calendar days regarding this particular subscription, NPAC changes the status to canceled and notifies both SPs of the change in status via the SOA interface.

	For the notification process, refer to Inter-Service Provider LNP Operations Flows – – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.

	Both SPs take appropriate action related to internal work orders.

· Return to Main Porting Flow, tie point Z, Figure 6.



		7. [bookmark: _Ref25321321]Did NPAC receive resolve conflict message from NNSP

			The NNSP may choose to proceed with the porting process, in spite of a cancellation message from the ONSP.  As both SPs are presumably basing their actions on the End User’s request, and each is apparently getting a different request from that End User, each should ensure the accuracy of the request.

	If the NNSP decides to proceed with the porting, they send a resolved conflict message via the SOA interface.

	It is the responsibility of the NNSP to contact the ONSP, to request that related work orders which support the porting process are performed.  The ONSP must support the porting process.

	If Yes, go to Step 8.

	If No, return to Step 2.



		8. [bookmark: _Ref34580214]Has NNSP conflict resolution restriction expired?

			At this point in the process flow, the subscription status is conflict, and is awaiting conflict resolution or the expiration of the tunable window (current values of six hours for wireline-involved Non-Simple Ports [Long Conflict Resolution New Service Provider Restriction], two hours for wireline-involved Simple Ports [Medium Conflict Resolution New Service Provider Restriction], and six hours for wireless [Short Conflict Resolution New Service Provider Restriction]).

	The conflict resolution restriction window is only applicable the first time a subscription is placed into conflict, whether the conflict is invoked by the NPAC due to this process, or placed into conflict by the ONSP.

	If Yes, go to Step 9.

	If No, go to Step 10.



		9. [bookmark: _Ref34580112]Notify Provider – NPAC notifies NNSP and ONSP of ‘conflict off’ via SOA

			For the Notification process, refer to Inter-Service Provider LNP Operations Flows – – Reseller/Interconnected VoIP Provider/Type 1 Notification , Figure 8.

	NPAC notifies both SPs of the change in subscription status.  The porting process resumes as normal, at tie-point BB, Figure 6.



		10. [bookmark: _Ref34580128]NPAC rejects the resolve conflict request from NNSP

			The NNSP has sent the resolve conflict message before the expiration of the conflict resolution restriction window.  NPAC returns an error message back via the SOA interface.

· Return to Step 2.











Disconnect Process for Ported Telephone Numbers



Figure 14



		Flow Step

		Description



		1. End User initiates disconnect

			The End User provides disconnect date and negotiates intercept treatment with current SP.



		2. Is NLSP a Reseller or Class 2 or 3 Interconnected VoIP Provider?

			If Yes, go to Step 3.

	If No, go to Step 4.



		3. [bookmark: _Ref32746603]NLSP sends disconnect request to NNSP

			Current Local SP sends disconnect request to current Network SP, per inter-company processes.



		4. [bookmark: _Ref32746625]NNSP initiates disconnect

			NNSP initiates disconnect of service based on request from NLSP or End User.

	NNSP initiates disconnect of service based on regulatory authority(s).



		5. NNSP arranges intercept treatment when applicable

			NNSP arranges intercept treatment as negotiated with the End User, or, when the disconnect is SP initiated, per internal processes.



		6. NNSP creates and processes service order

			NNSP follows existing internal process flows to ensure the disconnect within its own systems.



		7. NNSP notifies NPAC of disconnect date1 and indicates effective release date2

			NNSP notifies NPAC of disconnect date via the SOA interface and indicates effective release date, which defines when the broadcast occurs.

	If no effective release date is given, the broadcast from the NPAC is immediate.



		8. [bookmark: _Ref32746681]Has effective release date been reached?

			If Yes, go to Step 9.

	If No, repeat Step 8.



		9. [bookmark: _Ref32746663]NPAC broadcasts subscription deletion to all applicable providers

			On effective release date, the NPAC broadcasts SV deletion to all applicable SPs via the LSMS interface.



		10. Notify Provider – NPAC notifies code/block holder of disconnected TN(s), disconnect and release dates

			On effective release date, the NPAC notifies code/block holder of the disconnected TN(s), effective release and disconnect dates via the SOA interface. Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.



		11. NPAC deletes TN(s) from active database

			On effective release date, the NPAC removes telephone number from NPAC database.



		12. End

		







1  Disconnect Date:  Date the telephone number or numbers are no longer associated between an End User and the current Service Provider.

2  Effective Release Date:  Date the telephone number reverts back to NPA/NXX holder/owner.
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Audit Process



Figure15



		Flow Step

		Description



		1. Service Provider requests an audit from NPAC

			An SP may request an audit to assist in resolution of a repair problem reported by an End User.  Prior to the audit request, the SP completes internal analysis as defined by company procedures and, if another SP is involved, attempts to jointly resolve the trouble in accordance with inter-company agreements between the involved service providers.  Failing to resolve the trouble following these activities, the SP requests an audit.



		2. NPAC issues queries to appropriate LSMSs

			The NPAC issues queries to the LSMSs involved in the customer port.



		3. NPAC compares own subscription version to LSMS subscription version

			Upon receipt of the LSMS subscription version, the comparison of the NPAC and LSMS subscription versions is made to determine if there are discrepancies between the two databases.

	If an LSMS does not respond, it is excluded from the audit.



		4. [bookmark: _Ref25321851]NPAC downloads updates to LSMSs with subscription version differences

			If inaccurate routing data is found, the NPAC broadcasts the correct subscription version data to any involved SPs networks to correct inaccuracies.



		5. Are all audits completed?

			If Yes, go to Step 6.

	If No, return to Step 4.



		6. [bookmark: _Ref25321861]Notify Provider – NPAC reports audit completion and discrepancies to requestor

			The NPAC reports to the requesting SP following completion of the audit to allow the SP to close the trouble ticket.

	 Upon request, the NPAC provides ad hoc reports to SPs that wish to determine which SPs are launching audit queries to their LSMS.  Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.



		7. End
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Code Opening Process



Figure 16



		Flow Step

		Description



		1.	NPA-NXX holder notifies NPAC of NPA-NXX Code(s) being opened for porting

			The SP responsible for the NPA-NXX being opened must notify the NPAC via the SOA or LSMS interface within a regionally agreed upon time frame.

	In the case of numbers that use a Type 1 wireless interconnection, the corresponding NPA-NXX needs to be opened by the Old Wireline SP.



		2.	NPAC updates its NPA-NXX database

			The NPAC updates its databases to indicate that the NPA-NXX has been opened for porting.



		3.	NPAC sends notice of code opening to all Service Providers

			The NPAC provides advance notice via the object creation message of the scheduled opening of NPA-NXX code(s) via the SOA and LSMS interface. Currently the NPAC vendor is also posting the NPA-NXX openings to the secure website.



		4.	End

		











First TN Ported in NPA-NXX



Figure 17



		Flow Step

		Description



		1. NPAC successfully processes create request for TN subscription version

			SP notifies the NPAC of SV creation for a TN in an NPA-NXX.



		2. NPAC successfully processes create request for NPA-NXX-X

			NPAC successfully processes an NPA-NXX-X for a Number Pool Block.



		3. First Subscription Version activity in NPA-NXX?

			If Yes, go to Step 4.

	If No, go to Step 5.



		4. [bookmark: _Ref29454757]Notify Provider – NPAC sends notification of first TN ported to all providers via SOA and LSMS

			When the NPAC receives the first SV create request in an NPA-NXX, it will broadcast a “heads-up” notification to all SPs via the SOA and LSMS interfaces.  Upon receipt of the NPAC message, all SPs, within five (5) Business Days, will complete the opening for the NPA-NXX code for porting in all switches.

· Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.



		5. [bookmark: _Ref29454792]End

		











Cancel-Undo Process



Figure 18



		Flow Step

		Description



		1. Provider requests a cancel-undo

			The Cancel-Pending Undo Process may begin with a Service Provider requesting the reversal (undo) of an in-progress cancel for their cancel-pending port.



		2. Is the subscription in cancel-pending status?

			If Yes, go to Step 4.

	If No, go to Step 3.



		3. [bookmark: _Ref148773559]NPAC rejects the cancel-undo request

			NPAC sends an error to the requesting SP indicating the current SV status is not valid for a cancel-undo request.

· Go to Step 6.



		4. [bookmark: _Ref148773543]Did the provider requesting a cancel-undo issue a cancel for this subscription?

			If Yes, go to Step 5.

	If No, repeat Step 3.



		5. [bookmark: _Ref148773621]Notify Provider – NPAC updates subscription to status prior to cancel and notifies NNSP and ONSP

			Upon cancel-undo, NPAC logs this information, and changes the subscription status to the status prior to the cancel (either pending or conflict).  Both SPs are notified of the change in the subscription status via the SOA interface.

	For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.

	Both SPs take appropriate action related to internal work orders.



		6. End

		











		Tunable Name

		Current Tunable Value



		T1, Short Initial Concurrence Window

		1 hour



		T1, Medium Initial Concurrence Window

		3 hours



		T1, Long Initial Concurrence Window

		9 hours



		T2, Short Final Concurrence Window

		1 hour



		T2, Medium Final Concurrence Window

		3 hours



		T2, Long Final Concurrence Window

		9 hours



		Conflict Restriction Window

		12:00pm (Noon)



		Simple Port Conflict Restriction Window

		21:00



		Conflict Expiration Window

		30 days



		Long Conflict Resolution New Service Provider Restriction

		6 hours



		Medium Conflict Resolution New Service Provider Restriction

		2 hours



		Short Conflict Resolution New Service Provider Restriction

		6 hours



		Long Cancellation-Initial Concurrence Window

		9 hours



		Medium Cancellation-Initial Concurrence Window

		9 hours



		Short Cancellation-Initial Concurrence Window

		9 hours



		Long Cancellation-Final Concurrence Window

		9 hours



		Medium Cancellation-Final Concurrence Window

		9 hours



		Short Cancellation-Final Concurrence Window

		9 hours



		Short Business Day Start

		07:00 CT



		Short Business Day Duration

		12 hours



		Medium Business Day Start

		07:00 predominate TZ



		Medium Business Day Duration

		17 hours



		Long Business Day Start

		09:00 predominate TZ



		Long Business Day Duration

		12 hours
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One Business Day: FCC09-41



LSR Submit/FOC Receipt and Prospective Due Date/time Chart


for Normal Business Week (no Holidays)



Note: This chart does not reflect what happens when an Old Service Provider Company-Defined Holiday falls on Monday thru Fri. Anytime that happens, the activity that would have fallen on the holiday will happen the following Business Day.


			Accurate/Complete LSR received 


			FOC Due back by date/time



(See Footnote 1)


			Ready-through-Port



Day/time 



(see Footnote 2)





			Mon 8:00am through 8:59am 


			Mon 12:00pm (noon) through 12:59pm


			Tues 00:00:00





			Mon 9:00am through 9:59am


			Mon 1:00pm through 1:59pm


			Tues 00:00:00





			Mon 10:00am through 10:59am


			Mon 2:00pm through 2:59pm


			Tues 00:00:00





			Mon 11:00am through 11:59am


			Mon 3:00pm through 3:59pm


			Tues 00:00:00





			Mon 12:00pm (noon) through 12:59pm


			Mon 4:00pm through 4:59pm


			Tues 00:00:00





			Mon 1:00pm


			Mon 5:00pm


			Tues 00:00:00





			Mon 1:01pm through Tues 7:59am


			Tues 12:00pm (noon)


			Weds 00:00:00





			Tues 8:00am through 8:59am 


			Tues 12:00pm (noon) through 12:59pm


			Weds 00:00:00





			Tues 9:00am through 9:59am


			Tues 1:00pm through 1:59pm


			Weds 00:00:00





			Tues 10:00am through 10:59am


			Tues 2:00pm through 2:59pm


			Weds 00:00:00





			Tues 11:00am through 11:59am


			Tues 3:00pm through 3:59pm


			Weds 00:00:00





			Tues 12:00pm (noon) through 12:59pm


			Tues 4:00pm through 4:59pm


			Weds 00:00:00





			Tues 1:00pm


			Tues 5:00pm


			Weds 00:00:00





			Tues 1:01pm through Weds 7:59am


			Weds 12:00pm (noon)


			Thurs 00:00:00





			Weds 8:00am through 8:59am 


			Weds  12:00pm (noon) through 12:59pm


			Thurs 00:00:00





			Weds 9:00am through 9:59am


			Weds 1:00pm through 1:59pm


			Thurs 00:00:00





			Weds 10:00am through 10:59am


			Weds 2:00pm through 2:59pm


			Thurs 00:00:00





			Weds 11:00am through 11:59am


			Weds 3:00pm through 3:59pm


			Thurs 00:00:00





			Weds 12:00pm (noon) through 12:59pm


			Weds 4:00pm through 4:59pm


			Thurs 00:00:00





			Weds 1:00pm


			Weds 5:00pm


			Thurs 00:00:00





			Weds 1:01pm through Thurs 7:59am


			Thurs 12:00pm (noon)


			Fri 00:00:00





			Thurs 8:00am through 8:59am


			Thurs 12:00pm (noon) through 12:59pm


			Fri 00:00:00





			Thurs 9:00am through 9:59am


			Thurs 1:00pm through 1:59pm


			Fri 00:00:00





			Thurs 10:00am through 10:59am


			Thurs 2:00pm through 2:59pm


			Fri 00:00:00





			Thurs 11:00am through 11:59am


			Thurs 3:00pm through 3:59pm


			Fri 00:00:00





			Thurs 12:00pm (noon) through 12:59pm


			Thurs 4:00pm through 4:59pm


			Fri 00:00:00





			Thurs 1:00pm


			Thurs 5:00pm


			Fri 00:00:00





			Thurs 1:01pm through Fri 7:59am


			Fri 12:00pm (noon)


			Mon  00:00:00





			Fri 8:00am through 8:59am


			Fri  12:00pm (noon) through 12:59pm


			Mon  00:00:00





			Fri 9:00am through 9:59am


			Fri 1:00pm through 1:59pm


			Mon  00:00:00





			Fri 10:00am through 10:59am


			Fri 2:00pm through 2:59pm


			Mon  00:00:00





			Fri 11:00am through 11:59am


			Fri 3:00pm through 3:59pm


			Mon  00:00:00





			Fri 12:00pm (noon) through 12:59pm


			Fri 4:00pm through 4:59pm


			Mon  00:00:00





			Fri 1:00pm


			Fri 5:00pm


			Mon  00:00:00





			Fri 1:01pm through  Mon 7:59am


			Mon 12:00pm (noon)


			Tues 00:00:00





			  (go back to top of chart)


			


			








[Business Week Chart Footnote 1] The FOC interval is 4 business hours. However, for LSR’s arriving after the 1pm cutoff time, the LSR will be considered received at 8am the next Business Day. The Old Service Provider must respond to an LSR within 4 business hours, as indicated on the Business Week Chart, with either a FOC (complete and accurate LSR received) or a reject (incomplete and/or inaccurate LSR received).  



[Business Week Chart Footnote 2] The port will be ready to activate on the Business Day and time indicated in this column. No provider is required to allow activation on a non-Business Day (Saturday, Sunday or Old Service Provider Company-Defined Holiday). However, a non-Business Day activation may be performed as long as both Service Providers agree and any Service Provider activating a port on a non-Business Day understands the porting out Service Provider may not have, and is not required to have, operational support available on days not defined as Business Days.  In agreeing to non-Business Day activations, the Old (porting out) Service Provider may require that the LSR/FOC and the New (porting in) Service Provider NPAC Create message be due-dated for the appropriate normal Business Day seen in Ready-to-Port column, in order to ensure that the end user's service is maintained.  



[Business Week Chart Footnote 3] The following definition of Mandatory Business Days and Minimum Business Hours relate to the LSR/FOC exchange process and do not establish any mandatory staffing hours of a carrier.  Minimum Business Hours are 8am to 5pm, Monday through Friday, excluding the Old Service Provider’s Company-Defined holidays, in the Predominant Time Zone of the NPAC Region for the end user’s telephone number.
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One Business Day: FCC09-41



LSR Submit/FOC Receipt and Prospective Due Date/time Chart


for Normal Business Week (no Holidays)



Note: This chart does not reflect what happens when an Old Service Provider Company-Defined Holiday falls on Monday thru Fri. Anytime that happens, the activity that would have fallen on the holiday will happen the following Business Day.


			Accurate/Complete LSR received 


			FOC Due back by date/time



(See Footnote 1)


			Ready-through-Port



Day/time 



(see Footnote 2)





			Mon 8:00am through 8:59am 


			Mon 12:00pm (noon) through 12:59pm


			Tues 00:00:00





			Mon 9:00am through 9:59am


			Mon 1:00pm through 1:59pm


			Tues 00:00:00





			Mon 10:00am through 10:59am


			Mon 2:00pm through 2:59pm


			Tues 00:00:00





			Mon 11:00am through 11:59am


			Mon 3:00pm through 3:59pm


			Tues 00:00:00





			Mon 12:00pm (noon) through 12:59pm


			Mon 4:00pm through 4:59pm


			Tues 00:00:00





			Mon 1:00pm


			Mon 5:00pm


			Tues 00:00:00





			Mon 1:01pm through Tues 7:59am


			Tues 12:00pm (noon)


			Weds 00:00:00





			Tues 8:00am through 8:59am 


			Tues 12:00pm (noon) through 12:59pm


			Weds 00:00:00





			Tues 9:00am through 9:59am


			Tues 1:00pm through 1:59pm


			Weds 00:00:00





			Tues 10:00am through 10:59am


			Tues 2:00pm through 2:59pm


			Weds 00:00:00





			Tues 11:00am through 11:59am


			Tues 3:00pm through 3:59pm


			Weds 00:00:00





			Tues 12:00pm (noon) through 12:59pm


			Tues 4:00pm through 4:59pm


			Weds 00:00:00





			Tues 1:00pm


			Tues 5:00pm


			Weds 00:00:00





			Tues 1:01pm through Weds 7:59am


			Weds 12:00pm (noon)


			Thurs 00:00:00





			Weds 8:00am through 8:59am 


			Weds  12:00pm (noon) through 12:59pm


			Thurs 00:00:00





			Weds 9:00am through 9:59am


			Weds 1:00pm through 1:59pm


			Thurs 00:00:00





			Weds 10:00am through 10:59am


			Weds 2:00pm through 2:59pm


			Thurs 00:00:00





			Weds 11:00am through 11:59am


			Weds 3:00pm through 3:59pm


			Thurs 00:00:00





			Weds 12:00pm (noon) through 12:59pm


			Weds 4:00pm through 4:59pm


			Thurs 00:00:00





			Weds 1:00pm


			Weds 5:00pm


			Thurs 00:00:00





			Weds 1:01pm through Thurs 7:59am


			Thurs 12:00pm (noon)


			Fri 00:00:00





			Thurs 8:00am through 8:59am


			Thurs 12:00pm (noon) through 12:59pm


			Fri 00:00:00





			Thurs 9:00am through 9:59am


			Thurs 1:00pm through 1:59pm


			Fri 00:00:00





			Thurs 10:00am through 10:59am


			Thurs 2:00pm through 2:59pm


			Fri 00:00:00





			Thurs 11:00am through 11:59am


			Thurs 3:00pm through 3:59pm


			Fri 00:00:00





			Thurs 12:00pm (noon) through 12:59pm


			Thurs 4:00pm through 4:59pm


			Fri 00:00:00





			Thurs 1:00pm


			Thurs 5:00pm


			Fri 00:00:00





			Thurs 1:01pm through Fri 7:59am


			Fri 12:00pm (noon)


			Mon  00:00:00





			Fri 8:00am through 8:59am


			Fri  12:00pm (noon) through 12:59pm


			Mon  00:00:00





			Fri 9:00am through 9:59am


			Fri 1:00pm through 1:59pm


			Mon  00:00:00





			Fri 10:00am through 10:59am


			Fri 2:00pm through 2:59pm


			Mon  00:00:00





			Fri 11:00am through 11:59am


			Fri 3:00pm through 3:59pm


			Mon  00:00:00





			Fri 12:00pm (noon) through 12:59pm


			Fri 4:00pm through 4:59pm


			Mon  00:00:00





			Fri 1:00pm


			Fri 5:00pm


			Mon  00:00:00





			Fri 1:01pm through  Mon 7:59am


			Mon 12:00pm (noon)


			Tues 00:00:00





			  (go back to top of chart)


			


			








[Business Week Chart Footnote 1] The FOC interval is 4 business hours. However, for LSR’s arriving after the 1pm cutoff time, the LSR will be considered received at 8am the next Business Day. The Old Service Provider must respond to an LSR within 4 business hours, as indicated on the Business Week Chart, with either a FOC (complete and accurate LSR received) or a reject (incomplete and/or inaccurate LSR received).  



[Business Week Chart Footnote 2] The port will be ready to activate on the Business Day and time indicated in this column. No provider is required to allow activation on a non-Business Day (Saturday, Sunday or Old Service Provider Company-Defined Holiday). However, a non-Business Day activation may be performed as long as both Service Providers agree and any Service Provider activating a port on a non-Business Day understands the porting out Service Provider may not have, and is not required to have, operational support available on days not defined as Business Days.  In agreeing to non-Business Day activations, the Old (porting out) Service Provider may require that the LSR/FOC and the New (porting in) Service Provider NPAC Create message be due-dated for the appropriate normal Business Day seen in Ready-to-Port column, in order to ensure that the end user's service is maintained.  



[Business Week Chart Footnote 3] The following definition of Mandatory Business Days and Minimum Business Hours relate to the LSR/FOC exchange process and do not establish any mandatory staffing hours of a carrier.  Minimum Business Hours are 8am to 5pm, Monday through Friday, excluding the Old Service Provider’s Company-Defined holidays, in the Predominant Time Zone of the NPAC Region for the end user’s telephone number.
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North American Numbering Council (NANC)
Inter-Service Provider LNP Operations Flows

NOTE: For a more detailed description of each process step within these flows, please refer to the accompanying Inter-Service Provider LNP
Operations Flows Narratives.

NOTE: Pursuant to FCC Order 07-188, released on November 8, 2007, and FCC Order 09-41, released on May 13, 2009, Local Number
Portability (LNP) obligations are extended to interconnected Voice over Internet Protocol (VolP) providers. The North American Numbering
Council (NANC) identifies three classes of interconnected VVolP providers, defined as follows:

e Class 1: A standalone interconnected VVoIP provider that obtains numbering resources directly from the North American Numbering Plan
Administrator (NANPA) and the Pooling Administrator (PA) and connects directly to the PSTN (i.e., not through a PSTN Service Provider
partner’s end office switch). Class 1 standalone interconnected VolP providers must follow the appropriate Wireline-Wireline/Intermodal
Flows (Simple or Non-Simple, whichever is applicable) for the LNP provisioning process, serving as the New Network Service Provider
(NNSP) or Old Network Service Provider (ONSP), whichever is applicable.

e Class 2: An interconnected VolP provider that partners with a facilities-based Public Switched Telephone Network (PSTN) Service
Provider to obtain numbering resources and connectivity to the PSTN via the Service Provider partner’s end office switch. A Class 2
interconnected VolP provider is not considered a reseller in the context of the FCC definition of a Simple Port (refer to FCC Order 07-188
and FCC Order 09-41 for Simple Port definition). Class 2 interconnected VVolP providers must follow the appropriate Wireline-Wireline/
Intermodal Flows (Simple or Non-Simple, whichever is applicable) for the LNP provisioning process, serving as the New Local Service
Provider (NLSP) or Old Local Service Provider (OLSP), whichever is applicable.

e Class 3: A non-facilities-based reseller of interconnected VolP services that utilizes the numbering resources and facilities of another
interconnected VolIP provider (analogous to the “traditional” PSTN reseller). A Class 3 interconnected VolP provider is not considered a
reseller in the context of the FCC definition of a Simple Port (refer to FCC Order 07-188 and FCC Order 09-41 for Simple Port definition).
Class 3 interconnected VolP providers must follow the appropriate Wireline-Wireline/Intermodal Flows (Simple or Non-Simple,
whichever is applicable) for the LNP provisioning process, serving as the New Local Service Provider (NLSP) or Old Local Service
Provider (OLSP), whichever is applicable.
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Inter-Service Provider LNP Operations Flows
- Wireless ICP Process -
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Inter-Service Provider LNP Operations Flows
- Broadband Verification Process -
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Inter-Service Provider LNP Operations Flows
- Wireline Non-Simple Port LSR/FOC Process -
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Inter-Service Provider LNP Operations Flows
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Inter-Service Provider LNP Operations Flows
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Inter-Service Provider LNP Operations Flows
- Provisioning Without Unconditional 10-Digit Trigger -
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Inter-Service Provider LNP Operations Flows
- Conflict Flow For The Service Creation Provisioning Process -
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Inter-Service Provider LNP Operations Flows
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Inter-Service Provider LNP Operations Flows
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Inter-Service Provider LNP Operations Flows
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Narratives:  Following are the textual descriptions of the Inter-Service Provider Local Number Portability (LNP) Operations Flows.  These Narratives (Version 4.2.1) provide a detailed description of each process step within the attached LNP Operations Flows (Version 4.2).









Legend:



Local Service Provider (LSP) = Any provider (e.g., voice provider, data provider) that administers and bills local exchange and related services for the End User.  The following terms identify LSPs with specific roles during the porting process:

· New Local Service Provider (NLSP) - The local provider of record following the completion of the porting process.

· Old Local Service Provider (OLSP) - The local provider of record prior to the porting process.



Network Service Provider (NSP) = Carrier that provides the facilities and switch/equipment components needed to make up an End User’s local telecommunications service.  The following terms identify NSPs with specific roles during the porting process:

· New Network Service Provider (NNSP) - The network provider of record following the completion of the porting process.

· Old Network Service Provider (ONSP) - The network provider of record prior to the porting process.



CSR = Customer Service Record

DSL = Digital Subscriber Loop

FOC = Firm Order Confirmation

FRS = Functional Requirements Specification

ICP = Inter-carrier Communication Process

IIS = Interoperability Interface Specifications

LSMS = Local Service Management System

LSR = Local Service Request

NPAC = Number Portability Administration Center

PSTN = Public Switched Telephone Network

SOA = Service Order Activation

SP = Service Provider

SV = Subscription Version

TN = Telephone Number

“via the SOA interface” = generic description for one of the following:  the SOA CMIP association, 

 	LTI, or contacting NPAC personnel

WPR = Wireless Port Request

WPRR = Wireless Port Request Response 






[bookmark: OLE_LINK1]NOTE:

Pursuant to FCC Order 07-188, released on November 8, 2007, and FCC Order 09-41, released on May 13, 2009, Local Number Portability (LNP) obligations are extended to interconnected Voice over Internet Protocol (VoIP) providers.  In paragraph 8 of FCC Order 09-41, the FCC ruled the following:

“Thus, we require all entities subject to our LNP rules, including interconnected VoIP providers and their numbering partners, to complete port requests for simple wireline-to-wireline and simple intermodal ports within one Business Day, unless a longer period is requested by the new provider or the customer elects otherwise.”



The North American Numbering Council (NANC) identifies three classes of interconnected VoIP providers, defined as follows:



1. Class 1:  A standalone interconnected VoIP provider that obtains numbering resources directly from the North American Numbering Plan Administrator (NANPA) and the Pooling Administrator (PA) and connects directly to the Public Switched Telephone Network (PSTN) (i.e., not through a PSTN Service Provider partner’s end office switch).  Class 1 standalone interconnected VoIP providers must follow the appropriate Wireline-Wireline/Intermodal Flows (Simple or Non-Simple, whichever is applicable) for the LNP provisioning process, serving as the New Network Service Provider (NNSP) or Old Network Service Provider (ONSP), whichever is applicable.



2. Class 2:  An interconnected VoIP provider that partners with a facilities-based Public Switched Telephone Network (PSTN) Service Providers to obtain numbering resources and connectivity to the PSTN via the Service Provider partner’s switch.  A Class 2 interconnected VoIP provider is not considered a reseller in the context of the FCC definition of a Simple Port (refer to FCC Order 07-188 and FCC Order 09-41 for Simple Port definition).  Class 2 interconnected VoIP providers must follow the appropriate Wireline-Wireline/Intermodal Flows (Simple or Non-Simple, whichever is applicable) for the LNP provisioning process, serving as the New Local Service Provider (NLSP) or Old Local Service Provider (OLSP), whichever is applicable.



3. Class 3:  A non-facilities-based reseller of interconnected VoIP services that utilizes the numbering resources and facilities of another interconnected VoIP provider (analogous to the “traditional” PSTN reseller).  A Class 3 interconnected VoIP provider is not considered a reseller in the context of the FCC definition of a Simple Port (refer to FCC Order 07-188 and FCC Order 09-41for Simple Port definition).  Class 3 interconnected VoIP providers must follow the appropriate Wireline-Wireline/Intermodal Flows (Simple or Non-Simple, whichever is applicable) for the LNP provisioning process, serving as the New Local Service Provider (NLSP) or Old Local Service Provider (OLSP), whichever is applicable.






NOTE:

The FCC has allowed that One Business Day porting must be implemented either within 9 months of the NANC report to the FCC, or for carriers which qualify, implemented within 15 months (FCC 09-41, para 12).  The Local Number Portability Administration Working Group (LNPA WG) provisioning flows and One Business Day definition require reciprocal implementation where carriers must only port-in at the interval which that carrier also ports-out. 



NOTE:

Service Providers are not precluded from exceeding the requirements set forth in the NANC LNP Provisioning Flows.  For example, no provider is required to allow activation on a non-Business Day (Saturday, Sunday or Old Service Provider Company-Defined Holiday).  However, a non-Business Day activation may be performed as long as both Service Providers agree and any Service Provider activating a port on a non-Business Day understands the porting out Service Provider may not have, and is not required to have, operational support available on days not defined as Business Days.  In 

agreeing to non-Business Day activations, the Old (porting out) Service Provider may require that the Local Service Request (LSR)/Firm Order Confirmation (FOC) and the New (porting in) Service Provider NPAC Create message be due-dated for the appropriate normal Business Day in order to ensure that the End User's service is maintained.




Port Type Determination



Figure 1



		Flow Step

		Description



		1. [bookmark: _Ref25393258]START: End User Contact with NLSP

			The process begins with an End User requesting service from the NLSP.

· It is assumed that prior to entering the provisioning process the involved NPA/NXX was opened for porting (If code is not open, refer to Inter-Service Provider LNP Operations Flows – Code Opening Process, Figure 16.).



		2. End User agrees to change to NLSP

			End User agrees to change to NLSP and requests retention of current telephone number (TN).



		3. [bookmark: _Ref25380485]NLSP obtains End User authorization

			NLSP obtains verifiable authority (e.g., Letter of Authorization – [LOA], third-party verification – [TPV], etc.) from End User to act as the official agent on behalf of the End User.  The OLSP cannot require a physical copy of the End User authorization to be provided before processing the Customer Service Request (CSR) or the port request.  The NLSP is responsible for demonstrating verifiable authority in the case of a dispute.



		4. Is this a Wireless-Wireless Port?

		· If Yes, go to Step 5.

· If No, go to Step 6.



		5. ICP – Service Provider Communication 

		· Inter-Service Provider LNP Operations Flows – Wireless ICP Process, Figure 2, Step 1.



		6. (Optional) NLSP requests CSR from OLSP

		· As an optional step, the NLSP requests a Customer Service Record (CSR) from the OLSP.  A service agreement between the NLSP and OLSP may or may not be required for CSR.

· NOTE:  CSRs are not available from wireless carriers.

· The Old SP shall not require the New SP to have previously obtained a CSR before they will accept an LSR from the New SP.  For those New SPs that choose not to obtain a CSR, they understand that there is heightened risk that their LSR may not be complete and accurate.  This is not intended to preclude those providers who provide an ordering GUI from including a step involving a real-time CSR pull within that process, as long as an alternate ordering process is available that does not require a CSR being pulled.

· CSRs, if requested and available, must be returned within 24 clock hours, unless otherwise negotiated between service providers, excluding weekends and Old Service Provider holidays.

· Any of the End User validation fields required by the Old SP on an incoming LSR must be available on the CSR, excluding End User requested and assigned password/PIN.

· Only passwords/PINs requested and assigned by the End User may be utilized as an End User validation field on an incoming LSR by the Old Network Service Provider/Old Local Service Provider.  Any service provider assigned password/PIN may not be utilized as a requirement in order to obtain a CSR.



		7. BROADBAND – (optional) Broadband/DSL Verification

		· Inter-Service Provider LNP Operations Flows – Broadband/DSL Verification Process, Figure 3, Step 1.



		8. Does NLSP consider this a Simple Port?

		· If Yes, go to Step 9.

· The New SP (the NLSP and/or the NNSP whichever is applicable) must make every reasonable effort to verify that the port request is in fact a Simple Port request, e.g., pulling a CSR if available, or asking the appropriate questions of the End User, etc.

· If No, go to Step 10.



		9. SIMPLE LSR-FOC – Service Provider Communication

		· [bookmark: OLE_LINK2][bookmark: OLE_LINK3]Inter-Service Provider LNP Operations Flows - Wireline Simple Port LSR/FOC Process, Figure 4, Step 1.



		10. NON-SIMPLE LSR-FOC – Service Provider Communication

		· Inter-Service Provider LNP Operations Flows - Wireline Non-Simple Port LSR/FOC Process, Figure 5, Step 1.



		11. MAIN – Main Porting Flow

		· Inter-Service Provider LNP Operations Flows – Main Porting Flow, Figure 6, Step 1.



		12. End

		






Wireless ICP Service Provider Communication



Figure 2



		Flow Step

		Description



		1. Is NLSP a Reseller?

			This is the entry point from the Inter-Service Provider LNP Operations Flows – Port Type Determination, Figure 1, Step 5.

	The NLSP determines if customer is porting all TN(s).

· If Yes, go to Step 2.

· If No, go to Step 3.



		2. NLSP sends WPR or WPR information to NNSP for resale service

		· NLSP (Reseller) sends a WPR (Wireless Port Request) or WPR information to the NNSP (may vary slightly depending on provider agreement between the involved service providers).

· For wireless to wireless service providers the WPR/WPRR (Wireless Port Request/Wireless Port Request Response) initial response time frame is 30 minutes.

· The due date of the first TN ported in an NPA-NXX is no earlier than 5 Business Days after a confirming WPRR receipt date.

· The due date for a TN ported in an NPA-NXX which has TNs already ported is no earlier than 2 business hours after a confirming WPRR receipt date/time or as currently determined by NANC.



		3. NNSP sends WPR to ONSP

		· The NNSP notifies the ONSP of the port request using the WPR.

· ICP response interval, currently set to 30 minutes, begins from acknowledgment being received by NNSP from ONSP, and not at the time the WPR is sent from the NNSP to the ONSP.



		4. Is a Type 1 wireless number involved?

		· If Yes, go to Step 5.

· If No, go to Step 7.



		5. NON-SIMPLE LSR-FOC – Service Provider Communication

		· Inter-Service Provider LNP Operations Flows - Wireline Non-Simple Port LSR/FOC Process, Figure 5, Step 1.



		6. Return to Figure 1

		· Return to Port Type Determination flow Figure 1, Step 5.



		7. Is OLSP a Reseller?

		· If Yes, go to Step 8.

· If No, go to Step10.



		8. ONSP sends WPR or WPR information to OLSP

		· The ONSP notifies the OLSP of the port request using the WPR or WPR information.



		9. OLSP sends WPRR or WPRR information to ONSP

		· The OLSP sends the ONSP the WPRR or WPRR information.



		10. ONSP sends WPRR to NNSP

		· ONSP sends the WPRR to the NNSP.

· IC terminates upon receipt of WPRR by NNSP.



		11. Is NLSP a Reseller?

		· If Yes, go to Step 12.

· If No, go to Step 13.



		12. NNSP forwards WPRR or WPRR information to NLSP

		· The NNSP sends the WPRR or WPRR information to the NLSP.



		13. Is WPRR a Delay?

		· If Yes, go to Step 14.

· If No, go to Step 15.



		14. Is OLSP a Reseller?

		· If Yes, go to Step 9.

· If No, go to Step 10.



		15. Is WPRR confirmed?

		· If Yes, go to Step 17.

· If No, go to Step 16 – WPRR must be a Resolution Required.



		16. WPRR is a resolution response

		· Return to Step 1.



		17. Return to Figure 1

		· Return to Port Type Determination flow Figure 1, Step 5.










Broadband/DSL Verification Process

(optional)

Figure 3



		Flow Step

		Description



		1. Has it been determined that broadband/DSL is on the line?

		· If Yes, go to Step 6.

· If No, go to Step 2.



		2. Is broadband/DSL service required for new voice service?

		· If Yes, go to Step 3.

· If No, go to Step 10.



		3. NLSP notifies End User to acquire new broadband/DSL service

		· End User could obtain broadband/DSL service from NLSP, if available, or from another service provider.



		4. NLSP awaits End User response providing broadband/DSL service due date.

		· This is to ensure that End User has obtained the broadband/DSL service that is necessary for their new voice service.



		5. NLSP continues Port Request with LSR due date on or after broadband/DSL service due date

		· This is to ensure that new broadband/DSL service is available when the port is activated in order for End User to have voice service.



		6. Does End User wish to retain existing broadband/DSL service?

		· If Yes, go to Step 7.

· If No, go to Step 2.



		7. Does OLSP offer standalone broadband/DSL service?

		· If Yes, go to Step 9.

· If No, go to Step 8.



		8. NLSP notifies End User to acquire new broadband/DSL service if desired.

		· Go to Step 2.



		9. Does OLSP automatically convert End User to standalone broadband/DSL service?

		· If Yes, go to Step 10.

· If No, go to Step 8.



		10. Return to Figure 1

		· Return to Port Type Determination flow Figure 1, Step 7.






Wireline Simple Port LSR/FOC Process



Figure 4



		Flow Step

		Description



		1. Is NLSP a Class 2 or Class 3 Interconnected VoIP Provider?

		· If Yes, go to Step 2.

· If No, go to Step 3.



		2. [bookmark: _Ref25380517]NLSP sends LSR or LSR information to NNSP for the Interconnected VoIP service 

			NLSP sends an LSR or LSR Information to the NNSP fulfilling all requirements of any service agreement between the involved service providers.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF). 



		3. NNSP sends LSR to ONSP

		· The NNSP notifies the ONSP of the port using the LSR and sends the information via an electronic gateway, FAX, email, or manual means.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).



NOTE:  The New SP (the NLSP and/or the NNSP whichever is applicable) must make every reasonable effort to verify that the port request is in fact a Simple Port request, e.g., pulling a CSR if available, or asking the appropriate questions of the End User, etc.



		4. [bookmark: _Ref30411021]Is OLSP a Class 2 or Class 3 Interconnected VoIP Provider?

		· If Yes, go to Step 5

· If No, go to Step 7



		5. [bookmark: _Ref25380555]Notify Provider – (conditional) ONSP sends LSR or LSR information to OLSP (Figure 8)

		· (conditional, based on any service agreement between the involved service providers) – ONSP sends an LSR, LSR Information to the OLSP) fulfilling all requirements.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).

· Communication between the ONSP and the OLSP with regard to the port must not delay the validation or processing of the port request.



		6. (conditional) OLSP sends FOC or FOC information to ONSP

		· (conditional, based on any service agreement between the involved service providers) – The OLSP notifies the ONSP of the port using the FOC and sends the information via an electronic gateway, FAX, email, or other means.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.

· Communication between the ONSP and the OLSP with regard to the port must not delay the validation or processing of the port request.



		7. Does ONSP agree this is a Simple Port?

		· If Yes, go to Step 13.

· If No, go to Step 8.



		8. Is the LSR complete and accurate?

		· If Yes, go to Step 9.

· If No, go to Step 11.



		9. [bookmark: _Ref30411101]Will the ONSP FOC current LSR with a different Due Date?

		· If Yes, go to Step 10.

· If No, go to Step 11.





		10. ONSP sends FOC with appropriate Due Date for Non-Simple Port to NNSP

		· ONSP sends the Firm Order Confirmation (FOC, local response) with the appropriate Due Date for Non-Simple Port to the NNSP for the porting LSR.

· For wireline-to-wireline ports, and ports between wireline and wireless service providers, the following requirements apply for the interval to respond to an LSR:

If the New SP-requested due date is 1-2 Business Days after LSR receipt, the Firm Order Confirmation (FOC) or Reject (whichever is applicable) is due within 4 hours.  Refer to the attached chart for LSR Response Due Time:








If the New SP-requested due date is 3 or more Business Days after LSR receipt, the Firm Order Confirmation (FOC) or Reject (whichever is applicable) is due within 24 clock hours, excluding weekends and Old Service Provider-defined holidays.



In instances where the LSR indicates the port request is Non-Simple based on the current FCC definition and rule for a Simple Port, the Old SP must return a FOC or appropriate response within 24 clock hours, excluding weekends and Old Service Provider-defined holidays.

· It is the responsibility of the ONSP to contact the NNSP if the ONSP is unable to meet the required interval for transmitting the FOC.  If the FOC is not received by the NNSP within the required interval, then the NNSP may contact the ONSP.

· The due date of the first TN ported in an NPA-NXX is no earlier than five (5) Business Days after FOC receipt date.

· The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.



		11. ONSP rejects LSR back to NNSP.

		· The ONSP has determined that this is a Non-Simple Port request and does not FOC with a Due Date that is appropriate for a Non-Simple Port.  As a result, the ONSP rejects the LSR back to the NNSP in the appropriate timeframe indicated in Step 10.



		12. NON-SIMPLE LSR-FOC – Service Provider Communication

		· Inter-Service Provider LNP Operations Flows - Wireline Non-Simple Port LSR/FOC Process, Figure 5, Step 1.



		13. [bookmark: _Ref29457578]Is the LSR complete and accurate?

		· If Yes, go to Step 15.

· If No, go to Step 14.



		14. ONSP rejects LSR to NNSP.

		· ONSP sends a Reject Notification to the NNSP due to insufficient data on the LSR.

· Return to Figure 4, Step 1.



		15. ONSP sends FOC confirming Simple Port Request to NNSP.

		· ONSP sends the Firm Order Confirmation (FOC, local response) to the NNSP for the porting LSR.

· For wireline to wireline ports, and ports between wireline and wireless service providers, the following requirements apply for the interval to respond to an LSR:

If the New SP-requested due date is 1-2 Business Days after LSR receipt, the Firm Order Confirmation (FOC) or Reject (whichever is applicable) is due within 4 hours.  Refer to the attached chart for LSR Response Due Time: 








If the New SP-requested due date is 3 or more Business Days after LSR receipt, the Firm Order Confirmation (FOC) or Reject (whichever is applicable) is due within 24 clock hours, excluding weekends and Old Service Provider-defined holidays.



[bookmark: OLE_LINK4][bookmark: OLE_LINK5]In instances where the LSR indicates the port request is Non-Simple based on the current FCC definition and rule for a Simple Port, the Old SP must return a FOC or appropriate response within 24 clock hours, excluding weekends and Old Service Provider-defined holidays.

· The due date of the first TN ported in an NPA-NXX is no earlier than five (5) Business Days after FOC receipt date.  Any subsequent port in that NPA NXX will have a due date no earlier than three (3) Business Days after FOC receipt.

· The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.



		16. Is NLSP a Class 2 or Class 3 Interconnected VoIP Provider?

		· If Yes, go to Step 17.

· If No, go to Step 18.



		17. NNSP sends FOC or FOC information to NLSP.

		· NNSP sends FOC or FOC Information to NLSP fulfilling all requirements of any service agreement between the involved service providers.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  





		18. Return to Figure 1

		· Return to Port Type Determination flow Figure 1, Step 9.








Wireline Non-Simple Port LSR/FOC Process



Figure 5



		Flow Step

		Description



		1. Is End User porting all TNs?

			The NLSP determines if customer is porting all TN(s).

· If Yes, go to Step 3.

· If No, go to Step 2.



		2. NLSP notes “Not all TNs are being ported” in the remarks section of LSR

			The NLSP makes a note in the remarks section of the LSR to identify that the End User is not porting all TN(s).  This can affect the due date interval due to account rearrangements necessary prior to service order issuance.



		3. Is NLSP a Reseller or Class 2 or 3 Interconnected VoIP Provider?

		· If Yes, go to Step 4.

· If No, go to Step 5.



		4. NLSP sends LSR or LSR information to NNSP for resale or VoIP Interconnection service

		· NLSP (Reseller or Class 2 or 3 Interconnected VoIP Provider) sends an LSR or LSR Information to the NNSP fulfilling all requirements of any service agreement between the involved service providers.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).



		5. NNSP sends LSR to ONSP

		· The NNSP notifies the ONSP of the port using the LSR and sends the information via an electronic gateway, FAX, email, or manual means.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).



		6. Has the ONSP determined the LSR is incomplete or inaccurate?

		· If Yes, go to Step 7.

· If No, go to Step 8.



		7. ONSP rejects LSR back to NNSP

		· ONSP sends a Reject Notification to the NNSP due to insufficient or inaccurate data on the LSR.

· Return to Figure 5, Step 1.



		8. Is OLSP a Reseller or Class 2 or 3 Interconnected VoIP Provider or is a Type 1 wireless number involved?

		· If Yes, go to Step 9.

· If No, go to Step 13.



		9. Notify Provider – (conditional) ONSP sends LSR, LSR information, to OLSP

		· (conditional, based on any service agreement between the involved service providers) – ONSP sends an LSR, LSR Information to the OLSP (Reseller or Class 2 or 3 Interconnected VoIP Provider or if a Type 1 number is involved) fulfilling all requirements.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).

· Communication between the ONSP and the OLSP with regard to the port must not delay the validation or processing of the port request.

· Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification – Figure 8.



		10. Has the OLSP determined the LSR is incomplete or inaccurate?

		· If Yes, go to Step 11.

· If  No, go to Step 12.



		11. OLSP rejects LSR back to ONSP

		· OLSP sends a Reject Notification to the ONSP due to insufficient or inaccurate data on the LSR.

· Return to Figure 5, Step 1.



		12. (conditional) OLSP sends FOC or FOC information to ONSP

		· (conditional, based on any service agreement between the involved service providers) – The OLSP notifies the ONSP of the porting using the FOC and sends the information via an electronic gateway, FAX, email, or other means.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.

· Communication between the ONSP and the OLSP with regard to the port must not delay the validation or processing of the port request.



		13. ONSP sends FOC to NNSP

		· ONSP sends the Firm Order Confirmation (FOC, local response) to the NNSP for the porting LSR.

· For wireline to wireline service providers, and between wireline and wireless service providers, the requirement is that the FOC is returned within 24 clock hours, excluding weekends and Old Service Provider-defined holidays.  It is the responsibility of the ONSP to contact the NNSP if the ONSP is unable to meet the 24 clock hour requirement (excluding weekends and Old Service Provider-defined holidays) for transmitting the FOC.  If the FOC is not received by the NNSP within 24 clock hours (excluding weekends and Old Service Provider-defined holidays), then the NNSP may contact the ONSP.

· The due date of the first TN ported in an NPA-NXX is No earlier than five (5) Business Days after FOC receipt date.  Any subsequent port in that NPA NXX will have a due date No earlier than three (3) Business Days after FOC receipt.

· It is assumed that the porting interval is not in addition to intervals for other requested services (e.g., unbundled loops) related to the porting request.  The interval becomes the longest single interval required for the services requested.

· The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.



		14. Is NLSP a Reseller or Class 2 or 3 Interconnected VoIP Provider?

		· If Yes, go to Step 15.

· If No, go to Step 16.



		15. NNSP forwards FOC or FOC information to NLSP

		· NNSP forwards FOC or FOC Information to NLSP fulfilling all requirements of any service agreement between the involved service providers.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.



		16. Return to Figure 1

		· Return to Port Type Determination flow Figure 1, Step 10.








Main Porting Flow



Figure 6



		Flow Step

		Description



		1. Are NNSP and ONSP the same SP?

		· If Yes, go to Step 2.

· If No, go to Step 4.



		2. Is NPAC processing required?

		· If Yes, go to Step 3.

· If No, go to Step14.



		3. Perform intra-provider port or modify existing SV

			SP enters intra-provider SV create data into the NPAC via the SOA interface for porting of End User in accordance with the NANC FRS and the NANC IIS.  Upon completion of intra-provider port, Return to Port Type Determination flow Figure 1, Step 11.



		4. NNSP coordinates all porting activities

			The NNSP must coordinate porting timeframes with the ONSP, and both provide appropriate messages to the NPAC.  Upon completion of the LSR/FOC or ICP Process, and when ready to initiate service orders, go to Step 5.



		5. NNSP and ONSP create and process service orders

			Upon completion of the LSR/FOC or ICP Process, the NNSP and ONSP create and process service orders through their internal service order systems, based on information provided in the LSR/FOC or WPR/WPRR.



		6. Create – Service Provider Port Request

		· Inter-Service Provider LNP Operations Flows – Subscription Version Create Flow, Figure 7.



		7. Was port request canceled?

			The port can be canceled by the ONSP, the NNSP, or automatically by an NPAC process.

	If Yes, go to Step 12.

	If No, go to Step 8.



		8. Did ONSP place the order in Conflict?

			Check Concurrence Flag.
If concurred, the ONSP agrees to the port.
If not concurred, a conflict cause code as defined in the FRS, is designated.  ONSP makes a concerted effort to contact NNSP prior to placing SV in conflict.

· For wireline Simple Ports, the conflict request can be initiated up to the later of a.) the tunable time (Simple Port Conflict Restriction Window, current value of 9:00pm in the predominate time zone of the NPAC region where the number is being ported) one Business Day before the Due Date or b.) the T2 Timer (Final Concurrence Window tunable parameter) has expired.

· For wireline Non-Simple Ports, the conflict request can be initiated up to the later of a.) the tunable time (Conflict Restriction Window, current value of 12:00pm) one Business Day before the Due Date or b.) the T2 Timer (Final Concurrence Window tunable parameter) has expired.

	For wireless SPs using short timers for this SV, the conflict request can be initiated up to the time the T2 Timer (Final Concurrence Window tunable parameter) has expired.

	If Yes, go to Step 11.

	If No, go to Step 9.



		9. NNSP coordinates physical changes with ONSP

			The NNSP has the option of requesting a coordinated order.  This is also the re-entry point from the Inter-Service Provider LNP Operations Flows – Conflict Flow for the Service Creation Provisioning Process, tie point BB, Figure 11.

	If coordination is requested on the LSR, an indication of Yes or No for the application of a 10-digit trigger is required.  If No coordination indication is given, then by default, the 10-digit trigger is applied if technically feasible.  If the NNSP requests a coordinated order and specifies ‘No’ on the application of the 10-digit trigger, the ONSP uses the 10-digit trigger at its discretion.



		10. Is the unconditional 10 digit trigger being used or does ONSP query on every call?

			The unconditional 10-digit trigger is assigned to a number on a donor switch during the transition period when the number is physically moved from donor switch to recipient switch.  During this period it is possible for the TN to reside in both donor and recipient switches at the same time.

· For both Simple and Non-Simple Ports, the ONSP must deploy the 10-digit trigger in the donor switch, if technically feasible, or monitor the NPAC for activation in order to trigger the disconnect, or carriers perform a database query for every call origination.

	A 10-digit trigger is applied by the ONSP no later than 11:59pm the day prior to the due date.

	The unconditional 10-digit trigger may be applied by the NNSP.

	If Yes, go to Inter-Service Provider LNP Operations Flows - Provisioning with Unconditional 10-Digit Trigger - tie point AA, Figure 10.

	If No, go to Inter-Service Provider LNP Operations Flows - Provisioning without Unconditional 10-digit Trigger - tie point A, Figure 9.



		11. NPAC logs request to place the order in conflict, including cause code

			Go to Inter-Service Provider LNP Operations Flows - Conflict Flow for the Service Creation Provisioning Process - tie point B, Figure 11.



		12. Notify Provider – NPAC notifies NNSP and ONSP that port is canceled

			Upon cancellation, NPAC logs this information, and changes the subscription status to canceled.  Both SPs are notified of the change in the subscription status via the SOA interface.

	For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.

	Both SPs take appropriate action related to internal work orders.



		13. Notify Provider – (conditional) ONSP sends loss notification to OLSP

		· (conditional, , based on any service agreement between the involved service providers) – A loss notification may be sent to the OLSP.  The specific timing will be based on the requirements of any service agreement between the involved service providers.  It is necessary for the OLSP to terminate the End User’s service for the ported TN(s) after the port is completed.

· Communication between the ONSP and the OLSP with regard to the port must not delay the validation or processing of the port request

· This is also the re-entry point from various flows, tie point Z.



		14. Return to Figure 1

		· Return to Port Type Determination flow Figure 1, Step 11.








Subscription Version Create Flow



Figure 7



		Flow Step

		Description



		1. [bookmark: _Ref35659795]NNSP and ONSP Notify NPAC with Create message



			Due date of the createSV Create message is the due date on the FOC, where wireline due date equals date and time normalized to 00:00:00, and wireless due date equals date and time.  For porting between wireless and wireline, the wireline due date format applies.  Any change of due date toin the NPAC is usually themust be a result of a change in the FOC due date.  Exceptions may be made upon agreement between the porting parties (NNSP and ONSP).

	SPs enter SV data into the NPAC via the SOA interface for porting of End User in accordance with the NANC FRS and the NANC IIS.

	The NPAC/SMS expects to receive matching SV Create messages from the ONSP and the NNSP when facilitating porting of a telephone number.  However, to prevent the possibility of the ONSP unnecessarily delaying a port, two timers were developed and referred to as T1 and T2.  If the ONSP does not send a matching SV create message (indicating either concurrence or conflict) to the NPAC, once both the T1 and T2 timers expire the NNSP can proceed with porting the telephone number after both timers expire.  Some service providers choose not to send the concurring SV create, but rather allowon the timers to expireFOC due date (SV Due Date).  Exceptions may be made upon agreement between the porting parties (NNSP and ONSP) allowing earlier activation.



TheWhile some service providers choose not to send the concurring SV Create, but rather allow the timers to expire, the LNPA Working Group concludes that all service providers should send the matching SV createCreate messages to the NPAC/SMS.  This will facilitate expeditious porting of telephone numbers and is more efficient than merely allowing timers to expire.  The increased efficiency is especially beneficial in meeting the FCC mandated 1-day interval for Simple Ports.

[Note that the order in which the ONSP and NNSP createCreate messages arrive at the NPAC/SMS is immaterial.]



	With regard to the population of the Due Time on the New SPNNSP and Old SPONSP NPAC Create messages, current industry practices for both Mechanized SOA and Low Tech Interface (LTI) users will be maintained for Simple Ports.

The New SP shouldNNSP may not activate a port before midnight (00:00:00) local time of the FOC due date (SV Due Date) unless it has been verified with the Old SPONSP that the port could be activated early without impacting the customer's service., or an earlier due date has been agreed to between the porting parties (ONSP and NNSP).  Failing to verify first that the Old SPONSP has completed all necessary steps in the port-out process, e.g., established the 10-Digit Unconditional Trigger, resolved any order fallout in systems, etc., could result in the customer's service being negatively impacted, such as inability to receive all of their calls.



		2. Is Create message valid?

			NPAC validates data to ensure value formats and consistency as defined in the FRS.  This is not a comparison between NNSP and ONSP messages.

	If Yes, go to Step 4.  If this is the first valid create message, the T1 Timer (Initial Concurrence Window tunable parameter) is started.  SV Create Notifications are sent to both the ONSP and NNSP.

	If No, go to Step 3.



		3. [bookmark: _Ref35659778]NPAC notifies appropriate Service Provider that create message is invalid

			If the data is not valid, the NPAC sends error Notification to the SP for correction.

	The SP, upon Notification from the NPAC, corrects the data and resubmits to the NPAC.  Re-enter at Step 1.



		4. [bookmark: _Ref35659759]NPAC starts T1 timer

			Upon receipt of the first valid create message, the NPAC starts the T1 Timer (Initial Concurrence Window tunable parameter).  The value for the T1 Timer is configurable (one of three values) for SPs.  Wireline and Intermodal ports will use either long or medium timers.  The current value for the long timer (typically any wireline-involved Non-Simple porting) is nine (9) NPAC business hours.  The current value for the medium timer (typically any wireline-involved Simple porting) is three (3) NPAC business hours.  The current value for the short timer (typically wireless-to-wireless porting) is one (1) NPAC business hour.



		5. [bookmark: _Ref35659874]T1 expired?

			Short business hours (for wireline-involved Non-Simple porting) are defined as 7a-7p CT Monday through Friday, excluding NPAC-defined Holidays (Business Day start at 13:00/12:00 GMT, duration of 12 hours).

· Medium business hours (for wireline-involved Simple porting) are defined as 7a-12a Monday through Friday, excluding NPAC-defined Holidays in the predominant time zone for each NPAC region (Business Day start at NE/MA/SE [eastern time zone] 12:00/11:00 GMT, MW/SW/Canadian [central time zone] 13:00/12:00 GMT, WE [mountain time zone] 14:00/13:00 GMT, WC [west coast time zone] 15:00/14:00 GMT, duration of 17 hours).

· Long business hours (for wireless-to-wireless porting) are planned for 9a-9p in the predominant time zone for each NPAC region (Business Day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).

· Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.

	If Yes, go to Step 10.

	If No, go to Step 6.



		6. [bookmark: _Ref35659830]Received Second Create?

			If Yes, go to Step 7.

	If No, return to Step 5.



		7. [bookmark: _Ref35659855]Is Create message valid?

			If Yes, go to Step 8.

	If No, go to Step 9.



		8. [bookmark: _Ref35677310]Return to Figure 6

			The porting process continues.

	Return to Main Porting Flow Figure 6, Create Process, Step 6.



		9. [bookmark: _Ref35677322]NPAC notifies appropriate Service Provider that Create message is invalid

			The NPAC informs the SP of an invalid create.  If necessary, the notified Service Provider coordinates the correction.

· Return to Step 5.



		10. [bookmark: _Ref35659816]NPAC notifies NNSP and ONSP that T1 has expired, and then starts T2 Timer

			The NPAC informs the NNSP and ONSP of the expiration of the T1 Timer.

	Upon expiration, the NPAC starts the T2 Timer (Final Concurrence Window tunable parameter).



		11. [bookmark: _Ref35677423]T2 Expired?

			The NPAC provides a T2 Timer (Final Concurrence Window tunable parameter) that is defined as the number of hours after the expiration of the T1 Timer.

	The value for the T2 Timer is configurable (one of three values) for SPs.  Wireline and Intermodal ports will use either long or medium timers.  The current value for the long timer (typically any wireline-involved Non-Simple porting) is nine (9) NPAC business hours.  The current value for the medium timer (typically any wireline-involved Simple porting) is three (3) NPAC business hours.  The current value for the short timer (typically wireless-to-wireless porting) is one (1) NPAC business hour.

	Short business hours (for wireline-involved Non-Simple porting) are defined as 7a-7p CT Monday through Friday, excluding NPAC-defined Holidays (Business Day start at 13:00/12:00 GMT, duration of 12 hours).

	Medium business hours (for wireline-involved Simple porting) are defined as 7a-12a Monday through Friday, excluding NPAC-defined Holidays in the predominant time zone for each NPAC region (Business Day start at NE/MA/SE [eastern time zone] 12:00/11:00 GMT, MW/SW/Canadian [central time zone] 13:00/12:00 GMT, WE [mountain time zone] 14:00/13:00 GMT, WC [west coast time zone] 15:00/14:00 GMT, duration of 17 hours).

	Long business hours (for wireless-to-wireless porting) are planned for 9a-9p in the predominant time zone for each NPAC region (Business Day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).

	Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.

	If Yes, go to Step 15.

	If No, go to Step 12.



		12. [bookmark: _Ref35677385]Receives Second Create?

			If Yes, go to Step 13.

	If No, return to Step 11.



		13. [bookmark: _Ref35677407]Is Create message valid?

			If Yes, go to Step 19.

	If No, go to Step 14.



		14. [bookmark: _Ref35677498]NPAC notifies appropriate service provider that Create message is invalid

			The NPAC notifies the service provider that errors were encountered during the validation process.

	Return to Step 11.



		15. [bookmark: _Ref35677367]Did NNSP send Create?

			If Yes, go to Step 20.

	If No, go to Step 16.



		16. [bookmark: _Ref35677961]NPAC notifies NNSP and ONSP that T2 has expired

			The NPAC notifies both NNSP and ONSP of T2 expiration.



		17. [bookmark: _Ref35677981]Has cancel window for pending SVs expired?

			If Yes, go to Step 18.

	If No, return to Step 12.



		18. [bookmark: _Ref35678032]Notify Provider – NPAC notifies NNSP and ONSP that port is canceled 

			The SV is canceled by NPAC by tunable parameter (30 days).  Both SPs take appropriate action related to internal work orders.

	For the Notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type1 Notification, Figure 8.



		19. [bookmark: _Ref35677523]Return to Figure 6

			Return to Main Porting Flow Figure 6, Create Process, Step 6.



		20. [bookmark: _Ref35677923]NPAC notifies ONSP that porting proceeds under the control of the NNSP

			A Notification message is sent to the ONSP noting that the porting is proceeding in the absence of any message from the ONSP.








Reseller/Interconnected VoIP Provider/Type 1 Notification Flow



Figure 8



		Flow Step

		Description



		1. Is OLSP a Reseller or a Class 2 or 3 Interconnected VoIP Provider or is a Type 1 wireless number involved?

			If Yes, go to Step 2.

	If No, go to Step 4.



		2. [bookmark: _Ref29458297]Does OLSP need message?

			If Yes, go to Step 3.

	If No, go to Step 4.



		3. [bookmark: _Ref29458324]ONSP sends or provides information and/or message to OLSP

			NSP (Network Provider) sends or provides information and/or message to the OLSP (Reseller or Class 2/3 Interconnected VoIP Provider or wireline provider providing Type 1 arrangement) fulfilling all requirements of any service agreement between the involved service providers.



		4. [bookmark: _Ref29458308]Is NLSP a Reseller or Class 2 or 3 Interconnected VoIP Provider?

			If Yes, go to Step 5.

	If No, go to Step 7.



		5. [bookmark: _Ref29458366]Does NLSP need message?

			If Yes, go to Step 6.

	If No, go to Step 7.



		6. [bookmark: _Ref29458387]NNSP sends or provides information and/or message to NLSP

			NSP (Network Provider) sends or provides information and/or message to the NLSP (Reseller or Class 2 or 3 Interconnected VoIP Provider) fulfilling all requirements of any service agreement between the involved service providers.



		7. [bookmark: _Ref29458375]Return

			Return to previous flow.








Provisioning Without Unconditional 10-Digit Trigger



Flow A, Figure 9



		Flow Step

		Description



		NOTE:  Steps 1 and 2 are worked concurrently.



		1.	NNSP activates port (locally)

			This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Porting Flow, tie point A, Figure 6.

	The Wireline NNSP activates its own switch translations.

	As an optional step, the Wireless NNSP activates its own switch/HLR configuration including assignment of Mobile Station Identifier (MSID).



		NOTE:  Steps 2 and 3 may be worked concurrently.



		2. NNSP and ONSP make physical changes (where necessary)

			Wireline physical changes may or may not be coordinated.  Coordinated physical changes are based on inter-connection agreements between the involved service providers.

	Mobile Station (handset) changes are completed.

	The NNSP is now providing dial tone to ported End User.



		3. NNSP notifies NPAC to activate the port

			The NNSP sends an activate message to the NPAC via the SOA interface.

	No NPAC SV may activate before the SV due date/timeFOC due date/time.  Unless otherwise agreed to between both porting parties (ONSP and NNSP) the SV Due Date is the FOC due date agreed upon between the ONSP and NNSP.

	If not done in Step 1 above, the Wireless NNSP activates its own switch/HLR configuration including assignment of Mobile Station Identifier (MSID).



		NOTE:  Steps 4, 5, 6, and 7 may be concurrent, but at a minimum should be completed ASAP.



		4. NPAC downloads (real time) to all service providers

			The NPAC broadcasts new SV data to all SP LSMSs in the serving area in accordance with the NANC FRS and NANC IIS.  The Service Control Point (SCP) Applications and Global Title Translations (GTT) Function for Number Portability requirements are defined by T1S1.6.



		5. NPAC records date and time in history file

			The NPAC records the current date and time as the Activation Date and Time stamp, at the start of the broadcast.  The Activation Complete Timestamp is based on the first LSMS that successfully acknowledged receipt of new SV.



		6. ONSP removes translations in the switch/HLR

			The Wireline ONSP initiates the removal of translations either at designated Due Date and Time, or if the order was designated as coordinated, upon receipt of a call from the NNSP.

	The Wireless ONSP initiates the removal of the subscriber record from the switch/HLR after the activation of the port.

	It is necessary for the OLSP to terminate the End User’s service for the ported TN(s) after the port is completed.



		7. NPAC logs failures and non-responses and notifies the NNSP and ONSP

			The NPAC resends the activation to an LSMS that did not acknowledge receipt of the request, based on the retry tunable and retry interval.  The number of NPAC SMS attempts to send is a tunable parameter for which the current setting is one (1) attempt, in which case no retry attempts are performed.  Once this cycle is completed, NPAC personnel, when requested, investigate possible problems.  In addition, the NPAC sends a Notification via the SOA interface to both NNSP and ONSP with a list of LSMSs that failed activation.



		8. All service providers update routing databases (real time download)

			This is an internal process and is performed in accordance with the Service Control Point (SCP) Applications and GTT Function for Number Portability requirements as defined by ATIS T1S1.6 (within 15 minutes).



		9. NNSP may verify completion

			The NNSP may make test calls to verify that calls to ported numbers complete as expected.



		Z.  End

			Return to Main Porting Flow, tie point Z, Figure 6.






Provisioning With Unconditional 10-Digit Trigger



Flow AA, Figure 10



		Flow Step

		Description



		1. ONSP activates unconditional 10 digit trigger in the switch

			This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Porting Flow, tie point AA, Figure 6.

· For both Simple and Non-Simple Ports, the wireline ONSP must deploy the 10-digit trigger in the donor switch, if technically feasible, or monitor the NPAC for activation in order to trigger the disconnect, or carriers perform a database query for every call origination.

	A 10-digit trigger is applied by the ONSP no later than 11:59pm the day prior to the due date.

	The unconditional 10-digit trigger may optionally be applied by the NNSP.



		NOTE:  Steps 2 and 3 may be worked concurrently.



		2. NNSP activates switch translations

			The NNSP activates its own switch translations.



		3. NNSP and ONSP make physical changes (where necessary)

			Any physical work or changes are made by either NNSP or ONSP, as necessary.

	Physical changes may or may not be coordinated.  Coordinated physical changes are based on inter-connection agreements between the involved service providers.

· The NNSP is now providing dial-tone to ported in user



		4. NNSP notifies NPAC to activate the port

			The NNSP sends an activate message via the SOA interface to the NPAC.

	No NPAC SV may activate before the SV due date/time.FOC due date/time.  Unless otherwise agreed to between both porting parties (ONSP and NNSP) the SV Due Date is the FOC due date agreed upon between the ONSP and NNSP.



		NOTE:  Steps 5, 6, and 7 may be concurrent, but at a minimum should be completed ASAP.



		5. NPAC downloads (real time) to all service providers

			The NPAC broadcasts new SV data to all SPs in the serving area in accordance with the NANC FRS and NANC IIS. The Service Control Point (SCP) Applications and GTT Function for Number Portability requirements are defined by T1S1.6.



		6. NPAC records date and time in history file

			The NPAC records the current date and time as the Activation Date and Time stamp, at the start of the broadcast.  The Activation Complete Timestamp is based on the first LSMS that successfully acknowledged receipt of new subscription version.



		7. NPAC logs failures and non-responses and notifies the NNSP and ONSP

			The NPAC resends the activation to a Local SMS that did not acknowledge receipt of the request, based on the retry tunable and retry interval.  The number of NPAC attempts to send is a tunable parameter for which the current setting is one (1) attempt, in which case no retry attempts are performed.  Once this cycle is completed NPAC personnel, when requested, investigate possible problems.  In addition, the NPAC sends a Notification via the SOA interface to both the NNSP and ONSP with a list of LSMSs that failed activation.



		8. All service providers update routing data (real time download)

			This is an internal process and is performed in accordance with the Service Control Point (SCP) Applications and GTT Function for Number Portability requirements as defined by ATIS T1S1.6 (within 15 minutes).



		9. ONSP removes appropriate translations

			After update of its databases the ONSP removes translations associated with the ported TN(s).  The removal of these translations (1.) will not be done until the old Service Provider has evidence that the port has occurred, or (2.) will not be scheduled earlier than 11:59 PM one day after the due date, or (3.) will be scheduled for 11:59 PM on the due date, but can be changed by an LSR supplement received no later than 9:00 PM local time on the due date.  This LSR supplement must be submitted in accordance with local practices governing LSR exchange, including such communications by telephone, fax, etc.

	It is necessary for the OLSP to terminate the End User’s service for the ported TN(s) after the port is completed.



		10. NNSP may verify completion

			The NNSP may make test calls to verify that calls to ported numbers complete as expected.



		Z.  End

			Return to Main Porting Flow, tie point Z, Figure 6.
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Conflict Flow For The Service Creation Provisioning Process



Flow B, Figure 11



		Flow Step

		Description



		1. Is conflict restricted?

			The conflict flow is entered through the Provisioning process flow (Main Porting Flow) through tie point (B), Figure 6, when the ONSP enters a concurrence flag of “No”, and designates a conflict cause code.

	Conflict is restricted (i.e., SV may not be placed into conflict by the ONSP) if one of the following:

	The ONSP previously placed the subscription into conflict, or

	The ONSP never sent a create message for this subscription, or

	The request was initiated too late:

	For wireline Simple Ports, the request was initiated after the tunable time (Simple Port Conflict Restriction Window, current value of 9:00pm in the predominate time zone of the NPAC region where the number is being ported) one Business Day before the Due Date and T2 Timer (Final Concurrence Window tunable parameter) has expired.

	For wireline Non-Simple Ports, the request was initiated after the tunable time (Conflict Restriction Window, current value of 12:00) one Business Day before the Due Date and T2 Timer (Final Concurrence Window tunable parameter) has expired.

	For wireless SPs using short timers for this SV, the request was initiated after the T2 Timer (Final Concurrence Window tunable parameter) has expired.

	If Yes, go to Step 2.

	If No, go to Step 3.



		2. [bookmark: _Ref29380522]NPAC rejects the conflict request

			NPAC notifies SP of rejection.

	The porting process resumes as normal, proceeding to the Provisioning process flow (Main Porting Flow) at tie point BB, Figure 6.



		3. [bookmark: _Ref25318962]Notify Provider – NPAC changes the subscription status to conflict and notifies NNSP and ONSP

			For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.

	Both SPs take appropriate action related to internal work orders.

	SVs may be modified while in the conflict state (e.g., due date), by either the NNSP or ONSP.



		4. NNSP contacts ONSP to resolve conflict.  If no agreement is reached, begin normal escalation

			The escalation process is defined in the inter-company agreements between the involved service providers.



		5. Was conflict resolved within conflict expiration window?

			From the time an SV is placed in conflict, there is a tunable window (Conflict Expiration Window, current value of 30-calendar day limit after the due date) after which it is removed from the NPAC database.  If it is resolved within the tunable window, go to Step 7; if not, the subscription request will “time out” and go to Step 6.



		6. [bookmark: _Ref34568203]Notify Provider – NPAC initiates cancellation and notifies NNSP and ONSP 

			For the Notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure8.

	Both SPs take appropriate action related to internal work orders.



		7. [bookmark: _Ref29381356]Was port request canceled to resolve conflict?

			Conflict resolution initiates one of two actions:  1) cancellation of the subscription, or 2) resumption of the service creation provisioning process.  If the conflict is resolved by cancellation of the subscription, then proceed to the Cancellation Flows for Provisioning Process through tie point C, Figure 12.  If the conflict is otherwise resolved, go to Step 8.



		8. [bookmark: _Ref34568268]Was resolution message from ONSP?

			If Yes, go to Step 9.

	If No, go to Step 10.



		9. [bookmark: _Ref32734224]Notify Provider – NPAC notifies the NNSP and ONSP of “conflict off” via SOA

			For the Notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.

	NPAC notifies both SPs of the change in SV status.  The porting process resumes as normal, proceeding to the Provisioning process flow (Main Porting Flow) at tie point BB, Figure 6.



		10. [bookmark: _Ref25319067]Did NNSP send resolution message during the restriction window?

			If conflict was resolved within tunable business hours (current values of six hours for wireline-involved Non-Simple Ports [Long Conflict Resolution New Service Provider Restriction], two hours for wireline-involved Simple Ports [Medium Conflict Resolution New Service Provider Restriction], and six hours for wireless [Short Conflict Resolution New Service Provider Restriction] ), only the ONSP may notify NPAC of “conflict off”.  If conflict was resolved after tunable hours, either the NNSP or ONSP may notify NPAC of “conflict off”.

	In order for the porting process to continue at least one SP must remove the SV from conflict.

	If Yes, go to Step 11.

	If No, go to Step 12.



		11. [bookmark: _Ref29381428]NPAC rejects the conflict resolution request from NNSP

			NPAC sends an error to the NNSP indicating conflict resolution is not valid at this point in time.

· Return to Step 5.



		12. Was the Conflict Cause Code 50 or 51?

			If Yes, go to Step 11.

	If No, go to Step 9.



		Z.  End

			Return to Main Porting Flow, tie point Z, Figure 6.









Cancellation Flows For Provisioning Process



Cancel Flow, Figure 12



Introduction



A service order and/or subscription may be cancelled through the following processes:



· The End User contacts the NLSP or OLSP and requests cancellation of their porting request.



· Conflict Flow For The Service Creation Provisioning Process – Flow B, Figure 11:  As a result of the Conflict Resolution process (at tie-point C) the NLSP and OLSP agree to cancel the SV and applicable service orders.



		Flow Step

		Description



		1. End User request to cancel

			The Cancellation Process may begin with an End User requesting cancellation of their pending port.  The Cancellation process flow applies only to that period of time between SV creation, and either activation or cancellation of the porting request.  If activation completed and the End User wishes to revert back to the former SP, it is accomplished via the Provisioning Process.



		2. Did End User contact NLSP?

			The End User contacts either the NLSP or OLSP to cancel the porting request.  Only the NLSP or OLSP can initiate this transaction, not another SP.

· The OLSP is not required to cancel the porting request and may choose to advise the End User to contact the NLSP to initiate the cancel  If the NLSP is contacted by the authorized End User to initiate the cancel, the NLSP must do so.

	The contacted SP gathers information necessary for sending the supplemental request to the other SP noting cancellation, and for sending the cancellation request to NPAC.

	If Yes, go to Step 3.

	If No, go to Step 7.



		3. [bookmark: _Ref29381688]Is NLSP a Reseller or Class 2 or 3 Interconnected VoIP Provider?

		· If Yes, go to Step 4.

· If No, go to Step 5.



		4. [bookmark: _Ref29382492]NLSP sends cancel request to NNSP

			The NLSP notifies the NNSP, via their inter-company interface, indicating that the porting request is to be canceled.



		5. [bookmark: _Ref29382550]NNSP sends SUPP to ONSP noting cancellation as soon as possible and prior to activation

			The NNSP fills out and sends the supplemental request form to the ONSP via their inter-company interface, indicating cancellation of the porting request.



		6. [bookmark: _Ref34577674]NNSP sends cancel request to the NPAC

			The NNSP notifies the NPAC, via the SOA interface, indicating the porting request is to be canceled.



		7. [bookmark: _Ref25319459]OLSP obtains End User authorization

			If the OLSP is moving ahead to cancel the port request, the OLSP obtains verifiable authority (e.g., Letter of Authorization – [LOA], third-party verification – [TPV], etc.) from the End User to act as the official agent on behalf of the End User.  The NLSP cannot require a physical copy of the End User authorization to be provided before processing the cancellation request.  The OLSP is responsible for demonstrating verifiable authority in the case of a dispute.  The verifiable authority obtained by the OLSP must have occurred and be dated on or after the date that the original authority was obtained from the End User by the NLSP that initiated the original porting request.



		8. Is OLSP a Reseller or Class 2 or 3 Interconnected VoIP Provider?

		· If Yes, go to Step 9.

· If No, go to Step 10.



		9. [bookmark: _Ref29382613]OLSP sends cancel request to ONSP

			The OLSP notifies the ONSP, via their inter-company interface, indicating that the porting request is to be canceled.



		10. [bookmark: _Ref29382623]ONSP sends cancel request to NPAC

		The OLSP, contacted directly by the End User or notified by the NNSP via their inter-company interface, sends a cancellation message to the ONSP, via their inter-company interface.

	The ONSP notifies the NPAC, via the SOA interface, indicating the porting request is to be canceled.

	The ONSP takes appropriate action related to internal work orders.



		11. ONSP notifies NNSP of cancellation

			A wireline ONSP sends the NNSP (wireline or wireless) a jeopardy notice as defined by the Ordering and Billing Forum (OBF) or an e-mail notification, indicating the End User’s request for cancellation using the process outlined in Best Practice #63 (See http://www.npac.com/lnpa-working-group/lnp-best-practices#0063.)

	A wireless ONSP’s notification to the NNSP (wireless or wireline) indicating the End User’s request for cancellation is via the NPAC notification to the NNSP’s SOA resulting from the cancel request in Step 10.  (Wireless carriers do not have the ability to send Jeopardy notifications.)  This cancellation message is accepted by the NPAC only if the ONSP had previously concurred with the port by sending an SV Create message to NPAC during the SV creation.  If the ONSP does not send a create message to the NPAC for this SV, it cannot subsequently send a cancellation message.  In either case, the wireless ONSP must follow up with a telephone call and/or e-mail notification to the NNSP notifying them of the End User’s request for cancellation.



		12. Did the provider requesting cancel send a Create message to NPAC?

			This is the entry point from the Inter-Service Provider LNP Operations Flows – Conflict Flow For The Service Creation Provisioning Process, tie point C, Figure 11.

	This cancellation message is accepted by the NPAC only if the ONSP had previously created during the SV creation.  If the ONSP does not send a create message to the NPAC for this SV, it cannot subsequently send a cancellation message.

· If Yes, go to Step 14.

· If No, go to Step 13.



		13. [bookmark: _Ref34580462]NPAC rejects the cancel request

		· NPAC sends an error via the SOA interface indicating that a cancel request cannot be sent for an SV that did not have a matching create from that SP.



		14. [bookmark: _Ref34580445]Did both NNSP and ONSP send Create message to NPAC?

			The NPAC tests for receipt of cancellation messages from the two SPs based on which SP had previously sent a message into the NPAC.  Since the ONSP create is optional for SV creation, if the ONSP did not send a message during the creation process, the ONSP input during cancellation is not accepted by the NPAC.  Similarly, if during the SV creation process only the ONSP sent a message, and not the NNSP, only the ONSP input is accepted when canceling an order.

	If Yes, go to Step 16.

	If No, go to Step 15.



		15. [bookmark: _Ref34580477]Notify Provider – NPAC updates subscription to cancel, logs status change, and notifies NNSP and ONSP

			For the Notification process, refer to Inter-Service Provider LNP Operations Flows –Reseller/Class 2 or 3 Interconnected VoIP Provider/Type 1 Notification, Figure 8.

	For a “non-concurred” SV, when the first cancellation message is received, the NPAC sets the SV status directly to cancel, and proceeds to tie point Z.  Both NNSP and ONSP are notified of this change in status via the SOA interface.



		16. [bookmark: _Ref34580489]Notify Provider – NPAC updates subscription to cancel-pending, logs status change, and notifies NNSP and ONSP

			For the Notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Class 2 or 3 Interconnected VoIP Provider/Type 1 Notification, Figure 8.

	For a “concurred” SV, when the first cancellation message is received, the NPAC sets the SV status to cancel-pending.  Both NNSP and ONSP are notified of this change in status via the SOA interface.



		17. [bookmark: _Ref25319897]Did NNSP send cancel to NPAC?

			If Yes, go to Step 18.

	If No, go to Step 22.



		18. [bookmark: _Ref34579176]Did NPAC receive cancel ACK from ONSP within first cancel window timer?

		· The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both SPs.  This is referred to as the Cancellation-Initial Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.

	Short business hours are defined as 7a-7p CT (Business Day start at 13:00/12:00 GMT, duration of 12 hours).

	Medium business hours (for wireline-involved Simple porting) are defined as 7a-12a Monday through Friday, excluding NPAC-defined Holidays in the predominant time zone for each NPAC region (Business Day start at NE/MA/SE [eastern time zone] 12:00/11:00 GMT, MW/SW/Canadian [central time zone] 13:00/12:00 GMT, WE [mountain time zone] 14:00/13:00 GMT, WC [west coast time zone] 15:00/14:00 GMT, duration of 17 hours).

	Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (Business Day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).

	Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.

· If Yes, go to Step 21.

· If No, go to Step 19.



		19. [bookmark: _Ref25319866]NPAC notifies ONSP that cancel ACK is missing

			The Cancellation-Initial Concurrence Window starts with receipt of the first cancellation message at NPAC.  When this timer expires, the NPAC requests the missing information from ONSP via the SOA interface.  Only “concurred” subscriptions reach this point in the process flow.



		20. [bookmark: _Ref25377375]NPAC waits for either cancel ACK from ONSP or expiration of second cancel window timer

			The NPAC applies an additional nine (9) business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both Service Providers.  This is referred to as the Cancellation-Final Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.

	Short business hours are defined as 7a-7p CST (Business Day start at 13:00 GMT, duration of 12 hours).

	Medium business hours (for wireline-involved Simple porting) are defined as 7a-12a Monday through Friday, excluding NPAC-defined Holidays in the predominant time zone for each NPAC region (Business Day start at NE/MA/SE [eastern time zone] 12:00/11:00 GMT, MW/SW/Canadian [central time zone] 13:00/12:00 GMT, WE [mountain time zone] 14:00/13:00 GMT, WC [west coast time zone] 15:00/14:00 GMT, duration of 17 hours).

	Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (Business Day start – NE/MA/SE 8a-8p CST, MW/SW 9a-9p CST, WE 10a-10p CST, WC 11a-11p CST, duration of 12 hours).

	Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays. Holidays and business hours are defined for each NPAC Region.

	Either upon receipt of the concurring ACK notification or the expiration of the second cancel window timer, go to Step 21.



		21. [bookmark: _Ref34579381]Notify Provider – NPAC updates subscription to cancel, logs cancel and notifies NNSP and ONSP

			For the notification process, refer to Inter-Service Provider LNP Operations Flows –Reseller/Class 2 or 3 Interconnected VoIP Provider/Type 1 Notification, Figure 8.

	The porting request is canceled by changing the subscription status to canceled.  Both Service Providers are notified of the cancellation via the SOA interface.



		22. [bookmark: _Ref34579208]Did NPAC receive cancel ACK from NNSP within first cancel window timer?

		· The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both SPs.  This is referred to as the Cancellation-Initial Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.

	Short business hours are defined as 7a-7p CT (Business Day start at 13:00/12:00 GMT, duration of 12 hours).

	Medium business hours (for wireline-involved Simple porting) are defined as 7a-12a Monday through Friday, excluding NPAC-defined Holidays in the predominant time zone for each NPAC region (Business Day start at NE/MA/SE [eastern time zone] 12:00/11:00 GMT, MW/SW/Canadian [central time zone] 13:00/12:00 GMT, WE [mountain time zone] 14:00/13:00 GMT, WC [west coast time zone] 15:00/14:00 GMT, duration of 17 hours).

	Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (Business Day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).

	Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.

· If Yes, go to Step 21.

· If No, go to Step 23.



		23. [bookmark: _Ref34579913]NPAC notifies NNSP that cancel ACK is missing

			The Cancellation-Initial Concurrence Window starts with receipt of the first cancellation message at NPAC.  When this timer expires, the NPAC requests the missing information from NNSP via the SOA interface.  Only “concurred” subscriptions reach this point in the process flow.



		24. [bookmark: _Ref25377476]Did NPAC receive cancel ACK from NNSP within second cancel window timer?

		· The NPAC applies an additional nine (9)-business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both SPs.  This is referred to as the Cancellation-Final Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.

	Short business hours are defined as 7a-7p CT (Business Day start at 13:00/12:00 GMT, duration of 12 hours).

	Medium business hours (for wireline-involved Simple porting) are defined as 7a-12a Monday through Friday, excluding NPAC-defined Holidays in the predominant time zone for each NPAC region (Business Day start at NE/MA/SE [eastern time zone] 12:00/11:00 GMT, MW/SW/Canadian [central time zone] 13:00/12:00 GMT, WE [mountain time zone] 14:00/13:00 GMT, WC [west coast time zone] 15:00/14:00 GMT, duration of 17 hours).

	Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (Business Day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).

	Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.

· If Yes, go to Step 21.

· If No notification is received prior to second cancel window timer expiration, proceed to tie-point CC, “Cancellation Ack Missing from New Provider Provisioning Process”, Figure 13.



		Z.	End

			Return to Main Porting Flow, tie point Z, Figure 6.











Cancellation Ack Missing from New Provider Provisioning Process



Figure 13



		Flow Step

		Description



		Note that the Cancellation Conflict process flow is reached only for “concurred” subscriptions.



		1. [bookmark: _Ref25321181]Notify Provider – NPAC updates subscription to conflict, logs conflict, and notifies NNSP and ONSP

			This is the entry point from the Inter-Service Provider LNP Operations Flows – Cancellation Flow For Provisioning Process, tie point CC, Figure 12.

	If the NNSP does not provide a cancellation notification message to NPAC, in spite of a Cancellation LSR from the ONSP and a reminder message from NPAC, the subscription is placed in a conflict state.  NPAC also writes the proper conflict cause code to the subscription record, and notifies both SPs, with proper conflict cause code, of the change in status via the SOA interface.

	For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.

	Both SPs take appropriate action related to internal work orders.



		2. [bookmark: _Ref34580196]Did NPAC receive cancel message from NNSP?

			Only “missing cancellation ACK from New SP” subscriptions reach this point in the process flow.  The subscription will transition to pending or cancel.

	With the subscription in conflict, it is only the NNSP who controls the transaction.  The NNSP makes a concerted effort to contact the ONSP prior to proceeding.

	If Yes, go to Step 3.

	If No, go to Step 5.



		3. [bookmark: _Ref25321307]NNSP notifies NPAC to cancel subscription

			The NNSP may decide to cancel the subscription.  If so, they notify NPAC of this decision via the SOA interface.



		4. Notify Provider – NPAC updates subscription to cancel, logs cancel, and notifies NNSP and ONSP

			Following notification by the NNSP to cancel the subscription, NPAC logs this information, and changes the subscription status to canceled.  Both SPs are notified of the change in the subscription status via the SOA interface.

	For the Notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.

	Both SPs take appropriate action related to internal work orders.

· Return to Main Porting Flow, tie point Z, Figure 6.



		5. [bookmark: _Ref38189888]Has conflict expiration window expired?

			At this point in the process flow, the subscription status is conflict, and is awaiting conflict resolution or the expiration of the tunable window (Conflict Expiration Window, current value of 30 days).

	If Yes, go to Step 6.

	If No, go to Step 7.



		6. [bookmark: _Ref25321337]Notify Provider – NPAC updates subscription to cancel, logs cancel, and notifies NNSP and ONSP

			After no response from the NNSP for 30 calendar days regarding this particular subscription, NPAC changes the status to canceled and notifies both SPs of the change in status via the SOA interface.

	For the notification process, refer to Inter-Service Provider LNP Operations Flows – – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.

	Both SPs take appropriate action related to internal work orders.

· Return to Main Porting Flow, tie point Z, Figure 6.



		7. [bookmark: _Ref25321321]Did NPAC receive resolve conflict message from NNSP

			The NNSP may choose to proceed with the porting process, in spite of a cancellation message from the ONSP.  As both SPs are presumably basing their actions on the End User’s request, and each is apparently getting a different request from that End User, each should ensure the accuracy of the request.

	If the NNSP decides to proceed with the porting, they send a resolved conflict message via the SOA interface.

	It is the responsibility of the NNSP to contact the ONSP, to request that related work orders which support the porting process are performed.  The ONSP must support the porting process.

	If Yes, go to Step 8.

	If No, return to Step 2.



		8. [bookmark: _Ref34580214]Has NNSP conflict resolution restriction expired?

			At this point in the process flow, the subscription status is conflict, and is awaiting conflict resolution or the expiration of the tunable window (current values of six hours for wireline-involved Non-Simple Ports [Long Conflict Resolution New Service Provider Restriction], two hours for wireline-involved Simple Ports [Medium Conflict Resolution New Service Provider Restriction], and six hours for wireless [Short Conflict Resolution New Service Provider Restriction]).

	The conflict resolution restriction window is only applicable the first time a subscription is placed into conflict, whether the conflict is invoked by the NPAC due to this process, or placed into conflict by the ONSP.

	If Yes, go to Step 9.

	If No, go to Step 10.



		9. [bookmark: _Ref34580112]Notify Provider – NPAC notifies NNSP and ONSP of ‘conflict off’ via SOA

			For the Notification process, refer to Inter-Service Provider LNP Operations Flows – – Reseller/Interconnected VoIP Provider/Type 1 Notification , Figure 8.

	NPAC notifies both SPs of the change in subscription status.  The porting process resumes as normal, at tie-point BB, Figure 6.



		10. [bookmark: _Ref34580128]NPAC rejects the resolve conflict request from NNSP

			The NNSP has sent the resolve conflict message before the expiration of the conflict resolution restriction window.  NPAC returns an error message back via the SOA interface.

· Return to Step 2.











Disconnect Process for Ported Telephone Numbers



Figure 14



		Flow Step

		Description



		1. End User initiates disconnect

			The End User provides disconnect date and negotiates intercept treatment with current SP.



		2. Is NLSP a Reseller or Class 2 or 3 Interconnected VoIP Provider?

			If Yes, go to Step 3.

	If No, go to Step 4.



		3. [bookmark: _Ref32746603]NLSP sends disconnect request to NNSP

			Current Local SP sends disconnect request to current Network SP, per inter-company processes.



		4. [bookmark: _Ref32746625]NNSP initiates disconnect

			NNSP initiates disconnect of service based on request from NLSP or End User.

	NNSP initiates disconnect of service based on regulatory authority(s).



		5. NNSP arranges intercept treatment when applicable

			NNSP arranges intercept treatment as negotiated with the End User, or, when the disconnect is SP initiated, per internal processes.



		6. NNSP creates and processes service order

			NNSP follows existing internal process flows to ensure the disconnect within its own systems.



		7. NNSP notifies NPAC of disconnect date1 and indicates effective release date2

			NNSP notifies NPAC of disconnect date via the SOA interface and indicates effective release date, which defines when the broadcast occurs.

	If no effective release date is given, the broadcast from the NPAC is immediate.



		8. [bookmark: _Ref32746681]Has effective release date been reached?

			If Yes, go to Step 9.

	If No, repeat Step 8.



		9. [bookmark: _Ref32746663]NPAC broadcasts subscription deletion to all applicable providers

			On effective release date, the NPAC broadcasts SV deletion to all applicable SPs via the LSMS interface.



		10. Notify Provider – NPAC notifies code/block holder of disconnected TN(s), disconnect and release dates

			On effective release date, the NPAC notifies code/block holder of the disconnected TN(s), effective release and disconnect dates via the SOA interface. Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.



		11. NPAC deletes TN(s) from active database

			On effective release date, the NPAC removes telephone number from NPAC database.



		12. End

		







1  Disconnect Date:  Date the telephone number or numbers are no longer associated between an End User and the current Service Provider.

2  Effective Release Date:  Date the telephone number reverts back to NPA/NXX holder/owner.
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Audit Process



Figure15



		Flow Step

		Description



		1. Service Provider requests an audit from NPAC

			An SP may request an audit to assist in resolution of a repair problem reported by an End User.  Prior to the audit request, the SP completes internal analysis as defined by company procedures and, if another SP is involved, attempts to jointly resolve the trouble in accordance with inter-company agreements between the involved service providers.  Failing to resolve the trouble following these activities, the SP requests an audit.



		2. NPAC issues queries to appropriate LSMSs

			The NPAC issues queries to the LSMSs involved in the customer port.



		3. NPAC compares own subscription version to LSMS subscription version

			Upon receipt of the LSMS subscription version, the comparison of the NPAC and LSMS subscription versions is made to determine if there are discrepancies between the two databases.

	If an LSMS does not respond, it is excluded from the audit.



		4. [bookmark: _Ref25321851]NPAC downloads updates to LSMSs with subscription version differences

			If inaccurate routing data is found, the NPAC broadcasts the correct subscription version data to any involved SPs networks to correct inaccuracies.



		5. Are all audits completed?

			If Yes, go to Step 6.

	If No, return to Step 4.



		6. [bookmark: _Ref25321861]Notify Provider – NPAC reports audit completion and discrepancies to requestor

			The NPAC reports to the requesting SP following completion of the audit to allow the SP to close the trouble ticket.

	 Upon request, the NPAC provides ad hoc reports to SPs that wish to determine which SPs are launching audit queries to their LSMS.  Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.



		7. End
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Code Opening Process



Figure 16



		Flow Step

		Description



		1.	NPA-NXX holder notifies NPAC of NPA-NXX Code(s) being opened for porting

			The SP responsible for the NPA-NXX being opened must notify the NPAC via the SOA or LSMS interface within a regionally agreed upon time frame.

	In the case of numbers that use a Type 1 wireless interconnection, the corresponding NPA-NXX needs to be opened by the Old Wireline SP.



		2.	NPAC updates its NPA-NXX database

			The NPAC updates its databases to indicate that the NPA-NXX has been opened for porting.



		3.	NPAC sends notice of code opening to all Service Providers

			The NPAC provides advance notice via the object creation message of the scheduled opening of NPA-NXX code(s) via the SOA and LSMS interface. Currently the NPAC vendor is also posting the NPA-NXX openings to the secure website.



		4.	End

		











First TN Ported in NPA-NXX



Figure 17



		Flow Step

		Description



		1. NPAC successfully processes create request for TN subscription version

			SP notifies the NPAC of SV creation for a TN in an NPA-NXX.



		2. NPAC successfully processes create request for NPA-NXX-X

			NPAC successfully processes an NPA-NXX-X for a Number Pool Block.



		3. First Subscription Version activity in NPA-NXX?

			If Yes, go to Step 4.

	If No, go to Step 5.



		4. [bookmark: _Ref29454757]Notify Provider – NPAC sends notification of first TN ported to all providers via SOA and LSMS

			When the NPAC receives the first SV create request in an NPA-NXX, it will broadcast a “heads-up” notification to all SPs via the SOA and LSMS interfaces.  Upon receipt of the NPAC message, all SPs, within five (5) Business Days, will complete the opening for the NPA-NXX code for porting in all switches.

· Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.



		5. [bookmark: _Ref29454792]End

		











Cancel-Undo Process



Figure 18



		Flow Step

		Description



		1. Provider requests a cancel-undo

			The Cancel-Pending Undo Process may begin with a Service Provider requesting the reversal (undo) of an in-progress cancel for their cancel-pending port.



		2. Is the subscription in cancel-pending status?

			If Yes, go to Step 4.

	If No, go to Step 3.



		3. [bookmark: _Ref148773559]NPAC rejects the cancel-undo request

			NPAC sends an error to the requesting SP indicating the current SV status is not valid for a cancel-undo request.

· Go to Step 6.



		4. [bookmark: _Ref148773543]Did the provider requesting a cancel-undo issue a cancel for this subscription?

			If Yes, go to Step 5.

	If No, repeat Step 3.



		5. [bookmark: _Ref148773621]Notify Provider – NPAC updates subscription to status prior to cancel and notifies NNSP and ONSP

			Upon cancel-undo, NPAC logs this information, and changes the subscription status to the status prior to the cancel (either pending or conflict).  Both SPs are notified of the change in the subscription status via the SOA interface.

	For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.

	Both SPs take appropriate action related to internal work orders.



		6. End

		











		Tunable Name

		Current Tunable Value



		T1, Short Initial Concurrence Window

		1 hour



		T1, Medium Initial Concurrence Window

		3 hours



		T1, Long Initial Concurrence Window

		9 hours



		T2, Short Final Concurrence Window

		1 hour



		T2, Medium Final Concurrence Window

		3 hours



		T2, Long Final Concurrence Window

		9 hours



		Conflict Restriction Window

		12:00pm (Noon)



		Simple Port Conflict Restriction Window

		21:00



		Conflict Expiration Window

		30 days



		Long Conflict Resolution New Service Provider Restriction

		6 hours



		Medium Conflict Resolution New Service Provider Restriction

		2 hours



		Short Conflict Resolution New Service Provider Restriction

		6 hours



		Long Cancellation-Initial Concurrence Window

		9 hours



		Medium Cancellation-Initial Concurrence Window

		9 hours



		Short Cancellation-Initial Concurrence Window

		9 hours



		Long Cancellation-Final Concurrence Window

		9 hours



		Medium Cancellation-Final Concurrence Window

		9 hours



		Short Cancellation-Final Concurrence Window

		9 hours



		Short Business Day Start

		07:00 CT



		Short Business Day Duration

		12 hours



		Medium Business Day Start

		07:00 predominate TZ



		Medium Business Day Duration

		17 hours



		Long Business Day Start

		09:00 predominate TZ



		Long Business Day Duration

		12 hours
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One Business Day: FCC09-41



LSR Submit/FOC Receipt and Prospective Due Date/time Chart


for Normal Business Week (no Holidays)



Note: This chart does not reflect what happens when an Old Service Provider Company-Defined Holiday falls on Monday thru Fri. Anytime that happens, the activity that would have fallen on the holiday will happen the following Business Day.


			Accurate/Complete LSR received 


			FOC Due back by date/time



(See Footnote 1)


			Ready-through-Port



Day/time 



(see Footnote 2)





			Mon 8:00am through 8:59am 


			Mon 12:00pm (noon) through 12:59pm


			Tues 00:00:00





			Mon 9:00am through 9:59am


			Mon 1:00pm through 1:59pm


			Tues 00:00:00





			Mon 10:00am through 10:59am


			Mon 2:00pm through 2:59pm


			Tues 00:00:00





			Mon 11:00am through 11:59am


			Mon 3:00pm through 3:59pm


			Tues 00:00:00





			Mon 12:00pm (noon) through 12:59pm


			Mon 4:00pm through 4:59pm


			Tues 00:00:00





			Mon 1:00pm


			Mon 5:00pm


			Tues 00:00:00





			Mon 1:01pm through Tues 7:59am


			Tues 12:00pm (noon)


			Weds 00:00:00





			Tues 8:00am through 8:59am 


			Tues 12:00pm (noon) through 12:59pm


			Weds 00:00:00





			Tues 9:00am through 9:59am


			Tues 1:00pm through 1:59pm


			Weds 00:00:00





			Tues 10:00am through 10:59am


			Tues 2:00pm through 2:59pm


			Weds 00:00:00





			Tues 11:00am through 11:59am


			Tues 3:00pm through 3:59pm


			Weds 00:00:00





			Tues 12:00pm (noon) through 12:59pm


			Tues 4:00pm through 4:59pm


			Weds 00:00:00





			Tues 1:00pm


			Tues 5:00pm


			Weds 00:00:00





			Tues 1:01pm through Weds 7:59am


			Weds 12:00pm (noon)


			Thurs 00:00:00





			Weds 8:00am through 8:59am 


			Weds  12:00pm (noon) through 12:59pm


			Thurs 00:00:00





			Weds 9:00am through 9:59am


			Weds 1:00pm through 1:59pm


			Thurs 00:00:00





			Weds 10:00am through 10:59am


			Weds 2:00pm through 2:59pm


			Thurs 00:00:00





			Weds 11:00am through 11:59am


			Weds 3:00pm through 3:59pm


			Thurs 00:00:00





			Weds 12:00pm (noon) through 12:59pm


			Weds 4:00pm through 4:59pm


			Thurs 00:00:00





			Weds 1:00pm


			Weds 5:00pm


			Thurs 00:00:00





			Weds 1:01pm through Thurs 7:59am


			Thurs 12:00pm (noon)


			Fri 00:00:00





			Thurs 8:00am through 8:59am


			Thurs 12:00pm (noon) through 12:59pm


			Fri 00:00:00





			Thurs 9:00am through 9:59am


			Thurs 1:00pm through 1:59pm


			Fri 00:00:00





			Thurs 10:00am through 10:59am


			Thurs 2:00pm through 2:59pm


			Fri 00:00:00





			Thurs 11:00am through 11:59am


			Thurs 3:00pm through 3:59pm


			Fri 00:00:00





			Thurs 12:00pm (noon) through 12:59pm


			Thurs 4:00pm through 4:59pm


			Fri 00:00:00





			Thurs 1:00pm


			Thurs 5:00pm


			Fri 00:00:00





			Thurs 1:01pm through Fri 7:59am


			Fri 12:00pm (noon)


			Mon  00:00:00





			Fri 8:00am through 8:59am


			Fri  12:00pm (noon) through 12:59pm


			Mon  00:00:00





			Fri 9:00am through 9:59am


			Fri 1:00pm through 1:59pm


			Mon  00:00:00





			Fri 10:00am through 10:59am


			Fri 2:00pm through 2:59pm


			Mon  00:00:00





			Fri 11:00am through 11:59am


			Fri 3:00pm through 3:59pm


			Mon  00:00:00





			Fri 12:00pm (noon) through 12:59pm


			Fri 4:00pm through 4:59pm


			Mon  00:00:00





			Fri 1:00pm


			Fri 5:00pm


			Mon  00:00:00





			Fri 1:01pm through  Mon 7:59am


			Mon 12:00pm (noon)


			Tues 00:00:00





			  (go back to top of chart)


			


			








[Business Week Chart Footnote 1] The FOC interval is 4 business hours. However, for LSR’s arriving after the 1pm cutoff time, the LSR will be considered received at 8am the next Business Day. The Old Service Provider must respond to an LSR within 4 business hours, as indicated on the Business Week Chart, with either a FOC (complete and accurate LSR received) or a reject (incomplete and/or inaccurate LSR received).  



[Business Week Chart Footnote 2] The port will be ready to activate on the Business Day and time indicated in this column. No provider is required to allow activation on a non-Business Day (Saturday, Sunday or Old Service Provider Company-Defined Holiday). However, a non-Business Day activation may be performed as long as both Service Providers agree and any Service Provider activating a port on a non-Business Day understands the porting out Service Provider may not have, and is not required to have, operational support available on days not defined as Business Days.  In agreeing to non-Business Day activations, the Old (porting out) Service Provider may require that the LSR/FOC and the New (porting in) Service Provider NPAC Create message be due-dated for the appropriate normal Business Day seen in Ready-to-Port column, in order to ensure that the end user's service is maintained.  



[Business Week Chart Footnote 3] The following definition of Mandatory Business Days and Minimum Business Hours relate to the LSR/FOC exchange process and do not establish any mandatory staffing hours of a carrier.  Minimum Business Hours are 8am to 5pm, Monday through Friday, excluding the Old Service Provider’s Company-Defined holidays, in the Predominant Time Zone of the NPAC Region for the end user’s telephone number.
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One Business Day: FCC09-41



LSR Submit/FOC Receipt and Prospective Due Date/time Chart


for Normal Business Week (no Holidays)



Note: This chart does not reflect what happens when an Old Service Provider Company-Defined Holiday falls on Monday thru Fri. Anytime that happens, the activity that would have fallen on the holiday will happen the following Business Day.


			Accurate/Complete LSR received 


			FOC Due back by date/time



(See Footnote 1)


			Ready-through-Port



Day/time 



(see Footnote 2)





			Mon 8:00am through 8:59am 


			Mon 12:00pm (noon) through 12:59pm


			Tues 00:00:00





			Mon 9:00am through 9:59am


			Mon 1:00pm through 1:59pm


			Tues 00:00:00





			Mon 10:00am through 10:59am


			Mon 2:00pm through 2:59pm


			Tues 00:00:00





			Mon 11:00am through 11:59am


			Mon 3:00pm through 3:59pm


			Tues 00:00:00





			Mon 12:00pm (noon) through 12:59pm


			Mon 4:00pm through 4:59pm


			Tues 00:00:00





			Mon 1:00pm


			Mon 5:00pm


			Tues 00:00:00





			Mon 1:01pm through Tues 7:59am


			Tues 12:00pm (noon)


			Weds 00:00:00





			Tues 8:00am through 8:59am 


			Tues 12:00pm (noon) through 12:59pm


			Weds 00:00:00





			Tues 9:00am through 9:59am


			Tues 1:00pm through 1:59pm


			Weds 00:00:00





			Tues 10:00am through 10:59am


			Tues 2:00pm through 2:59pm


			Weds 00:00:00





			Tues 11:00am through 11:59am


			Tues 3:00pm through 3:59pm


			Weds 00:00:00





			Tues 12:00pm (noon) through 12:59pm


			Tues 4:00pm through 4:59pm


			Weds 00:00:00





			Tues 1:00pm


			Tues 5:00pm


			Weds 00:00:00





			Tues 1:01pm through Weds 7:59am


			Weds 12:00pm (noon)


			Thurs 00:00:00





			Weds 8:00am through 8:59am 


			Weds  12:00pm (noon) through 12:59pm


			Thurs 00:00:00





			Weds 9:00am through 9:59am


			Weds 1:00pm through 1:59pm


			Thurs 00:00:00





			Weds 10:00am through 10:59am


			Weds 2:00pm through 2:59pm


			Thurs 00:00:00





			Weds 11:00am through 11:59am


			Weds 3:00pm through 3:59pm


			Thurs 00:00:00





			Weds 12:00pm (noon) through 12:59pm


			Weds 4:00pm through 4:59pm


			Thurs 00:00:00





			Weds 1:00pm


			Weds 5:00pm


			Thurs 00:00:00





			Weds 1:01pm through Thurs 7:59am


			Thurs 12:00pm (noon)


			Fri 00:00:00





			Thurs 8:00am through 8:59am


			Thurs 12:00pm (noon) through 12:59pm


			Fri 00:00:00





			Thurs 9:00am through 9:59am


			Thurs 1:00pm through 1:59pm


			Fri 00:00:00





			Thurs 10:00am through 10:59am


			Thurs 2:00pm through 2:59pm


			Fri 00:00:00





			Thurs 11:00am through 11:59am


			Thurs 3:00pm through 3:59pm


			Fri 00:00:00





			Thurs 12:00pm (noon) through 12:59pm


			Thurs 4:00pm through 4:59pm


			Fri 00:00:00





			Thurs 1:00pm


			Thurs 5:00pm


			Fri 00:00:00





			Thurs 1:01pm through Fri 7:59am


			Fri 12:00pm (noon)


			Mon  00:00:00





			Fri 8:00am through 8:59am


			Fri  12:00pm (noon) through 12:59pm


			Mon  00:00:00





			Fri 9:00am through 9:59am


			Fri 1:00pm through 1:59pm


			Mon  00:00:00





			Fri 10:00am through 10:59am


			Fri 2:00pm through 2:59pm


			Mon  00:00:00





			Fri 11:00am through 11:59am


			Fri 3:00pm through 3:59pm


			Mon  00:00:00





			Fri 12:00pm (noon) through 12:59pm


			Fri 4:00pm through 4:59pm


			Mon  00:00:00





			Fri 1:00pm


			Fri 5:00pm


			Mon  00:00:00





			Fri 1:01pm through  Mon 7:59am


			Mon 12:00pm (noon)


			Tues 00:00:00





			  (go back to top of chart)


			


			








[Business Week Chart Footnote 1] The FOC interval is 4 business hours. However, for LSR’s arriving after the 1pm cutoff time, the LSR will be considered received at 8am the next Business Day. The Old Service Provider must respond to an LSR within 4 business hours, as indicated on the Business Week Chart, with either a FOC (complete and accurate LSR received) or a reject (incomplete and/or inaccurate LSR received).  



[Business Week Chart Footnote 2] The port will be ready to activate on the Business Day and time indicated in this column. No provider is required to allow activation on a non-Business Day (Saturday, Sunday or Old Service Provider Company-Defined Holiday). However, a non-Business Day activation may be performed as long as both Service Providers agree and any Service Provider activating a port on a non-Business Day understands the porting out Service Provider may not have, and is not required to have, operational support available on days not defined as Business Days.  In agreeing to non-Business Day activations, the Old (porting out) Service Provider may require that the LSR/FOC and the New (porting in) Service Provider NPAC Create message be due-dated for the appropriate normal Business Day seen in Ready-to-Port column, in order to ensure that the end user's service is maintained.  



[Business Week Chart Footnote 3] The following definition of Mandatory Business Days and Minimum Business Hours relate to the LSR/FOC exchange process and do not establish any mandatory staffing hours of a carrier.  Minimum Business Hours are 8am to 5pm, Monday through Friday, excluding the Old Service Provider’s Company-Defined holidays, in the Predominant Time Zone of the NPAC Region for the end user’s telephone number.
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North American Numbering Council (NANC)
Inter-Service Provider LNP Operations Flows

NOTE: For a more detailed description of each process step within these flows, please refer to the accompanying Inter-Service Provider LNP
Operations Flows Narratives.

NOTE: Pursuant to FCC Order 07-188, released on November 8, 2007, and FCC Order 09-41, released on May 13, 2009, Local Number
Portability (LNP) obligations are extended to interconnected Voice over Internet Protocol (VolP) providers. The North American Numbering
Council (NANC) identifies three classes of interconnected VVolP providers, defined as follows:

e Class 1: A standalone interconnected VVoIP provider that obtains numbering resources directly from the North American Numbering Plan
Administrator (NANPA) and the Pooling Administrator (PA) and connects directly to the PSTN (i.e., not through a PSTN Service Provider
partner’s end office switch). Class 1 standalone interconnected VolP providers must follow the appropriate Wireline-Wireline/Intermodal
Flows (Simple or Non-Simple, whichever is applicable) for the LNP provisioning process, serving as the New Network Service Provider
(NNSP) or Old Network Service Provider (ONSP), whichever is applicable.

e Class 2: An interconnected VolP provider that partners with a facilities-based Public Switched Telephone Network (PSTN) Service
Provider to obtain numbering resources and connectivity to the PSTN via the Service Provider partner’s end office switch. A Class 2
interconnected VolP provider is not considered a reseller in the context of the FCC definition of a Simple Port (refer to FCC Order 07-188
and FCC Order 09-41 for Simple Port definition). Class 2 interconnected VVolP providers must follow the appropriate Wireline-Wireline/
Intermodal Flows (Simple or Non-Simple, whichever is applicable) for the LNP provisioning process, serving as the New Local Service
Provider (NLSP) or Old Local Service Provider (OLSP), whichever is applicable.

e Class 3: A non-facilities-based reseller of interconnected VolP services that utilizes the numbering resources and facilities of another
interconnected VolIP provider (analogous to the “traditional” PSTN reseller). A Class 3 interconnected VolP provider is not considered a
reseller in the context of the FCC definition of a Simple Port (refer to FCC Order 07-188 and FCC Order 09-41 for Simple Port definition).
Class 3 interconnected VolP providers must follow the appropriate Wireline-Wireline/Intermodal Flows (Simple or Non-Simple,
whichever is applicable) for the LNP provisioning process, serving as the New Local Service Provider (NLSP) or Old Local Service
Provider (OLSP), whichever is applicable.
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Inter-Service Provider LNP Operations Flows
- Wireless ICP Process -
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Inter-Service Provider LNP Operations Flows
- Broadband Verification Process -
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Note: This is a description of the current process.
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Inter-Service Provider LNP Operations Flows
- Wireline Non-Simple Port LSR/FOC Process -
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Inter-Service Provider LNP Operations Flows

- Main Porting Flow -
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Inter-Service Provider LNP Operations Flows

- Subscription Version Create Flow -
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Inter-Service Provider LNP Operations Flows
- Provisioning Without Unconditional 10-Digit Trigger -
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Inter-Service Provider LNP Operations Flows
- Conflict Flow For The Service Creation Provisioning Process -
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Inter-Service Provider LNP Operations Flows
- Cancellation Ack Missing from New Provider Provisioning Process -
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Inter-Service Provider LNP Operations Flows
- Disconnect Process For Ported Telephone Numbers -
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Inter-Service Provider LNP Operations Flows
- Cancel-Undo Process -
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Narratives:  Following are the textual descriptions of the Inter-Service Provider Local Number Portability (LNP) Operations Flows.  These Narratives (Version 4.2.1) provide a detailed description of each process step within the attached LNP Operations Flows (Version 4.2).









Legend:



Local Service Provider (LSP) = Any provider (e.g., voice provider, data provider) that administers and bills local exchange and related services for the End User.  The following terms identify LSPs with specific roles during the porting process:

· New Local Service Provider (NLSP) - The local provider of record following the completion of the porting process.

· Old Local Service Provider (OLSP) - The local provider of record prior to the porting process.



Network Service Provider (NSP) = Carrier that provides the facilities and switch/equipment components needed to make up an End User’s local telecommunications service.  The following terms identify NSPs with specific roles during the porting process:

· New Network Service Provider (NNSP) - The network provider of record following the completion of the porting process.

· Old Network Service Provider (ONSP) - The network provider of record prior to the porting process.



CSR = Customer Service Record

DSL = Digital Subscriber Loop

FOC = Firm Order Confirmation

FRS = Functional Requirements Specification

ICP = Inter-carrier Communication Process

IIS = Interoperability Interface Specifications

LSMS = Local Service Management System

LSR = Local Service Request

NPAC = Number Portability Administration Center

PSTN = Public Switched Telephone Network

SOA = Service Order Activation

SP = Service Provider

SV = Subscription Version

TN = Telephone Number

“via the SOA interface” = generic description for one of the following:  the SOA CMIP association, 

 	LTI, or contacting NPAC personnel

WPR = Wireless Port Request

WPRR = Wireless Port Request Response 






[bookmark: OLE_LINK1]NOTE:

Pursuant to FCC Order 07-188, released on November 8, 2007, and FCC Order 09-41, released on May 13, 2009, Local Number Portability (LNP) obligations are extended to interconnected Voice over Internet Protocol (VoIP) providers.  In paragraph 8 of FCC Order 09-41, the FCC ruled the following:

“Thus, we require all entities subject to our LNP rules, including interconnected VoIP providers and their numbering partners, to complete port requests for simple wireline-to-wireline and simple intermodal ports within one Business Day, unless a longer period is requested by the new provider or the customer elects otherwise.”



The North American Numbering Council (NANC) identifies three classes of interconnected VoIP providers, defined as follows:



1. Class 1:  A standalone interconnected VoIP provider that obtains numbering resources directly from the North American Numbering Plan Administrator (NANPA) and the Pooling Administrator (PA) and connects directly to the Public Switched Telephone Network (PSTN) (i.e., not through a PSTN Service Provider partner’s end office switch).  Class 1 standalone interconnected VoIP providers must follow the appropriate Wireline-Wireline/Intermodal Flows (Simple or Non-Simple, whichever is applicable) for the LNP provisioning process, serving as the New Network Service Provider (NNSP) or Old Network Service Provider (ONSP), whichever is applicable.



2. Class 2:  An interconnected VoIP provider that partners with a facilities-based Public Switched Telephone Network (PSTN) Service Providers to obtain numbering resources and connectivity to the PSTN via the Service Provider partner’s switch.  A Class 2 interconnected VoIP provider is not considered a reseller in the context of the FCC definition of a Simple Port (refer to FCC Order 07-188 and FCC Order 09-41 for Simple Port definition).  Class 2 interconnected VoIP providers must follow the appropriate Wireline-Wireline/Intermodal Flows (Simple or Non-Simple, whichever is applicable) for the LNP provisioning process, serving as the New Local Service Provider (NLSP) or Old Local Service Provider (OLSP), whichever is applicable.



3. Class 3:  A non-facilities-based reseller of interconnected VoIP services that utilizes the numbering resources and facilities of another interconnected VoIP provider (analogous to the “traditional” PSTN reseller).  A Class 3 interconnected VoIP provider is not considered a reseller in the context of the FCC definition of a Simple Port (refer to FCC Order 07-188 and FCC Order 09-41for Simple Port definition).  Class 3 interconnected VoIP providers must follow the appropriate Wireline-Wireline/Intermodal Flows (Simple or Non-Simple, whichever is applicable) for the LNP provisioning process, serving as the New Local Service Provider (NLSP) or Old Local Service Provider (OLSP), whichever is applicable.






NOTE:

The FCC has allowed that One Business Day porting must be implemented either within 9 months of the NANC report to the FCC, or for carriers which qualify, implemented within 15 months (FCC 09-41, para 12).  The Local Number Portability Administration Working Group (LNPA WG) provisioning flows and One Business Day definition require reciprocal implementation where carriers must only port-in at the interval which that carrier also ports-out. 



NOTE:

Service Providers are not precluded from exceeding the requirements set forth in the NANC LNP Provisioning Flows.  For example, no provider is required to allow activation on a non-Business Day (Saturday, Sunday or Old Service Provider Company-Defined Holiday).  However, a non-Business Day activation may be performed as long as both Service Providers agree and any Service Provider activating a port on a non-Business Day understands the porting out Service Provider may not have, and is not required to have, operational support available on days not defined as Business Days.  In 

agreeing to non-Business Day activations, the Old (porting out) Service Provider may require that the Local Service Request (LSR)/Firm Order Confirmation (FOC) and the New (porting in) Service Provider NPAC Create message be due-dated for the appropriate normal Business Day in order to ensure that the End User's service is maintained.




Port Type Determination



Figure 1



		Flow Step

		Description



		1. [bookmark: _Ref25393258]START: End User Contact with NLSP

			The process begins with an End User requesting service from the NLSP.

· It is assumed that prior to entering the provisioning process the involved NPA/NXX was opened for porting (If code is not open, refer to Inter-Service Provider LNP Operations Flows – Code Opening Process, Figure 16.).



		2. End User agrees to change to NLSP

			End User agrees to change to NLSP and requests retention of current telephone number (TN).



		3. [bookmark: _Ref25380485]NLSP obtains End User authorization

			NLSP obtains verifiable authority (e.g., Letter of Authorization – [LOA], third-party verification – [TPV], etc.) from End User to act as the official agent on behalf of the End User.  The OLSP cannot require a physical copy of the End User authorization to be provided before processing the Customer Service Request (CSR) or the port request.  The NLSP is responsible for demonstrating verifiable authority in the case of a dispute.



		4. Is this a Wireless-Wireless Port?

		· If Yes, go to Step 5.

· If No, go to Step 6.



		5. ICP – Service Provider Communication 

		· Inter-Service Provider LNP Operations Flows – Wireless ICP Process, Figure 2, Step 1.



		6. (Optional) NLSP requests CSR from OLSP

		· As an optional step, the NLSP requests a Customer Service Record (CSR) from the OLSP.  A service agreement between the NLSP and OLSP may or may not be required for CSR.

· NOTE:  CSRs are not available from wireless carriers.

· The Old SP shall not require the New SP to have previously obtained a CSR before they will accept an LSR from the New SP.  For those New SPs that choose not to obtain a CSR, they understand that there is heightened risk that their LSR may not be complete and accurate.  This is not intended to preclude those providers who provide an ordering GUI from including a step involving a real-time CSR pull within that process, as long as an alternate ordering process is available that does not require a CSR being pulled.

· CSRs, if requested and available, must be returned within 24 clock hours, unless otherwise negotiated between service providers, excluding weekends and Old Service Provider holidays.

· Any of the End User validation fields required by the Old SP on an incoming LSR must be available on the CSR, excluding End User requested and assigned password/PIN.

· Only passwords/PINs requested and assigned by the End User may be utilized as an End User validation field on an incoming LSR by the Old Network Service Provider/Old Local Service Provider.  Any service provider assigned password/PIN may not be utilized as a requirement in order to obtain a CSR.



		7. BROADBAND – (optional) Broadband/DSL Verification

		· Inter-Service Provider LNP Operations Flows – Broadband/DSL Verification Process, Figure 3, Step 1.



		8. Does NLSP consider this a Simple Port?

		· If Yes, go to Step 9.

· The New SP (the NLSP and/or the NNSP whichever is applicable) must make every reasonable effort to verify that the port request is in fact a Simple Port request, e.g., pulling a CSR if available, or asking the appropriate questions of the End User, etc.

· If No, go to Step 10.



		9. SIMPLE LSR-FOC – Service Provider Communication

		· [bookmark: OLE_LINK2][bookmark: OLE_LINK3]Inter-Service Provider LNP Operations Flows - Wireline Simple Port LSR/FOC Process, Figure 4, Step 1.



		10. NON-SIMPLE LSR-FOC – Service Provider Communication

		· Inter-Service Provider LNP Operations Flows - Wireline Non-Simple Port LSR/FOC Process, Figure 5, Step 1.



		11. MAIN – Main Porting Flow

		· Inter-Service Provider LNP Operations Flows – Main Porting Flow, Figure 6, Step 1.



		12. End

		






Wireless ICP Service Provider Communication



Figure 2



		Flow Step

		Description



		1. Is NLSP a Reseller?

			This is the entry point from the Inter-Service Provider LNP Operations Flows – Port Type Determination, Figure 1, Step 5.

	The NLSP determines if customer is porting all TN(s).

· If Yes, go to Step 2.

· If No, go to Step 3.



		2. NLSP sends WPR or WPR information to NNSP for resale service

		· NLSP (Reseller) sends a WPR (Wireless Port Request) or WPR information to the NNSP (may vary slightly depending on provider agreement between the involved service providers).

· For wireless to wireless service providers the WPR/WPRR (Wireless Port Request/Wireless Port Request Response) initial response time frame is 30 minutes.

· The due date for a TN ported in an NPA-NXX which has TNs already ported is no earlier than 2 business hours after a confirming WPRR receipt date/time or as currently determined by NANC.



		3. NNSP sends WPR to ONSP

		· The NNSP notifies the ONSP of the port request using the WPR.

· ICP response interval, currently set to 30 minutes, begins from acknowledgment being received by NNSP from ONSP, and not at the time the WPR is sent from the NNSP to the ONSP.



		4. Is a Type 1 wireless number involved?

		· If Yes, go to Step 5.

· If No, go to Step 7.



		5. NON-SIMPLE LSR-FOC – Service Provider Communication

		· Inter-Service Provider LNP Operations Flows - Wireline Non-Simple Port LSR/FOC Process, Figure 5, Step 1.



		6. Return to Figure 1

		· Return to Port Type Determination flow Figure 1, Step 5.



		7. Is OLSP a Reseller?

		· If Yes, go to Step 8.

· If No, go to Step10.



		8. ONSP sends WPR or WPR information to OLSP

		· The ONSP notifies the OLSP of the port request using the WPR or WPR information.



		9. OLSP sends WPRR or WPRR information to ONSP

		· The OLSP sends the ONSP the WPRR or WPRR information.



		10. ONSP sends WPRR to NNSP

		· ONSP sends the WPRR to the NNSP.

· IC terminates upon receipt of WPRR by NNSP.



		11. Is NLSP a Reseller?

		· If Yes, go to Step 12.

· If No, go to Step 13.



		12. NNSP forwards WPRR or WPRR information to NLSP

		· The NNSP sends the WPRR or WPRR information to the NLSP.



		13. Is WPRR a Delay?

		· If Yes, go to Step 14.

· If No, go to Step 15.



		14. Is OLSP a Reseller?

		· If Yes, go to Step 9.

· If No, go to Step 10.



		15. Is WPRR confirmed?

		· If Yes, go to Step 17.

· If No, go to Step 16 – WPRR must be a Resolution Required.



		16. WPRR is a resolution response

		· Return to Step 1.



		17. Return to Figure 1

		· Return to Port Type Determination flow Figure 1, Step 5.










Broadband/DSL Verification Process

(optional)

Figure 3



		Flow Step

		Description



		1. Has it been determined that broadband/DSL is on the line?

		· If Yes, go to Step 6.

· If No, go to Step 2.



		2. Is broadband/DSL service required for new voice service?

		· If Yes, go to Step 3.

· If No, go to Step 10.



		3. NLSP notifies End User to acquire new broadband/DSL service

		· End User could obtain broadband/DSL service from NLSP, if available, or from another service provider.



		4. NLSP awaits End User response providing broadband/DSL service due date.

		· This is to ensure that End User has obtained the broadband/DSL service that is necessary for their new voice service.



		5. NLSP continues Port Request with LSR due date on or after broadband/DSL service due date

		· This is to ensure that new broadband/DSL service is available when the port is activated in order for End User to have voice service.



		6. Does End User wish to retain existing broadband/DSL service?

		· If Yes, go to Step 7.

· If No, go to Step 2.



		7. Does OLSP offer standalone broadband/DSL service?

		· If Yes, go to Step 9.

· If No, go to Step 8.



		8. NLSP notifies End User to acquire new broadband/DSL service if desired.

		· Go to Step 2.



		9. Does OLSP automatically convert End User to standalone broadband/DSL service?

		· If Yes, go to Step 10.

· If No, go to Step 8.



		10. Return to Figure 1

		· Return to Port Type Determination flow Figure 1, Step 7.






Wireline Simple Port LSR/FOC Process



Figure 4



		Flow Step

		Description



		1. Is NLSP a Class 2 or Class 3 Interconnected VoIP Provider?

		· If Yes, go to Step 2.

· If No, go to Step 3.



		2. [bookmark: _Ref25380517]NLSP sends LSR or LSR information to NNSP for the Interconnected VoIP service 

			NLSP sends an LSR or LSR Information to the NNSP fulfilling all requirements of any service agreement between the involved service providers.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF). 



		3. NNSP sends LSR to ONSP

		· The NNSP notifies the ONSP of the port using the LSR and sends the information via an electronic gateway, FAX, email, or manual means.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).



NOTE:  The New SP (the NLSP and/or the NNSP whichever is applicable) must make every reasonable effort to verify that the port request is in fact a Simple Port request, e.g., pulling a CSR if available, or asking the appropriate questions of the End User, etc.



		4. [bookmark: _Ref30411021]Is OLSP a Class 2 or Class 3 Interconnected VoIP Provider?

		· If Yes, go to Step 5

· If No, go to Step 7



		5. [bookmark: _Ref25380555]Notify Provider – (conditional) ONSP sends LSR or LSR information to OLSP (Figure 8)

		· (conditional, based on any service agreement between the involved service providers) – ONSP sends an LSR, LSR Information to the OLSP) fulfilling all requirements.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).

· Communication between the ONSP and the OLSP with regard to the port must not delay the validation or processing of the port request.



		6. (conditional) OLSP sends FOC or FOC information to ONSP

		· (conditional, based on any service agreement between the involved service providers) – The OLSP notifies the ONSP of the port using the FOC and sends the information via an electronic gateway, FAX, email, or other means.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.

· Communication between the ONSP and the OLSP with regard to the port must not delay the validation or processing of the port request.



		7. Does ONSP agree this is a Simple Port?

		· If Yes, go to Step 13.

· If No, go to Step 8.



		8. Is the LSR complete and accurate?

		· If Yes, go to Step 9.

· If No, go to Step 11.



		9. [bookmark: _Ref30411101]Will the ONSP FOC current LSR with a different Due Date?

		· If Yes, go to Step 10.

· If No, go to Step 11.





		10. ONSP sends FOC with appropriate Due Date for Non-Simple Port to NNSP

		· ONSP sends the Firm Order Confirmation (FOC, local response) with the appropriate Due Date for Non-Simple Port to the NNSP for the porting LSR.

· For wireline-to-wireline ports, and ports between wireline and wireless service providers, the following requirements apply for the interval to respond to an LSR:

If the New SP-requested due date is 1-2 Business Days after LSR receipt, the Firm Order Confirmation (FOC) or Reject (whichever is applicable) is due within 4 hours.  Refer to the attached chart for LSR Response Due Time:








If the New SP-requested due date is 3 or more Business Days after LSR receipt, the Firm Order Confirmation (FOC) or Reject (whichever is applicable) is due within 24 clock hours, excluding weekends and Old Service Provider-defined holidays.



In instances where the LSR indicates the port request is Non-Simple based on the current FCC definition and rule for a Simple Port, the Old SP must return a FOC or appropriate response within 24 clock hours, excluding weekends and Old Service Provider-defined holidays.

· It is the responsibility of the ONSP to contact the NNSP if the ONSP is unable to meet the required interval for transmitting the FOC.  If the FOC is not received by the NNSP within the required interval, then the NNSP may contact the ONSP.

· The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.



		11. ONSP rejects LSR back to NNSP.

		· The ONSP has determined that this is a Non-Simple Port request and does not FOC with a Due Date that is appropriate for a Non-Simple Port.  As a result, the ONSP rejects the LSR back to the NNSP in the appropriate timeframe indicated in Step 10.



		12. NON-SIMPLE LSR-FOC – Service Provider Communication

		· Inter-Service Provider LNP Operations Flows - Wireline Non-Simple Port LSR/FOC Process, Figure 5, Step 1.



		13. [bookmark: _Ref29457578]Is the LSR complete and accurate?

		· If Yes, go to Step 15.

· If No, go to Step 14.



		14. ONSP rejects LSR to NNSP.

		· ONSP sends a Reject Notification to the NNSP due to insufficient data on the LSR.

· Return to Figure 4, Step 1.



		15. ONSP sends FOC confirming Simple Port Request to NNSP.

		· ONSP sends the Firm Order Confirmation (FOC, local response) to the NNSP for the porting LSR.

· For wireline to wireline ports, and ports between wireline and wireless service providers, the following requirements apply for the interval to respond to an LSR:

If the New SP-requested due date is 1-2 Business Days after LSR receipt, the Firm Order Confirmation (FOC) or Reject (whichever is applicable) is due within 4 hours.  Refer to the attached chart for LSR Response Due Time: 








If the New SP-requested due date is 3 or more Business Days after LSR receipt, the Firm Order Confirmation (FOC) or Reject (whichever is applicable) is due within 24 clock hours, excluding weekends and Old Service Provider-defined holidays.



[bookmark: OLE_LINK4][bookmark: OLE_LINK5]In instances where the LSR indicates the port request is Non-Simple based on the current FCC definition and rule for a Simple Port, the Old SP must return a FOC or appropriate response within 24 clock hours, excluding weekends and Old Service Provider-defined holidays.

· The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.



		16. Is NLSP a Class 2 or Class 3 Interconnected VoIP Provider?

		· If Yes, go to Step 17.

· If No, go to Step 18.



		17. NNSP sends FOC or FOC information to NLSP.

		· NNSP sends FOC or FOC Information to NLSP fulfilling all requirements of any service agreement between the involved service providers.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  





		18. Return to Figure 1

		· Return to Port Type Determination flow Figure 1, Step 9.








Wireline Non-Simple Port LSR/FOC Process



Figure 5



		Flow Step

		Description



		1. Is End User porting all TNs?

			The NLSP determines if customer is porting all TN(s).

· If Yes, go to Step 3.

· If No, go to Step 2.



		2. NLSP notes “Not all TNs are being ported” in the remarks section of LSR

			The NLSP makes a note in the remarks section of the LSR to identify that the End User is not porting all TN(s).  This can affect the due date interval due to account rearrangements necessary prior to service order issuance.



		3. Is NLSP a Reseller or Class 2 or 3 Interconnected VoIP Provider?

		· If Yes, go to Step 4.

· If No, go to Step 5.



		4. NLSP sends LSR or LSR information to NNSP for resale or VoIP Interconnection service

		· NLSP (Reseller or Class 2 or 3 Interconnected VoIP Provider) sends an LSR or LSR Information to the NNSP fulfilling all requirements of any service agreement between the involved service providers.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).



		5. NNSP sends LSR to ONSP

		· The NNSP notifies the ONSP of the port using the LSR and sends the information via an electronic gateway, FAX, email, or manual means.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).



		6. Has the ONSP determined the LSR is incomplete or inaccurate?

		· If Yes, go to Step 7.

· If No, go to Step 8.



		7. ONSP rejects LSR back to NNSP

		· ONSP sends a Reject Notification to the NNSP due to insufficient or inaccurate data on the LSR.

· Return to Figure 5, Step 1.



		8. Is OLSP a Reseller or Class 2 or 3 Interconnected VoIP Provider or is a Type 1 wireless number involved?

		· If Yes, go to Step 9.

· If No, go to Step 13.



		9. Notify Provider – (conditional) ONSP sends LSR, LSR information, to OLSP

		· (conditional, based on any service agreement between the involved service providers) – ONSP sends an LSR, LSR Information to the OLSP (Reseller or Class 2 or 3 Interconnected VoIP Provider or if a Type 1 number is involved) fulfilling all requirements.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).

· Communication between the ONSP and the OLSP with regard to the port must not delay the validation or processing of the port request.

· Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification – Figure 8.



		10. Has the OLSP determined the LSR is incomplete or inaccurate?

		· If Yes, go to Step 11.

· If  No, go to Step 12.



		11. OLSP rejects LSR back to ONSP

		· OLSP sends a Reject Notification to the ONSP due to insufficient or inaccurate data on the LSR.

· Return to Figure 5, Step 1.



		12. (conditional) OLSP sends FOC or FOC information to ONSP

		· (conditional, based on any service agreement between the involved service providers) – The OLSP notifies the ONSP of the porting using the FOC and sends the information via an electronic gateway, FAX, email, or other means.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.

· Communication between the ONSP and the OLSP with regard to the port must not delay the validation or processing of the port request.



		13. ONSP sends FOC to NNSP

		· ONSP sends the Firm Order Confirmation (FOC, local response) to the NNSP for the porting LSR.

· For wireline to wireline service providers, and between wireline and wireless service providers, the requirement is that the FOC is returned within 24 clock hours, excluding weekends and Old Service Provider-defined holidays.  It is the responsibility of the ONSP to contact the NNSP if the ONSP is unable to meet the 24 clock hour requirement (excluding weekends and Old Service Provider-defined holidays) for transmitting the FOC.  If the FOC is not received by the NNSP within 24 clock hours (excluding weekends and Old Service Provider-defined holidays), then the NNSP may contact the ONSP.

· It is assumed that the porting interval is not in addition to intervals for other requested services (e.g., unbundled loops) related to the porting request.  The interval becomes the longest single interval required for the services requested.

· The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.



		14. Is NLSP a Reseller or Class 2 or 3 Interconnected VoIP Provider?

		· If Yes, go to Step 15.

· If No, go to Step 16.



		15. NNSP forwards FOC or FOC information to NLSP

		· NNSP forwards FOC or FOC Information to NLSP fulfilling all requirements of any service agreement between the involved service providers.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.



		16. Return to Figure 1

		· Return to Port Type Determination flow Figure 1, Step 10.








Main Porting Flow



Figure 6



		Flow Step

		Description



		1. Are NNSP and ONSP the same SP?

		· If Yes, go to Step 2.

· If No, go to Step 4.



		2. Is NPAC processing required?

		· If Yes, go to Step 3.

· If No, go to Step14.



		3. Perform intra-provider port or modify existing SV

			SP enters intra-provider SV create data into the NPAC via the SOA interface for porting of End User in accordance with the NANC FRS and the NANC IIS.  Upon completion of intra-provider port, Return to Port Type Determination flow Figure 1, Step 11.



		4. NNSP coordinates all porting activities

			The NNSP must coordinate porting timeframes with the ONSP, and both provide appropriate messages to the NPAC.  Upon completion of the LSR/FOC or ICP Process, and when ready to initiate service orders, go to Step 5.



		5. NNSP and ONSP create and process service orders

			Upon completion of the LSR/FOC or ICP Process, the NNSP and ONSP create and process service orders through their internal service order systems, based on information provided in the LSR/FOC or WPR/WPRR.



		6. Create – Service Provider Port Request

		· Inter-Service Provider LNP Operations Flows – Subscription Version Create Flow, Figure 7.



		7. Was port request canceled?

			The port can be canceled by the ONSP, the NNSP, or automatically by an NPAC process.

	If Yes, go to Step 12.

	If No, go to Step 8.



		8. Did ONSP place the order in Conflict?

			Check Concurrence Flag.
If concurred, the ONSP agrees to the port.
If not concurred, a conflict cause code as defined in the FRS, is designated.  ONSP makes a concerted effort to contact NNSP prior to placing SV in conflict.

· For wireline Simple Ports, the conflict request can be initiated up to the later of a.) the tunable time (Simple Port Conflict Restriction Window, current value of 9:00pm in the predominate time zone of the NPAC region where the number is being ported) one Business Day before the Due Date or b.) the T2 Timer (Final Concurrence Window tunable parameter) has expired.

· For wireline Non-Simple Ports, the conflict request can be initiated up to the later of a.) the tunable time (Conflict Restriction Window, current value of 12:00pm) one Business Day before the Due Date or b.) the T2 Timer (Final Concurrence Window tunable parameter) has expired.

	For wireless SPs using short timers for this SV, the conflict request can be initiated up to the time the T2 Timer (Final Concurrence Window tunable parameter) has expired.

	If Yes, go to Step 11.

	If No, go to Step 9.



		9. NNSP coordinates physical changes with ONSP

			The NNSP has the option of requesting a coordinated order.  This is also the re-entry point from the Inter-Service Provider LNP Operations Flows – Conflict Flow for the Service Creation Provisioning Process, tie point BB, Figure 11.

	If coordination is requested on the LSR, an indication of Yes or No for the application of a 10-digit trigger is required.  If No coordination indication is given, then by default, the 10-digit trigger is applied if technically feasible.  If the NNSP requests a coordinated order and specifies ‘No’ on the application of the 10-digit trigger, the ONSP uses the 10-digit trigger at its discretion.



		10. Is the unconditional 10 digit trigger being used or does ONSP query on every call?

			The unconditional 10-digit trigger is assigned to a number on a donor switch during the transition period when the number is physically moved from donor switch to recipient switch.  During this period it is possible for the TN to reside in both donor and recipient switches at the same time.

· For both Simple and Non-Simple Ports, the ONSP must deploy the 10-digit trigger in the donor switch, if technically feasible, or monitor the NPAC for activation in order to trigger the disconnect, or carriers perform a database query for every call origination.

	A 10-digit trigger is applied by the ONSP no later than 11:59pm the day prior to the due date.

	The unconditional 10-digit trigger may be applied by the NNSP.

	If Yes, go to Inter-Service Provider LNP Operations Flows - Provisioning with Unconditional 10-Digit Trigger - tie point AA, Figure 10.

	If No, go to Inter-Service Provider LNP Operations Flows - Provisioning without Unconditional 10-digit Trigger - tie point A, Figure 9.



		11. NPAC logs request to place the order in conflict, including cause code

			Go to Inter-Service Provider LNP Operations Flows - Conflict Flow for the Service Creation Provisioning Process - tie point B, Figure 11.



		12. Notify Provider – NPAC notifies NNSP and ONSP that port is canceled

			Upon cancellation, NPAC logs this information, and changes the subscription status to canceled.  Both SPs are notified of the change in the subscription status via the SOA interface.

	For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.

	Both SPs take appropriate action related to internal work orders.



		13. Notify Provider – (conditional) ONSP sends loss notification to OLSP

		· (conditional, , based on any service agreement between the involved service providers) – A loss notification may be sent to the OLSP.  The specific timing will be based on the requirements of any service agreement between the involved service providers.  It is necessary for the OLSP to terminate the End User’s service for the ported TN(s) after the port is completed.

· Communication between the ONSP and the OLSP with regard to the port must not delay the validation or processing of the port request

· This is also the re-entry point from various flows, tie point Z.



		14. Return to Figure 1

		· Return to Port Type Determination flow Figure 1, Step 11.








Subscription Version Create Flow



Figure 7



		Flow Step

		Description



		1. [bookmark: _Ref35659795]NNSP and ONSP Notify NPAC with Create message



			Due date of the SV Create message is the due date on the FOC, where wireline due date equals date and time normalized to 00:00:00, and wireless due date equals date and time.  For porting between wireless and wireline, the wireline due date format applies.  Any change of due date in the NPAC must be a result of a change in the FOC due date.  Exceptions may be made upon agreement between the porting parties (NNSP and ONSP).

	SPs enter SV data into the NPAC via the SOA interface for porting of End User in accordance with the NANC FRS and the NANC IIS.

	The NPAC/SMS expects to receive matching SV Create messages from the ONSP and the NNSP when facilitating porting of a telephone number.  However, to prevent the possibility of the ONSP unnecessarily delaying a port, two timers were developed and referred to as T1 and T2.  If the ONSP does not send a matching SV create message (indicating either concurrence or conflict) to the NPAC, once both the T1 and T2 timers expire the NNSP can proceed with porting the telephone number on the FOC due date (SV Due Date).  Exceptions may be made upon agreement between the porting parties (NNSP and ONSP) allowing earlier activation.

While some service providers choose not to send the concurring SV Create, but rather allow the timers to expire, the LNPA Working Group concludes that all service providers should send the matching SV Create messages to the NPAC/SMS.  This will facilitate expeditious porting of telephone numbers and is more efficient than merely allowing timers to expire.  The increased efficiency is especially beneficial in meeting the FCC mandated 1-day interval for Simple Ports.

[Note that the order in which the ONSP and NNSP Create messages arrive at the NPAC/SMS is immaterial.]

	With regard to the population of the Due Time on the NNSP and ONSP NPAC Create messages, current industry practices for both Mechanized SOA and Low Tech Interface (LTI) users will be maintained for Simple Ports.

The NNSP may not activate a port before midnight (00:00:00) local time of the FOC due date (SV Due Date) unless it has been verified with the ONSP that the port could be activated early without impacting the customer's service, or an earlier due date has been agreed to between the porting parties (ONSP and NNSP).  Failing to verify first that the ONSP has completed all necessary steps in the port-out process, e.g., established the 10-Digit Unconditional Trigger, resolved any order fallout in systems, etc., could result in the customer's service being negatively impacted, such as inability to receive all of their calls.



		2. Is Create message valid?

			NPAC validates data to ensure value formats and consistency as defined in the FRS.  This is not a comparison between NNSP and ONSP messages.

	If Yes, go to Step 4.  If this is the first valid create message, the T1 Timer (Initial Concurrence Window tunable parameter) is started.  SV Create Notifications are sent to both the ONSP and NNSP.

	If No, go to Step 3.



		3. [bookmark: _Ref35659778]NPAC notifies appropriate Service Provider that create message is invalid

			If the data is not valid, the NPAC sends error Notification to the SP for correction.

	The SP, upon Notification from the NPAC, corrects the data and resubmits to the NPAC.  Re-enter at Step 1.



		4. [bookmark: _Ref35659759]NPAC starts T1 timer

			Upon receipt of the first valid create message, the NPAC starts the T1 Timer (Initial Concurrence Window tunable parameter).  The value for the T1 Timer is configurable (one of three values) for SPs.  Wireline and Intermodal ports will use either long or medium timers.  The current value for the long timer (typically any wireline-involved Non-Simple porting) is nine (9) NPAC business hours.  The current value for the medium timer (typically any wireline-involved Simple porting) is three (3) NPAC business hours.  The current value for the short timer (typically wireless-to-wireless porting) is one (1) NPAC business hour.



		5. [bookmark: _Ref35659874]T1 expired?

			Short business hours (for wireline-involved Non-Simple porting) are defined as 7a-7p CT Monday through Friday, excluding NPAC-defined Holidays (Business Day start at 13:00/12:00 GMT, duration of 12 hours).

· Medium business hours (for wireline-involved Simple porting) are defined as 7a-12a Monday through Friday, excluding NPAC-defined Holidays in the predominant time zone for each NPAC region (Business Day start at NE/MA/SE [eastern time zone] 12:00/11:00 GMT, MW/SW/Canadian [central time zone] 13:00/12:00 GMT, WE [mountain time zone] 14:00/13:00 GMT, WC [west coast time zone] 15:00/14:00 GMT, duration of 17 hours).

· Long business hours (for wireless-to-wireless porting) are planned for 9a-9p in the predominant time zone for each NPAC region (Business Day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).

· Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.

	If Yes, go to Step 10.

	If No, go to Step 6.



		6. [bookmark: _Ref35659830]Received Second Create?

			If Yes, go to Step 7.

	If No, return to Step 5.



		7. [bookmark: _Ref35659855]Is Create message valid?

			If Yes, go to Step 8.

	If No, go to Step 9.



		8. [bookmark: _Ref35677310]Return to Figure 6

			The porting process continues.

	Return to Main Porting Flow Figure 6, Create Process, Step 6.



		9. [bookmark: _Ref35677322]NPAC notifies appropriate Service Provider that Create message is invalid

			The NPAC informs the SP of an invalid create.  If necessary, the notified Service Provider coordinates the correction.

· Return to Step 5.



		10. [bookmark: _Ref35659816]NPAC notifies NNSP and ONSP that T1 has expired, and then starts T2 Timer

			The NPAC informs the NNSP and ONSP of the expiration of the T1 Timer.

	Upon expiration, the NPAC starts the T2 Timer (Final Concurrence Window tunable parameter).



		11. [bookmark: _Ref35677423]T2 Expired?

			The NPAC provides a T2 Timer (Final Concurrence Window tunable parameter) that is defined as the number of hours after the expiration of the T1 Timer.

	The value for the T2 Timer is configurable (one of three values) for SPs.  Wireline and Intermodal ports will use either long or medium timers.  The current value for the long timer (typically any wireline-involved Non-Simple porting) is nine (9) NPAC business hours.  The current value for the medium timer (typically any wireline-involved Simple porting) is three (3) NPAC business hours.  The current value for the short timer (typically wireless-to-wireless porting) is one (1) NPAC business hour.

	Short business hours (for wireline-involved Non-Simple porting) are defined as 7a-7p CT Monday through Friday, excluding NPAC-defined Holidays (Business Day start at 13:00/12:00 GMT, duration of 12 hours).

	Medium business hours (for wireline-involved Simple porting) are defined as 7a-12a Monday through Friday, excluding NPAC-defined Holidays in the predominant time zone for each NPAC region (Business Day start at NE/MA/SE [eastern time zone] 12:00/11:00 GMT, MW/SW/Canadian [central time zone] 13:00/12:00 GMT, WE [mountain time zone] 14:00/13:00 GMT, WC [west coast time zone] 15:00/14:00 GMT, duration of 17 hours).

	Long business hours (for wireless-to-wireless porting) are planned for 9a-9p in the predominant time zone for each NPAC region (Business Day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).

	Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.

	If Yes, go to Step 15.

	If No, go to Step 12.



		12. [bookmark: _Ref35677385]Receives Second Create?

			If Yes, go to Step 13.

	If No, return to Step 11.



		13. [bookmark: _Ref35677407]Is Create message valid?

			If Yes, go to Step 19.

	If No, go to Step 14.



		14. [bookmark: _Ref35677498]NPAC notifies appropriate service provider that Create message is invalid

			The NPAC notifies the service provider that errors were encountered during the validation process.

	Return to Step 11.



		15. [bookmark: _Ref35677367]Did NNSP send Create?

			If Yes, go to Step 20.

	If No, go to Step 16.



		16. [bookmark: _Ref35677961]NPAC notifies NNSP and ONSP that T2 has expired

			The NPAC notifies both NNSP and ONSP of T2 expiration.



		17. [bookmark: _Ref35677981]Has cancel window for pending SVs expired?

			If Yes, go to Step 18.

	If No, return to Step 12.



		18. [bookmark: _Ref35678032]Notify Provider – NPAC notifies NNSP and ONSP that port is canceled 

			The SV is canceled by NPAC by tunable parameter (30 days).  Both SPs take appropriate action related to internal work orders.

	For the Notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type1 Notification, Figure 8.



		19. [bookmark: _Ref35677523]Return to Figure 6

			Return to Main Porting Flow Figure 6, Create Process, Step 6.



		20. [bookmark: _Ref35677923]NPAC notifies ONSP that porting proceeds under the control of the NNSP

			A Notification message is sent to the ONSP noting that the porting is proceeding in the absence of any message from the ONSP.








Reseller/Interconnected VoIP Provider/Type 1 Notification Flow



Figure 8



		Flow Step

		Description



		1. Is OLSP a Reseller or a Class 2 or 3 Interconnected VoIP Provider or is a Type 1 wireless number involved?

			If Yes, go to Step 2.

	If No, go to Step 4.



		2. [bookmark: _Ref29458297]Does OLSP need message?

			If Yes, go to Step 3.

	If No, go to Step 4.



		3. [bookmark: _Ref29458324]ONSP sends or provides information and/or message to OLSP

			NSP (Network Provider) sends or provides information and/or message to the OLSP (Reseller or Class 2/3 Interconnected VoIP Provider or wireline provider providing Type 1 arrangement) fulfilling all requirements of any service agreement between the involved service providers.



		4. [bookmark: _Ref29458308]Is NLSP a Reseller or Class 2 or 3 Interconnected VoIP Provider?

			If Yes, go to Step 5.

	If No, go to Step 7.



		5. [bookmark: _Ref29458366]Does NLSP need message?

			If Yes, go to Step 6.

	If No, go to Step 7.



		6. [bookmark: _Ref29458387]NNSP sends or provides information and/or message to NLSP

			NSP (Network Provider) sends or provides information and/or message to the NLSP (Reseller or Class 2 or 3 Interconnected VoIP Provider) fulfilling all requirements of any service agreement between the involved service providers.



		7. [bookmark: _Ref29458375]Return

			Return to previous flow.








Provisioning Without Unconditional 10-Digit Trigger



Flow A, Figure 9



		Flow Step

		Description



		NOTE:  Steps 1 and 2 are worked concurrently.



		1.	NNSP activates port (locally)

			This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Porting Flow, tie point A, Figure 6.

	The Wireline NNSP activates its own switch translations.

	As an optional step, the Wireless NNSP activates its own switch/HLR configuration including assignment of Mobile Station Identifier (MSID).



		NOTE:  Steps 2 and 3 may be worked concurrently.



		2. NNSP and ONSP make physical changes (where necessary)

			Wireline physical changes may or may not be coordinated.  Coordinated physical changes are based on inter-connection agreements between the involved service providers.

	Mobile Station (handset) changes are completed.

	The NNSP is now providing dial tone to ported End User.



		3. NNSP notifies NPAC to activate the port

			The NNSP sends an activate message to the NPAC via the SOA interface.

	No NPAC SV may activate before the FOC due date/time.  Unless otherwise agreed to between both porting parties (ONSP and NNSP) the SV Due Date is the FOC due date agreed upon between the ONSP and NNSP.

	If not done in Step 1 above, the Wireless NNSP activates its own switch/HLR configuration including assignment of Mobile Station Identifier (MSID).



		NOTE:  Steps 4, 5, 6, and 7 may be concurrent, but at a minimum should be completed ASAP.



		4. NPAC downloads (real time) to all service providers

			The NPAC broadcasts new SV data to all SP LSMSs in the serving area in accordance with the NANC FRS and NANC IIS.  The Service Control Point (SCP) Applications and Global Title Translations (GTT) Function for Number Portability requirements are defined by T1S1.6.



		5. NPAC records date and time in history file

			The NPAC records the current date and time as the Activation Date and Time stamp, at the start of the broadcast.  The Activation Complete Timestamp is based on the first LSMS that successfully acknowledged receipt of new SV.



		6. ONSP removes translations in the switch/HLR

			The Wireline ONSP initiates the removal of translations either at designated Due Date and Time, or if the order was designated as coordinated, upon receipt of a call from the NNSP.

	The Wireless ONSP initiates the removal of the subscriber record from the switch/HLR after the activation of the port.

	It is necessary for the OLSP to terminate the End User’s service for the ported TN(s) after the port is completed.



		7. NPAC logs failures and non-responses and notifies the NNSP and ONSP

			The NPAC resends the activation to an LSMS that did not acknowledge receipt of the request, based on the retry tunable and retry interval.  The number of NPAC SMS attempts to send is a tunable parameter for which the current setting is one (1) attempt, in which case no retry attempts are performed.  Once this cycle is completed, NPAC personnel, when requested, investigate possible problems.  In addition, the NPAC sends a Notification via the SOA interface to both NNSP and ONSP with a list of LSMSs that failed activation.



		8. All service providers update routing databases (real time download)

			This is an internal process and is performed in accordance with the Service Control Point (SCP) Applications and GTT Function for Number Portability requirements as defined by ATIS T1S1.6 (within 15 minutes).



		9. NNSP may verify completion

			The NNSP may make test calls to verify that calls to ported numbers complete as expected.



		Z.  End

			Return to Main Porting Flow, tie point Z, Figure 6.






Provisioning With Unconditional 10-Digit Trigger



Flow AA, Figure 10



		Flow Step

		Description



		1. ONSP activates unconditional 10 digit trigger in the switch

			This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Porting Flow, tie point AA, Figure 6.

· For both Simple and Non-Simple Ports, the wireline ONSP must deploy the 10-digit trigger in the donor switch, if technically feasible, or monitor the NPAC for activation in order to trigger the disconnect, or carriers perform a database query for every call origination.

	A 10-digit trigger is applied by the ONSP no later than 11:59pm the day prior to the due date.

	The unconditional 10-digit trigger may optionally be applied by the NNSP.



		NOTE:  Steps 2 and 3 may be worked concurrently.



		2. NNSP activates switch translations

			The NNSP activates its own switch translations.



		3. NNSP and ONSP make physical changes (where necessary)

			Any physical work or changes are made by either NNSP or ONSP, as necessary.

	Physical changes may or may not be coordinated.  Coordinated physical changes are based on inter-connection agreements between the involved service providers.

· The NNSP is now providing dial-tone to ported in user



		4. NNSP notifies NPAC to activate the port

			The NNSP sends an activate message via the SOA interface to the NPAC.

	No NPAC SV may activate before the FOC due date/time.  Unless otherwise agreed to between both porting parties (ONSP and NNSP) the SV Due Date is the FOC due date agreed upon between the ONSP and NNSP.



		NOTE:  Steps 5, 6, and 7 may be concurrent, but at a minimum should be completed ASAP.



		5. NPAC downloads (real time) to all service providers

			The NPAC broadcasts new SV data to all SPs in the serving area in accordance with the NANC FRS and NANC IIS. The Service Control Point (SCP) Applications and GTT Function for Number Portability requirements are defined by T1S1.6.



		6. NPAC records date and time in history file

			The NPAC records the current date and time as the Activation Date and Time stamp, at the start of the broadcast.  The Activation Complete Timestamp is based on the first LSMS that successfully acknowledged receipt of new subscription version.



		7. NPAC logs failures and non-responses and notifies the NNSP and ONSP

			The NPAC resends the activation to a Local SMS that did not acknowledge receipt of the request, based on the retry tunable and retry interval.  The number of NPAC attempts to send is a tunable parameter for which the current setting is one (1) attempt, in which case no retry attempts are performed.  Once this cycle is completed NPAC personnel, when requested, investigate possible problems.  In addition, the NPAC sends a Notification via the SOA interface to both the NNSP and ONSP with a list of LSMSs that failed activation.



		8. All service providers update routing data (real time download)

			This is an internal process and is performed in accordance with the Service Control Point (SCP) Applications and GTT Function for Number Portability requirements as defined by ATIS T1S1.6 (within 15 minutes).



		9. ONSP removes appropriate translations

			After update of its databases the ONSP removes translations associated with the ported TN(s).  The removal of these translations (1.) will not be done until the old Service Provider has evidence that the port has occurred, or (2.) will not be scheduled earlier than 11:59 PM one day after the due date, or (3.) will be scheduled for 11:59 PM on the due date, but can be changed by an LSR supplement received no later than 9:00 PM local time on the due date.  This LSR supplement must be submitted in accordance with local practices governing LSR exchange, including such communications by telephone, fax, etc.

	It is necessary for the OLSP to terminate the End User’s service for the ported TN(s) after the port is completed.



		10. NNSP may verify completion

			The NNSP may make test calls to verify that calls to ported numbers complete as expected.



		Z.  End

			Return to Main Porting Flow, tie point Z, Figure 6.
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Conflict Flow For The Service Creation Provisioning Process



Flow B, Figure 11



		Flow Step

		Description



		1. Is conflict restricted?

			The conflict flow is entered through the Provisioning process flow (Main Porting Flow) through tie point (B), Figure 6, when the ONSP enters a concurrence flag of “No”, and designates a conflict cause code.

	Conflict is restricted (i.e., SV may not be placed into conflict by the ONSP) if one of the following:

	The ONSP previously placed the subscription into conflict, or

	The ONSP never sent a create message for this subscription, or

	The request was initiated too late:

	For wireline Simple Ports, the request was initiated after the tunable time (Simple Port Conflict Restriction Window, current value of 9:00pm in the predominate time zone of the NPAC region where the number is being ported) one Business Day before the Due Date and T2 Timer (Final Concurrence Window tunable parameter) has expired.

	For wireline Non-Simple Ports, the request was initiated after the tunable time (Conflict Restriction Window, current value of 12:00) one Business Day before the Due Date and T2 Timer (Final Concurrence Window tunable parameter) has expired.

	For wireless SPs using short timers for this SV, the request was initiated after the T2 Timer (Final Concurrence Window tunable parameter) has expired.

	If Yes, go to Step 2.

	If No, go to Step 3.



		2. [bookmark: _Ref29380522]NPAC rejects the conflict request

			NPAC notifies SP of rejection.

	The porting process resumes as normal, proceeding to the Provisioning process flow (Main Porting Flow) at tie point BB, Figure 6.



		3. [bookmark: _Ref25318962]Notify Provider – NPAC changes the subscription status to conflict and notifies NNSP and ONSP

			For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.

	Both SPs take appropriate action related to internal work orders.

	SVs may be modified while in the conflict state (e.g., due date), by either the NNSP or ONSP.



		4. NNSP contacts ONSP to resolve conflict.  If no agreement is reached, begin normal escalation

			The escalation process is defined in the inter-company agreements between the involved service providers.



		5. Was conflict resolved within conflict expiration window?

			From the time an SV is placed in conflict, there is a tunable window (Conflict Expiration Window, current value of 30-calendar day limit after the due date) after which it is removed from the NPAC database.  If it is resolved within the tunable window, go to Step 7; if not, the subscription request will “time out” and go to Step 6.



		6. [bookmark: _Ref34568203]Notify Provider – NPAC initiates cancellation and notifies NNSP and ONSP 

			For the Notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure8.

	Both SPs take appropriate action related to internal work orders.



		7. [bookmark: _Ref29381356]Was port request canceled to resolve conflict?

			Conflict resolution initiates one of two actions:  1) cancellation of the subscription, or 2) resumption of the service creation provisioning process.  If the conflict is resolved by cancellation of the subscription, then proceed to the Cancellation Flows for Provisioning Process through tie point C, Figure 12.  If the conflict is otherwise resolved, go to Step 8.



		8. [bookmark: _Ref34568268]Was resolution message from ONSP?

			If Yes, go to Step 9.

	If No, go to Step 10.



		9. [bookmark: _Ref32734224]Notify Provider – NPAC notifies the NNSP and ONSP of “conflict off” via SOA

			For the Notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.

	NPAC notifies both SPs of the change in SV status.  The porting process resumes as normal, proceeding to the Provisioning process flow (Main Porting Flow) at tie point BB, Figure 6.



		10. [bookmark: _Ref25319067]Did NNSP send resolution message during the restriction window?

			If conflict was resolved within tunable business hours (current values of six hours for wireline-involved Non-Simple Ports [Long Conflict Resolution New Service Provider Restriction], two hours for wireline-involved Simple Ports [Medium Conflict Resolution New Service Provider Restriction], and six hours for wireless [Short Conflict Resolution New Service Provider Restriction] ), only the ONSP may notify NPAC of “conflict off”.  If conflict was resolved after tunable hours, either the NNSP or ONSP may notify NPAC of “conflict off”.

	In order for the porting process to continue at least one SP must remove the SV from conflict.

	If Yes, go to Step 11.

	If No, go to Step 12.



		11. [bookmark: _Ref29381428]NPAC rejects the conflict resolution request from NNSP

			NPAC sends an error to the NNSP indicating conflict resolution is not valid at this point in time.

· Return to Step 5.



		12. Was the Conflict Cause Code 50 or 51?

			If Yes, go to Step 11.

	If No, go to Step 9.



		Z.  End

			Return to Main Porting Flow, tie point Z, Figure 6.









Cancellation Flows For Provisioning Process



Cancel Flow, Figure 12



Introduction



A service order and/or subscription may be cancelled through the following processes:



· The End User contacts the NLSP or OLSP and requests cancellation of their porting request.



· Conflict Flow For The Service Creation Provisioning Process – Flow B, Figure 11:  As a result of the Conflict Resolution process (at tie-point C) the NLSP and OLSP agree to cancel the SV and applicable service orders.



		Flow Step

		Description



		1. End User request to cancel

			The Cancellation Process may begin with an End User requesting cancellation of their pending port.  The Cancellation process flow applies only to that period of time between SV creation, and either activation or cancellation of the porting request.  If activation completed and the End User wishes to revert back to the former SP, it is accomplished via the Provisioning Process.



		2. Did End User contact NLSP?

			The End User contacts either the NLSP or OLSP to cancel the porting request.  Only the NLSP or OLSP can initiate this transaction, not another SP.

· The OLSP is not required to cancel the porting request and may choose to advise the End User to contact the NLSP to initiate the cancel  If the NLSP is contacted by the authorized End User to initiate the cancel, the NLSP must do so.

	The contacted SP gathers information necessary for sending the supplemental request to the other SP noting cancellation, and for sending the cancellation request to NPAC.

	If Yes, go to Step 3.

	If No, go to Step 7.



		3. [bookmark: _Ref29381688]Is NLSP a Reseller or Class 2 or 3 Interconnected VoIP Provider?

		· If Yes, go to Step 4.

· If No, go to Step 5.



		4. [bookmark: _Ref29382492]NLSP sends cancel request to NNSP

			The NLSP notifies the NNSP, via their inter-company interface, indicating that the porting request is to be canceled.



		5. [bookmark: _Ref29382550]NNSP sends SUPP to ONSP noting cancellation as soon as possible and prior to activation

			The NNSP fills out and sends the supplemental request form to the ONSP via their inter-company interface, indicating cancellation of the porting request.



		6. [bookmark: _Ref34577674]NNSP sends cancel request to the NPAC

			The NNSP notifies the NPAC, via the SOA interface, indicating the porting request is to be canceled.



		7. [bookmark: _Ref25319459]OLSP obtains End User authorization

			If the OLSP is moving ahead to cancel the port request, the OLSP obtains verifiable authority (e.g., Letter of Authorization – [LOA], third-party verification – [TPV], etc.) from the End User to act as the official agent on behalf of the End User.  The NLSP cannot require a physical copy of the End User authorization to be provided before processing the cancellation request.  The OLSP is responsible for demonstrating verifiable authority in the case of a dispute.  The verifiable authority obtained by the OLSP must have occurred and be dated on or after the date that the original authority was obtained from the End User by the NLSP that initiated the original porting request.



		8. Is OLSP a Reseller or Class 2 or 3 Interconnected VoIP Provider?

		· If Yes, go to Step 9.

· If No, go to Step 10.



		9. [bookmark: _Ref29382613]OLSP sends cancel request to ONSP

			The OLSP notifies the ONSP, via their inter-company interface, indicating that the porting request is to be canceled.



		10. [bookmark: _Ref29382623]ONSP sends cancel request to NPAC

		The OLSP, contacted directly by the End User or notified by the NNSP via their inter-company interface, sends a cancellation message to the ONSP, via their inter-company interface.

	The ONSP notifies the NPAC, via the SOA interface, indicating the porting request is to be canceled.

	The ONSP takes appropriate action related to internal work orders.



		11. ONSP notifies NNSP of cancellation

			A wireline ONSP sends the NNSP (wireline or wireless) a jeopardy notice as defined by the Ordering and Billing Forum (OBF) or an e-mail notification, indicating the End User’s request for cancellation using the process outlined in Best Practice #63 (See http://www.npac.com/lnpa-working-group/lnp-best-practices#0063.)

	A wireless ONSP’s notification to the NNSP (wireless or wireline) indicating the End User’s request for cancellation is via the NPAC notification to the NNSP’s SOA resulting from the cancel request in Step 10.  (Wireless carriers do not have the ability to send Jeopardy notifications.)  This cancellation message is accepted by the NPAC only if the ONSP had previously concurred with the port by sending an SV Create message to NPAC during the SV creation.  If the ONSP does not send a create message to the NPAC for this SV, it cannot subsequently send a cancellation message.  In either case, the wireless ONSP must follow up with a telephone call and/or e-mail notification to the NNSP notifying them of the End User’s request for cancellation.



		12. Did the provider requesting cancel send a Create message to NPAC?

			This is the entry point from the Inter-Service Provider LNP Operations Flows – Conflict Flow For The Service Creation Provisioning Process, tie point C, Figure 11.

	This cancellation message is accepted by the NPAC only if the ONSP had previously created during the SV creation.  If the ONSP does not send a create message to the NPAC for this SV, it cannot subsequently send a cancellation message.

· If Yes, go to Step 14.

· If No, go to Step 13.



		13. [bookmark: _Ref34580462]NPAC rejects the cancel request

		· NPAC sends an error via the SOA interface indicating that a cancel request cannot be sent for an SV that did not have a matching create from that SP.



		14. [bookmark: _Ref34580445]Did both NNSP and ONSP send Create message to NPAC?

			The NPAC tests for receipt of cancellation messages from the two SPs based on which SP had previously sent a message into the NPAC.  Since the ONSP create is optional for SV creation, if the ONSP did not send a message during the creation process, the ONSP input during cancellation is not accepted by the NPAC.  Similarly, if during the SV creation process only the ONSP sent a message, and not the NNSP, only the ONSP input is accepted when canceling an order.

	If Yes, go to Step 16.

	If No, go to Step 15.



		15. [bookmark: _Ref34580477]Notify Provider – NPAC updates subscription to cancel, logs status change, and notifies NNSP and ONSP

			For the Notification process, refer to Inter-Service Provider LNP Operations Flows –Reseller/Class 2 or 3 Interconnected VoIP Provider/Type 1 Notification, Figure 8.

	For a “non-concurred” SV, when the first cancellation message is received, the NPAC sets the SV status directly to cancel, and proceeds to tie point Z.  Both NNSP and ONSP are notified of this change in status via the SOA interface.



		16. [bookmark: _Ref34580489]Notify Provider – NPAC updates subscription to cancel-pending, logs status change, and notifies NNSP and ONSP

			For the Notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Class 2 or 3 Interconnected VoIP Provider/Type 1 Notification, Figure 8.

	For a “concurred” SV, when the first cancellation message is received, the NPAC sets the SV status to cancel-pending.  Both NNSP and ONSP are notified of this change in status via the SOA interface.



		17. [bookmark: _Ref25319897]Did NNSP send cancel to NPAC?

			If Yes, go to Step 18.

	If No, go to Step 22.



		18. [bookmark: _Ref34579176]Did NPAC receive cancel ACK from ONSP within first cancel window timer?

		· The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both SPs.  This is referred to as the Cancellation-Initial Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.

	Short business hours are defined as 7a-7p CT (Business Day start at 13:00/12:00 GMT, duration of 12 hours).

	Medium business hours (for wireline-involved Simple porting) are defined as 7a-12a Monday through Friday, excluding NPAC-defined Holidays in the predominant time zone for each NPAC region (Business Day start at NE/MA/SE [eastern time zone] 12:00/11:00 GMT, MW/SW/Canadian [central time zone] 13:00/12:00 GMT, WE [mountain time zone] 14:00/13:00 GMT, WC [west coast time zone] 15:00/14:00 GMT, duration of 17 hours).

	Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (Business Day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).

	Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.

· If Yes, go to Step 21.

· If No, go to Step 19.



		19. [bookmark: _Ref25319866]NPAC notifies ONSP that cancel ACK is missing

			The Cancellation-Initial Concurrence Window starts with receipt of the first cancellation message at NPAC.  When this timer expires, the NPAC requests the missing information from ONSP via the SOA interface.  Only “concurred” subscriptions reach this point in the process flow.



		20. [bookmark: _Ref25377375]NPAC waits for either cancel ACK from ONSP or expiration of second cancel window timer

			The NPAC applies an additional nine (9) business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both Service Providers.  This is referred to as the Cancellation-Final Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.

	Short business hours are defined as 7a-7p CST (Business Day start at 13:00 GMT, duration of 12 hours).

	Medium business hours (for wireline-involved Simple porting) are defined as 7a-12a Monday through Friday, excluding NPAC-defined Holidays in the predominant time zone for each NPAC region (Business Day start at NE/MA/SE [eastern time zone] 12:00/11:00 GMT, MW/SW/Canadian [central time zone] 13:00/12:00 GMT, WE [mountain time zone] 14:00/13:00 GMT, WC [west coast time zone] 15:00/14:00 GMT, duration of 17 hours).

	Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (Business Day start – NE/MA/SE 8a-8p CST, MW/SW 9a-9p CST, WE 10a-10p CST, WC 11a-11p CST, duration of 12 hours).

	Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays. Holidays and business hours are defined for each NPAC Region.

	Either upon receipt of the concurring ACK notification or the expiration of the second cancel window timer, go to Step 21.



		21. [bookmark: _Ref34579381]Notify Provider – NPAC updates subscription to cancel, logs cancel and notifies NNSP and ONSP

			For the notification process, refer to Inter-Service Provider LNP Operations Flows –Reseller/Class 2 or 3 Interconnected VoIP Provider/Type 1 Notification, Figure 8.

	The porting request is canceled by changing the subscription status to canceled.  Both Service Providers are notified of the cancellation via the SOA interface.



		22. [bookmark: _Ref34579208]Did NPAC receive cancel ACK from NNSP within first cancel window timer?

		· The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both SPs.  This is referred to as the Cancellation-Initial Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.

	Short business hours are defined as 7a-7p CT (Business Day start at 13:00/12:00 GMT, duration of 12 hours).

	Medium business hours (for wireline-involved Simple porting) are defined as 7a-12a Monday through Friday, excluding NPAC-defined Holidays in the predominant time zone for each NPAC region (Business Day start at NE/MA/SE [eastern time zone] 12:00/11:00 GMT, MW/SW/Canadian [central time zone] 13:00/12:00 GMT, WE [mountain time zone] 14:00/13:00 GMT, WC [west coast time zone] 15:00/14:00 GMT, duration of 17 hours).

	Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (Business Day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).

	Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.

· If Yes, go to Step 21.

· If No, go to Step 23.



		23. [bookmark: _Ref34579913]NPAC notifies NNSP that cancel ACK is missing

			The Cancellation-Initial Concurrence Window starts with receipt of the first cancellation message at NPAC.  When this timer expires, the NPAC requests the missing information from NNSP via the SOA interface.  Only “concurred” subscriptions reach this point in the process flow.



		24. [bookmark: _Ref25377476]Did NPAC receive cancel ACK from NNSP within second cancel window timer?

		· The NPAC applies an additional nine (9)-business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both SPs.  This is referred to as the Cancellation-Final Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.

	Short business hours are defined as 7a-7p CT (Business Day start at 13:00/12:00 GMT, duration of 12 hours).

	Medium business hours (for wireline-involved Simple porting) are defined as 7a-12a Monday through Friday, excluding NPAC-defined Holidays in the predominant time zone for each NPAC region (Business Day start at NE/MA/SE [eastern time zone] 12:00/11:00 GMT, MW/SW/Canadian [central time zone] 13:00/12:00 GMT, WE [mountain time zone] 14:00/13:00 GMT, WC [west coast time zone] 15:00/14:00 GMT, duration of 17 hours).

	Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (Business Day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).

	Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.

· If Yes, go to Step 21.

· If No notification is received prior to second cancel window timer expiration, proceed to tie-point CC, “Cancellation Ack Missing from New Provider Provisioning Process”, Figure 13.



		Z.	End

			Return to Main Porting Flow, tie point Z, Figure 6.











Cancellation Ack Missing from New Provider Provisioning Process



Figure 13



		Flow Step

		Description



		Note that the Cancellation Conflict process flow is reached only for “concurred” subscriptions.



		1. [bookmark: _Ref25321181]Notify Provider – NPAC updates subscription to conflict, logs conflict, and notifies NNSP and ONSP

			This is the entry point from the Inter-Service Provider LNP Operations Flows – Cancellation Flow For Provisioning Process, tie point CC, Figure 12.

	If the NNSP does not provide a cancellation notification message to NPAC, in spite of a Cancellation LSR from the ONSP and a reminder message from NPAC, the subscription is placed in a conflict state.  NPAC also writes the proper conflict cause code to the subscription record, and notifies both SPs, with proper conflict cause code, of the change in status via the SOA interface.

	For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.

	Both SPs take appropriate action related to internal work orders.



		2. [bookmark: _Ref34580196]Did NPAC receive cancel message from NNSP?

			Only “missing cancellation ACK from New SP” subscriptions reach this point in the process flow.  The subscription will transition to pending or cancel.

	With the subscription in conflict, it is only the NNSP who controls the transaction.  The NNSP makes a concerted effort to contact the ONSP prior to proceeding.

	If Yes, go to Step 3.

	If No, go to Step 5.



		3. [bookmark: _Ref25321307]NNSP notifies NPAC to cancel subscription

			The NNSP may decide to cancel the subscription.  If so, they notify NPAC of this decision via the SOA interface.



		4. Notify Provider – NPAC updates subscription to cancel, logs cancel, and notifies NNSP and ONSP

			Following notification by the NNSP to cancel the subscription, NPAC logs this information, and changes the subscription status to canceled.  Both SPs are notified of the change in the subscription status via the SOA interface.

	For the Notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.

	Both SPs take appropriate action related to internal work orders.

· Return to Main Porting Flow, tie point Z, Figure 6.



		5. [bookmark: _Ref38189888]Has conflict expiration window expired?

			At this point in the process flow, the subscription status is conflict, and is awaiting conflict resolution or the expiration of the tunable window (Conflict Expiration Window, current value of 30 days).

	If Yes, go to Step 6.

	If No, go to Step 7.



		6. [bookmark: _Ref25321337]Notify Provider – NPAC updates subscription to cancel, logs cancel, and notifies NNSP and ONSP

			After no response from the NNSP for 30 calendar days regarding this particular subscription, NPAC changes the status to canceled and notifies both SPs of the change in status via the SOA interface.

	For the notification process, refer to Inter-Service Provider LNP Operations Flows – – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.

	Both SPs take appropriate action related to internal work orders.

· Return to Main Porting Flow, tie point Z, Figure 6.



		7. [bookmark: _Ref25321321]Did NPAC receive resolve conflict message from NNSP

			The NNSP may choose to proceed with the porting process, in spite of a cancellation message from the ONSP.  As both SPs are presumably basing their actions on the End User’s request, and each is apparently getting a different request from that End User, each should ensure the accuracy of the request.

	If the NNSP decides to proceed with the porting, they send a resolved conflict message via the SOA interface.

	It is the responsibility of the NNSP to contact the ONSP, to request that related work orders which support the porting process are performed.  The ONSP must support the porting process.

	If Yes, go to Step 8.

	If No, return to Step 2.



		8. [bookmark: _Ref34580214]Has NNSP conflict resolution restriction expired?

			At this point in the process flow, the subscription status is conflict, and is awaiting conflict resolution or the expiration of the tunable window (current values of six hours for wireline-involved Non-Simple Ports [Long Conflict Resolution New Service Provider Restriction], two hours for wireline-involved Simple Ports [Medium Conflict Resolution New Service Provider Restriction], and six hours for wireless [Short Conflict Resolution New Service Provider Restriction]).

	The conflict resolution restriction window is only applicable the first time a subscription is placed into conflict, whether the conflict is invoked by the NPAC due to this process, or placed into conflict by the ONSP.

	If Yes, go to Step 9.

	If No, go to Step 10.



		9. [bookmark: _Ref34580112]Notify Provider – NPAC notifies NNSP and ONSP of ‘conflict off’ via SOA

			For the Notification process, refer to Inter-Service Provider LNP Operations Flows – – Reseller/Interconnected VoIP Provider/Type 1 Notification , Figure 8.

	NPAC notifies both SPs of the change in subscription status.  The porting process resumes as normal, at tie-point BB, Figure 6.



		10. [bookmark: _Ref34580128]NPAC rejects the resolve conflict request from NNSP

			The NNSP has sent the resolve conflict message before the expiration of the conflict resolution restriction window.  NPAC returns an error message back via the SOA interface.

· Return to Step 2.











Disconnect Process for Ported Telephone Numbers



Figure 14



		Flow Step

		Description



		1. End User initiates disconnect

			The End User provides disconnect date and negotiates intercept treatment with current SP.



		2. Is NLSP a Reseller or Class 2 or 3 Interconnected VoIP Provider?

			If Yes, go to Step 3.

	If No, go to Step 4.



		3. [bookmark: _Ref32746603]NLSP sends disconnect request to NNSP

			Current Local SP sends disconnect request to current Network SP, per inter-company processes.



		4. [bookmark: _Ref32746625]NNSP initiates disconnect

			NNSP initiates disconnect of service based on request from NLSP or End User.

	NNSP initiates disconnect of service based on regulatory authority(s).



		5. NNSP arranges intercept treatment when applicable

			NNSP arranges intercept treatment as negotiated with the End User, or, when the disconnect is SP initiated, per internal processes.



		6. NNSP creates and processes service order

			NNSP follows existing internal process flows to ensure the disconnect within its own systems.



		7. NNSP notifies NPAC of disconnect date1 and indicates effective release date2

			NNSP notifies NPAC of disconnect date via the SOA interface and indicates effective release date, which defines when the broadcast occurs.

	If no effective release date is given, the broadcast from the NPAC is immediate.



		8. [bookmark: _Ref32746681]Has effective release date been reached?

			If Yes, go to Step 9.

	If No, repeat Step 8.



		9. [bookmark: _Ref32746663]NPAC broadcasts subscription deletion to all applicable providers

			On effective release date, the NPAC broadcasts SV deletion to all applicable SPs via the LSMS interface.



		10. Notify Provider – NPAC notifies code/block holder of disconnected TN(s), disconnect and release dates

			On effective release date, the NPAC notifies code/block holder of the disconnected TN(s), effective release and disconnect dates via the SOA interface. Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.



		11. NPAC deletes TN(s) from active database

			On effective release date, the NPAC removes telephone number from NPAC database.



		12. End

		







1  Disconnect Date:  Date the telephone number or numbers are no longer associated between an End User and the current Service Provider.

2  Effective Release Date:  Date the telephone number reverts back to NPA/NXX holder/owner.
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Audit Process



Figure15



		Flow Step

		Description



		1. Service Provider requests an audit from NPAC

			An SP may request an audit to assist in resolution of a repair problem reported by an End User.  Prior to the audit request, the SP completes internal analysis as defined by company procedures and, if another SP is involved, attempts to jointly resolve the trouble in accordance with inter-company agreements between the involved service providers.  Failing to resolve the trouble following these activities, the SP requests an audit.



		2. NPAC issues queries to appropriate LSMSs

			The NPAC issues queries to the LSMSs involved in the customer port.



		3. NPAC compares own subscription version to LSMS subscription version

			Upon receipt of the LSMS subscription version, the comparison of the NPAC and LSMS subscription versions is made to determine if there are discrepancies between the two databases.

	If an LSMS does not respond, it is excluded from the audit.



		4. [bookmark: _Ref25321851]NPAC downloads updates to LSMSs with subscription version differences

			If inaccurate routing data is found, the NPAC broadcasts the correct subscription version data to any involved SPs networks to correct inaccuracies.



		5. Are all audits completed?

			If Yes, go to Step 6.

	If No, return to Step 4.



		6. [bookmark: _Ref25321861]Notify Provider – NPAC reports audit completion and discrepancies to requestor

			The NPAC reports to the requesting SP following completion of the audit to allow the SP to close the trouble ticket.

	 Upon request, the NPAC provides ad hoc reports to SPs that wish to determine which SPs are launching audit queries to their LSMS.  Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.



		7. End
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Code Opening Process



Figure 16



		Flow Step

		Description



		1.	NPA-NXX holder notifies NPAC of NPA-NXX Code(s) being opened for porting

			The SP responsible for the NPA-NXX being opened must notify the NPAC via the SOA or LSMS interface within a regionally agreed upon time frame.

	In the case of numbers that use a Type 1 wireless interconnection, the corresponding NPA-NXX needs to be opened by the Old Wireline SP.



		2.	NPAC updates its NPA-NXX database

			The NPAC updates its databases to indicate that the NPA-NXX has been opened for porting.



		3.	NPAC sends notice of code opening to all Service Providers

			The NPAC provides advance notice via the object creation message of the scheduled opening of NPA-NXX code(s) via the SOA and LSMS interface. Currently the NPAC vendor is also posting the NPA-NXX openings to the secure website.



		4.	End

		











First TN Ported in NPA-NXX



Figure 17



		Flow Step

		Description



		1. NPAC successfully processes create request for TN subscription version

			SP notifies the NPAC of SV creation for a TN in an NPA-NXX.



		2. NPAC successfully processes create request for NPA-NXX-X

			NPAC successfully processes an NPA-NXX-X for a Number Pool Block.



		3. First Subscription Version activity in NPA-NXX?

			If Yes, go to Step 4.

	If No, go to Step 5.



		4. [bookmark: _Ref29454757]Notify Provider – NPAC sends notification of first TN ported to all providers via SOA and LSMS

			When the NPAC receives the first SV create request in an NPA-NXX, it will broadcast a “heads-up” notification to all SPs via the SOA and LSMS interfaces.  Upon receipt of the NPAC message, all SPs will complete the opening for the NPA-NXX code for porting in all switches.

· Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.



		5. [bookmark: _Ref29454792]End

		











Cancel-Undo Process



Figure 18



		Flow Step

		Description



		1. Provider requests a cancel-undo

			The Cancel-Pending Undo Process may begin with a Service Provider requesting the reversal (undo) of an in-progress cancel for their cancel-pending port.



		2. Is the subscription in cancel-pending status?

			If Yes, go to Step 4.

	If No, go to Step 3.



		3. [bookmark: _Ref148773559]NPAC rejects the cancel-undo request

			NPAC sends an error to the requesting SP indicating the current SV status is not valid for a cancel-undo request.

· Go to Step 6.



		4. [bookmark: _Ref148773543]Did the provider requesting a cancel-undo issue a cancel for this subscription?

			If Yes, go to Step 5.

	If No, repeat Step 3.



		5. [bookmark: _Ref148773621]Notify Provider – NPAC updates subscription to status prior to cancel and notifies NNSP and ONSP

			Upon cancel-undo, NPAC logs this information, and changes the subscription status to the status prior to the cancel (either pending or conflict).  Both SPs are notified of the change in the subscription status via the SOA interface.

	For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.

	Both SPs take appropriate action related to internal work orders.



		6. End

		











		Tunable Name

		Current Tunable Value



		T1, Short Initial Concurrence Window

		1 hour



		T1, Medium Initial Concurrence Window

		3 hours



		T1, Long Initial Concurrence Window

		9 hours



		T2, Short Final Concurrence Window

		1 hour



		T2, Medium Final Concurrence Window

		3 hours



		T2, Long Final Concurrence Window

		9 hours



		Conflict Restriction Window

		12:00pm (Noon)



		Simple Port Conflict Restriction Window

		21:00



		Conflict Expiration Window

		30 days



		Long Conflict Resolution New Service Provider Restriction

		6 hours



		Medium Conflict Resolution New Service Provider Restriction

		2 hours



		Short Conflict Resolution New Service Provider Restriction

		6 hours



		Long Cancellation-Initial Concurrence Window

		9 hours



		Medium Cancellation-Initial Concurrence Window

		9 hours



		Short Cancellation-Initial Concurrence Window

		9 hours



		Long Cancellation-Final Concurrence Window

		9 hours



		Medium Cancellation-Final Concurrence Window

		9 hours



		Short Cancellation-Final Concurrence Window

		9 hours



		Short Business Day Start

		07:00 CT



		Short Business Day Duration

		12 hours



		Medium Business Day Start

		07:00 predominate TZ



		Medium Business Day Duration

		17 hours



		Long Business Day Start

		09:00 predominate TZ



		Long Business Day Duration

		12 hours
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One Business Day: FCC09-41



LSR Submit/FOC Receipt and Prospective Due Date/time Chart


for Normal Business Week (no Holidays)



Note: This chart does not reflect what happens when an Old Service Provider Company-Defined Holiday falls on Monday thru Fri. Anytime that happens, the activity that would have fallen on the holiday will happen the following Business Day.


			Accurate/Complete LSR received 


			FOC Due back by date/time



(See Footnote 1)


			Ready-through-Port



Day/time 



(see Footnote 2)





			Mon 8:00am through 8:59am 


			Mon 12:00pm (noon) through 12:59pm


			Tues 00:00:00





			Mon 9:00am through 9:59am


			Mon 1:00pm through 1:59pm


			Tues 00:00:00





			Mon 10:00am through 10:59am


			Mon 2:00pm through 2:59pm


			Tues 00:00:00





			Mon 11:00am through 11:59am


			Mon 3:00pm through 3:59pm


			Tues 00:00:00





			Mon 12:00pm (noon) through 12:59pm


			Mon 4:00pm through 4:59pm


			Tues 00:00:00





			Mon 1:00pm


			Mon 5:00pm


			Tues 00:00:00





			Mon 1:01pm through Tues 7:59am


			Tues 12:00pm (noon)


			Weds 00:00:00





			Tues 8:00am through 8:59am 


			Tues 12:00pm (noon) through 12:59pm


			Weds 00:00:00





			Tues 9:00am through 9:59am


			Tues 1:00pm through 1:59pm


			Weds 00:00:00





			Tues 10:00am through 10:59am


			Tues 2:00pm through 2:59pm


			Weds 00:00:00





			Tues 11:00am through 11:59am


			Tues 3:00pm through 3:59pm


			Weds 00:00:00





			Tues 12:00pm (noon) through 12:59pm


			Tues 4:00pm through 4:59pm


			Weds 00:00:00





			Tues 1:00pm


			Tues 5:00pm


			Weds 00:00:00





			Tues 1:01pm through Weds 7:59am


			Weds 12:00pm (noon)


			Thurs 00:00:00





			Weds 8:00am through 8:59am 


			Weds  12:00pm (noon) through 12:59pm


			Thurs 00:00:00





			Weds 9:00am through 9:59am


			Weds 1:00pm through 1:59pm


			Thurs 00:00:00





			Weds 10:00am through 10:59am


			Weds 2:00pm through 2:59pm


			Thurs 00:00:00





			Weds 11:00am through 11:59am


			Weds 3:00pm through 3:59pm


			Thurs 00:00:00





			Weds 12:00pm (noon) through 12:59pm


			Weds 4:00pm through 4:59pm


			Thurs 00:00:00





			Weds 1:00pm


			Weds 5:00pm


			Thurs 00:00:00





			Weds 1:01pm through Thurs 7:59am


			Thurs 12:00pm (noon)


			Fri 00:00:00





			Thurs 8:00am through 8:59am


			Thurs 12:00pm (noon) through 12:59pm


			Fri 00:00:00





			Thurs 9:00am through 9:59am


			Thurs 1:00pm through 1:59pm


			Fri 00:00:00





			Thurs 10:00am through 10:59am


			Thurs 2:00pm through 2:59pm


			Fri 00:00:00





			Thurs 11:00am through 11:59am


			Thurs 3:00pm through 3:59pm


			Fri 00:00:00





			Thurs 12:00pm (noon) through 12:59pm


			Thurs 4:00pm through 4:59pm


			Fri 00:00:00





			Thurs 1:00pm


			Thurs 5:00pm


			Fri 00:00:00





			Thurs 1:01pm through Fri 7:59am


			Fri 12:00pm (noon)


			Mon  00:00:00





			Fri 8:00am through 8:59am


			Fri  12:00pm (noon) through 12:59pm


			Mon  00:00:00





			Fri 9:00am through 9:59am


			Fri 1:00pm through 1:59pm


			Mon  00:00:00





			Fri 10:00am through 10:59am


			Fri 2:00pm through 2:59pm


			Mon  00:00:00





			Fri 11:00am through 11:59am


			Fri 3:00pm through 3:59pm


			Mon  00:00:00





			Fri 12:00pm (noon) through 12:59pm


			Fri 4:00pm through 4:59pm


			Mon  00:00:00





			Fri 1:00pm


			Fri 5:00pm


			Mon  00:00:00





			Fri 1:01pm through  Mon 7:59am


			Mon 12:00pm (noon)


			Tues 00:00:00





			  (go back to top of chart)


			


			








[Business Week Chart Footnote 1] The FOC interval is 4 business hours. However, for LSR’s arriving after the 1pm cutoff time, the LSR will be considered received at 8am the next Business Day. The Old Service Provider must respond to an LSR within 4 business hours, as indicated on the Business Week Chart, with either a FOC (complete and accurate LSR received) or a reject (incomplete and/or inaccurate LSR received).  



[Business Week Chart Footnote 2] The port will be ready to activate on the Business Day and time indicated in this column. No provider is required to allow activation on a non-Business Day (Saturday, Sunday or Old Service Provider Company-Defined Holiday). However, a non-Business Day activation may be performed as long as both Service Providers agree and any Service Provider activating a port on a non-Business Day understands the porting out Service Provider may not have, and is not required to have, operational support available on days not defined as Business Days.  In agreeing to non-Business Day activations, the Old (porting out) Service Provider may require that the LSR/FOC and the New (porting in) Service Provider NPAC Create message be due-dated for the appropriate normal Business Day seen in Ready-to-Port column, in order to ensure that the end user's service is maintained.  



[Business Week Chart Footnote 3] The following definition of Mandatory Business Days and Minimum Business Hours relate to the LSR/FOC exchange process and do not establish any mandatory staffing hours of a carrier.  Minimum Business Hours are 8am to 5pm, Monday through Friday, excluding the Old Service Provider’s Company-Defined holidays, in the Predominant Time Zone of the NPAC Region for the end user’s telephone number.
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One Business Day: FCC09-41



LSR Submit/FOC Receipt and Prospective Due Date/time Chart


for Normal Business Week (no Holidays)



Note: This chart does not reflect what happens when an Old Service Provider Company-Defined Holiday falls on Monday thru Fri. Anytime that happens, the activity that would have fallen on the holiday will happen the following Business Day.


			Accurate/Complete LSR received 


			FOC Due back by date/time



(See Footnote 1)


			Ready-through-Port



Day/time 



(see Footnote 2)





			Mon 8:00am through 8:59am 


			Mon 12:00pm (noon) through 12:59pm


			Tues 00:00:00





			Mon 9:00am through 9:59am


			Mon 1:00pm through 1:59pm


			Tues 00:00:00





			Mon 10:00am through 10:59am


			Mon 2:00pm through 2:59pm


			Tues 00:00:00





			Mon 11:00am through 11:59am


			Mon 3:00pm through 3:59pm


			Tues 00:00:00





			Mon 12:00pm (noon) through 12:59pm


			Mon 4:00pm through 4:59pm


			Tues 00:00:00





			Mon 1:00pm


			Mon 5:00pm


			Tues 00:00:00





			Mon 1:01pm through Tues 7:59am


			Tues 12:00pm (noon)


			Weds 00:00:00





			Tues 8:00am through 8:59am 


			Tues 12:00pm (noon) through 12:59pm


			Weds 00:00:00





			Tues 9:00am through 9:59am


			Tues 1:00pm through 1:59pm


			Weds 00:00:00





			Tues 10:00am through 10:59am


			Tues 2:00pm through 2:59pm


			Weds 00:00:00





			Tues 11:00am through 11:59am


			Tues 3:00pm through 3:59pm


			Weds 00:00:00





			Tues 12:00pm (noon) through 12:59pm


			Tues 4:00pm through 4:59pm


			Weds 00:00:00





			Tues 1:00pm


			Tues 5:00pm


			Weds 00:00:00





			Tues 1:01pm through Weds 7:59am


			Weds 12:00pm (noon)


			Thurs 00:00:00





			Weds 8:00am through 8:59am 


			Weds  12:00pm (noon) through 12:59pm


			Thurs 00:00:00





			Weds 9:00am through 9:59am


			Weds 1:00pm through 1:59pm


			Thurs 00:00:00





			Weds 10:00am through 10:59am


			Weds 2:00pm through 2:59pm


			Thurs 00:00:00





			Weds 11:00am through 11:59am


			Weds 3:00pm through 3:59pm


			Thurs 00:00:00





			Weds 12:00pm (noon) through 12:59pm


			Weds 4:00pm through 4:59pm


			Thurs 00:00:00





			Weds 1:00pm


			Weds 5:00pm


			Thurs 00:00:00





			Weds 1:01pm through Thurs 7:59am


			Thurs 12:00pm (noon)


			Fri 00:00:00





			Thurs 8:00am through 8:59am


			Thurs 12:00pm (noon) through 12:59pm


			Fri 00:00:00





			Thurs 9:00am through 9:59am


			Thurs 1:00pm through 1:59pm


			Fri 00:00:00





			Thurs 10:00am through 10:59am


			Thurs 2:00pm through 2:59pm


			Fri 00:00:00





			Thurs 11:00am through 11:59am


			Thurs 3:00pm through 3:59pm


			Fri 00:00:00





			Thurs 12:00pm (noon) through 12:59pm


			Thurs 4:00pm through 4:59pm


			Fri 00:00:00





			Thurs 1:00pm


			Thurs 5:00pm


			Fri 00:00:00





			Thurs 1:01pm through Fri 7:59am


			Fri 12:00pm (noon)


			Mon  00:00:00





			Fri 8:00am through 8:59am


			Fri  12:00pm (noon) through 12:59pm


			Mon  00:00:00





			Fri 9:00am through 9:59am


			Fri 1:00pm through 1:59pm


			Mon  00:00:00





			Fri 10:00am through 10:59am


			Fri 2:00pm through 2:59pm


			Mon  00:00:00





			Fri 11:00am through 11:59am


			Fri 3:00pm through 3:59pm


			Mon  00:00:00





			Fri 12:00pm (noon) through 12:59pm


			Fri 4:00pm through 4:59pm


			Mon  00:00:00





			Fri 1:00pm


			Fri 5:00pm


			Mon  00:00:00





			Fri 1:01pm through  Mon 7:59am


			Mon 12:00pm (noon)


			Tues 00:00:00





			  (go back to top of chart)


			


			








[Business Week Chart Footnote 1] The FOC interval is 4 business hours. However, for LSR’s arriving after the 1pm cutoff time, the LSR will be considered received at 8am the next Business Day. The Old Service Provider must respond to an LSR within 4 business hours, as indicated on the Business Week Chart, with either a FOC (complete and accurate LSR received) or a reject (incomplete and/or inaccurate LSR received).  



[Business Week Chart Footnote 2] The port will be ready to activate on the Business Day and time indicated in this column. No provider is required to allow activation on a non-Business Day (Saturday, Sunday or Old Service Provider Company-Defined Holiday). However, a non-Business Day activation may be performed as long as both Service Providers agree and any Service Provider activating a port on a non-Business Day understands the porting out Service Provider may not have, and is not required to have, operational support available on days not defined as Business Days.  In agreeing to non-Business Day activations, the Old (porting out) Service Provider may require that the LSR/FOC and the New (porting in) Service Provider NPAC Create message be due-dated for the appropriate normal Business Day seen in Ready-to-Port column, in order to ensure that the end user's service is maintained.  



[Business Week Chart Footnote 3] The following definition of Mandatory Business Days and Minimum Business Hours relate to the LSR/FOC exchange process and do not establish any mandatory staffing hours of a carrier.  Minimum Business Hours are 8am to 5pm, Monday through Friday, excluding the Old Service Provider’s Company-Defined holidays, in the Predominant Time Zone of the NPAC Region for the end user’s telephone number.
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North American Numbering Council (NANC)
Inter-Service Provider LNP Operations Flows

NOTE: For a more detailed description of each process step within these flows, please refer to the accompanying Inter-Service Provider LNP
Operations Flows Narratives.

NOTE: Pursuant to FCC Order 07-188, released on November 8, 2007, and FCC Order 09-41, released on May 13, 2009, Local Number
Portability (LNP) obligations are extended to interconnected Voice over Internet Protocol (VolP) providers. The North American Numbering
Council (NANC) identifies three classes of interconnected VVolP providers, defined as follows:

e Class 1: A standalone interconnected VVoIP provider that obtains numbering resources directly from the North American Numbering Plan
Administrator (NANPA) and the Pooling Administrator (PA) and connects directly to the PSTN (i.e., not through a PSTN Service Provider
partner’s end office switch). Class 1 standalone interconnected VolP providers must follow the appropriate Wireline-Wireline/Intermodal
Flows (Simple or Non-Simple, whichever is applicable) for the LNP provisioning process, serving as the New Network Service Provider
(NNSP) or Old Network Service Provider (ONSP), whichever is applicable.

e Class 2: An interconnected VolP provider that partners with a facilities-based Public Switched Telephone Network (PSTN) Service
Provider to obtain numbering resources and connectivity to the PSTN via the Service Provider partner’s end office switch. A Class 2
interconnected VolP provider is not considered a reseller in the context of the FCC definition of a Simple Port (refer to FCC Order 07-188
and FCC Order 09-41 for Simple Port definition). Class 2 interconnected VVolP providers must follow the appropriate Wireline-Wireline/
Intermodal Flows (Simple or Non-Simple, whichever is applicable) for the LNP provisioning process, serving as the New Local Service
Provider (NLSP) or Old Local Service Provider (OLSP), whichever is applicable.

e Class 3: A non-facilities-based reseller of interconnected VolP services that utilizes the numbering resources and facilities of another
interconnected VolIP provider (analogous to the “traditional” PSTN reseller). A Class 3 interconnected VolP provider is not considered a
reseller in the context of the FCC definition of a Simple Port (refer to FCC Order 07-188 and FCC Order 09-41 for Simple Port definition).
Class 3 interconnected VolP providers must follow the appropriate Wireline-Wireline/Intermodal Flows (Simple or Non-Simple,
whichever is applicable) for the LNP provisioning process, serving as the New Local Service Provider (NLSP) or Old Local Service
Provider (OLSP), whichever is applicable.
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Inter-Service Provider LNP Operations Flows
- Wireless ICP Process -
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Inter-Service Provider LNP Operations Flows
- Broadband Verification Process -

Broadband

1
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that broadband/DSL
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37
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Y
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providing
broadband/DSL
service due date

I
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Y
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Note: This is a description of the current process.
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Inter-Service Provider LNP Operations Flows
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Inter-Service Provider LNP Operations Flows
- Wireline Non-Simple Port LSR/FOC Process -
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Inter-Service Provider LNP Operations Flows

- Main Porting Flow -
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Inter-Service Provider LNP Operations Flows

- Subscription Version Create Flow -
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Inter-Service Provider LNP Operations Flows
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Inter-Service Provider LNP Operations Flows
- Provisioning Without Unconditional 10-Digit Trigger -

1/ 3 4 8 9
. All service
. NNSP notifies NPAC downloads - .
NNSP activates N . o : | providers update +| NNSP may verify
port (locally) >| NPAC to activate | ——> (real time) to all 7| routing data (real 1 completion
the port service providers -
time download)
2— 5
Nﬂ:‘:ieanﬁ 2’;‘:{3 NPAC records date
phy. N and time in history ]

changes (where file

necessary)

A
o]

ONSP removes
9| translations in the —/
switch/HLR

77
NPAC logs failures
and non-responses
K* and notifies the
NNSP and ONSP

LNPA Working Group Figure 9 Version 4.2 — 06/30/2012







switch

ONSP activates
unconditional 10
digit trigger in the

1—

. |NNSP activates the

Inter-Service Provider LNP Operations Flows
- Provisioning With Unconditional 10-Digit Trigger -

27

7| switch translations

NNSP notifies
NPAC to activate

the port

4—

NPAC downloads

» (real time) to all

service providers

5—

8
All service
providers update

4

LNPA Working Group

37

NNSP and ONSP

make physical

changes (where
necessary)

Ny

NPAC records date
and time in history
file

6

NPAC logs failures
and non-responses
and notifies the
NNSP and ONSP

7

L/

Figure 10

routing data (real
time download)

ONSP removes

appropriate
translations

97

10—

NNSP may verify

Y

completion

Version 4.2 — 06/30/2012







Inter-Service Provider LNP Operations Flows
- Conflict Flow For The Service Creation Provisioning Process -
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Inter-Service Provider LNP Operations Flows
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Inter-Service Provider LNP Operations Flows
- Cancellation Ack Missing from New Provider Provisioning Process -
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Inter-Service Provider LNP Operations Flows
- Disconnect Process For Ported Telephone Numbers -
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Inter-Service Provider LNP Operations Flows
- Cancel-Undo Process -
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		Bulk Data Download Files

The NPAC Customer Data Model will contain two Service Provider tunables for the XML-related Last Activity Timestamp:

· SOA Supports Last Activity TS in BDD

· LSMS Supports Last Activity TS in BDD



The inclusion of the Last Activity TS in the BDD for a given Service Provider will be determined based on the value of these SP tunables.



Appendix E  Download File Examples

The NPAC can generate Bulk Data Download files for Network Data (including SPID, LRN, NPA-NXX and NPA-NXX-X), Subscription Versions (including Number Pool Blocks) and Notifications. 

All fields within files discussed in the following section are variable length.  The download reason in all “Active-like” download files is always set to new.  The download reason in all “Latest View” download files is set to the appropriate download reason based on activation/modification/deletion activity.  ASCII 13 is the value used as the value for carriage return (CR) in the download files.  

All Time Stamps contained within the download files and SMURF files, and file names are in GMT (Greenwich Mean Time).  Files that contain three timestamps reference the time the files is created, and start and end time range.  When the time range is not specified, the default start timestamp is 00-00-0000000000 and the default end timestamp is 99-99-9999999999.  

Subscription Download File

The following table describes each field of the sample subscription download file. This download file example contains data for three subscriptions, with three lines for each subscription. Each subscription is one record in the file, pipe delimited, with a carriage return (CR) between each subscription. The breaks in the lines and the parenthesized comments are solely for ease of reading and understanding.

Table E-1 describes the entries for subscription 1: The “Value in Example” column directly correlates to the values for subscription 1 in the download file example, as seen in Figure E-1.

If the Bulk Data Download input selection criteria specifies Latest View of Subscription Version Activity, the file will include all subscription versions with a Broadcast Timestamp that falls within a specified time range.  If the Bulk Data Download input selection criteria specifies Active/Disconnect Pending/Partial Failure Subscription Versions Only, the file will include subscription versions with a status of Active, Disconnect Pending or Partial Failure or a status of Sending with a download reason of New or Modify that have an Activation timestamp that occurs at or before the time that the BDD request begins to be processed.  File data is further narrowed when the input selection criteria includes a TN range.  This will result in a file that includes information only on those subscription versions that fall within that TN range.

The file name for the Subscriptions download file will be in the format:

NPANXX-NPANXX.DD-MM-YYYYHHMMSS.DD-MM-YYYYHHMMSS.DD-MM-YYYYHHMMSSThe NPANXX-NPANXX values map to the selection criteria.  The first timestamp is the time the request begins processing, the second timestamp is the beginning timestamp for the time range and the third timestamp is the ending timestamp for the time range. For active-like views the second and third timestamp will be set by default.

The file contents for the Subscription download file will be specific for the following indicators, based on the system type (SOA or LSMS) that is requesting the BDD File.  If support is TRUE, it will include pipes with the supplied value or blank (if no value was specified).  If support is FALSE, it will NOT contain empty pipes as placeholders::

1. SOA supports WSMSC

2. SOA supports SV Type

3. SOA supports Optional parameters

4. LSMS supports WSMSC

5. LSMS supports SV Type

6. LSMS supports Optional parameters


The Subscriptions file given in the example would be named:

 (
0001|3031231000|1234567890|0001|19960916152337|
123123123|123|123123123|123|123123123|123|123123123|123|
123456789012|12|0001|0|0|||||||||
|(
CR) 
(end of subscription 1)
0002|3031241000|1234567891|0001|19960825011010|
123123123|123|123123123|123|123123123|123|123123123|123|
123456789013|13|0001|0|0|||||||||
|(
CR) 
(end of subscription 2)
0003|3031251000|1234567892|0001|19960713104923|
123123123|123|123123123|123|123123123|123|123123123|123|
123456789014|13|0001|0|0|||||||||
|(
CR) 
(end of subscription 3)
)	303123-303125.25-12-1996081122.25-12-1996080000.25-12-1996125959



[bookmark: _Toc393050095][bookmark: _Ref411680753][bookmark: _Ref411834634][bookmark: _Toc113173900][bookmark: _Toc279510562]Figure E–1 -- Subscription Download File Example



		EXPLANATION OF THE FIELDS IN THE SUBSCRIPTION DOWNLOAD FILE



		Field Number

		Field Name

		Value in Example



		1

		Version Id 

		0000000001



		2

		Version TN

		3031231000



		3

		LRN

		1234567890



		4

		New Current Service Provider Id 

		0001



		5

		Activation Timestamp 

		19960916152337  (yyyymmddhhmmss)



		6

		CLASS DPC 

		123123123 (This value is 3 octets)



		7

		CLASS SSN 

		123 (This value is 1 octet and usually set to 000)



		8

		LIDB DPC 

		123123123 (This value is 3 octets)



		9

		LIDB SSN 

		123 (This value is 1 octet and usually set to 000)



		10

		ISVM DPC 

		123123123 (This value is 3 octets)



		11

		ISVM SSN 

		123 (This value is 1 octet and usually set to 000)



		12

		CNAM DPC 

		123123123 (This value is 3 octets)



		13

		CNAM SSN 

		123 (This value is 1 octet and usually set to 000)



		14

		End user Location Value 

		123456789012



		15

		End User Location Type 

		12



		16

		Billing Id 

		0001



		17

		LNP Type 

		0



		18

		Download Reason 

		0



		19

		WSMSC DPC

		Not present if LSMS or SOA does not support the WSMSC DPC as shown in this example.  If it were present the value would be in the same format as other DPC data.



		20

		WSMSC SSN

		Not present if LSMS or SOA does not support the WSMSC SSN as shown in this example. If it were present the value would be in the same format as other SSN data.



		21

		SV Type

		Not present if LSMS or SOA does not support the SV Type as shown in this example.  If it were present the value would be as defined in the SV Data Model.



		

		Optional Data parameters (e.g., Alternative SPID, Alt-Billing ID, SMS URI) within the Optional Data Field are included/excluded based on a combination of the region’s support for a specific parameter AND the requesting Service Provider’s NPAC Customer profile settings at the time of BDD file generation.

The order of the included parameters is based on the latest version of the LNP XML schema that is available on the NPAC website (www.npac.com, under the software releases section).



		22+

		Last Activity Timestamp 

		19960916152337  (yyyymmddhhmmss)

Not present if LSMS or SOA does not support the Last Activity TS as shown in this example.  If it were present the value would be in Timestamp format.





[bookmark: _Toc279510798]Table E–1 -- Explanation of the Fields in the Subscription Download File

Network Download File

The following tables describe each field of the network download files.    This series of download file examples contain data for one Service Provider that has three NPA-NXXs and three LRNs.  

If the Bulk Data Download input selection criteria specifies Latest View of Network Data Activity, the files will include data with a Broadcast Timestamp that falls within the specified time range (NPA-NXX and LRN will use Creation Timestamp for a match and NPA-NXX-X data will use Modified Timestamp for a match).  If the Bulk Data Download input selection criteria specifies All Network Data, the files will include a representation of all network data as it exists on the NPAC SMS.  All SPID data is included all of the time, regardless of selection criteria.

The Service Provider block contains one record in the file, individual fields are pipe delimited, with a carriage return(CR) after the Service Provider Id/Name.  The breaks in the lines and the parenthesized comments are solely for ease of reading and understanding.

The “Value in Example” column in Table E-2 directly correlates to the values for the Service Provider in the download file example, as seen in Figure E-2.

The file name for the Service Provider download file will be in the format:

	SPID.DD-MM-YYYYHHMMSS  (The "SPID" portion is the literal string "SPID".)

The Service Provider file given in the example would be named:

	SPID.13-10-1996081122

The file contents for the Customer download file will be specific for the following indicators, based on the system type (SOA or LSMS) that is requesting the BDD File:

1. SOA supports SP Type

2. LSMS supports SP Type

3. (if either SOA supports is TRUE, or LSMS supports is TRUE, the SP Type will be included)


[bookmark: _Toc393050117][bookmark: _Ref393047345][bookmark: _Ref395659523][bookmark: _Toc393050096][bookmark: _Ref393047419][bookmark: _Toc113173901][bookmark: _Toc279510563] (
0001|AMERITECH|
0(
CR) 
(Service Provider Id/Name/SP Type)
)Figure E–2 -- Network Service Provider Download File Example, SP Supports SP Type

 (
0001|
AMERITECH(
CR) 
(Service Provider Id/Name)
)Figure E–2a -- Network Service Provider Download File Example, SP Does Not Support SP Type



		EXPLANATION OF THE FIELDS IN THE NETWORK SERVICE PROVIDER DOWNLOAD FILE



		Field Number

		Field Name

		Value in Example



		1

		Service Provider Id

		0001



		2

		Service Provider Name

		AMERITECH



		3

		Service Provider Type

		[bookmark: OLE_LINK6]Not present if the Service Provider does not support SP TYPE.



		[bookmark: _Toc279510799]4

		Last Activity Timestamp 

		19960916152337  (yyyymmddhhmmss)

Not present if LSMS or SOA does not support the Last Activity TS as shown in this example.  If it were present the value would be in Timestamp format.





Table E–2 -- Explanation of the Fields in the Network Service Provider Download File




NPA/NXX Download File

The NPA/NXX download block contains three records in the file, individual fields are pipe delimited, with a carriage return(CR) after each NPA-NXX record. The breaks in the lines and the parenthesized comments are solely for ease of reading and understanding.  

The “Value in Example” column in Table E-3 directly correlates to the values for the first NPA/NXX in the download file example, as seen in Figure E-3.

The file name for the NPA-NXX download file will be in the format:

	NPANXX.DD-MM-YYYYHHMMSS.DD-MM-YYYYHHMMSS.DD-MM-YYYYHHMMSS (The NPANXX portion is the literal string "NPANXX".)

The first timestamp in the filename is the time the download begins. The second and third timestamps are the beginning and ending time ranges respectively.  In the case of the All Network Data view, the second and third time stamps are set by default as no time range may be set by the user for this view.  

The NPA-NXX file given in the example would be named:

	NPANXX.13-10-1996081122.12-10-1998080000.13-10-1998133022

 (
0001|2853|303-123|19960101155555|19960105000000|
0(
CR) 
(NPA-NXX 1)
0001|2864|303-124|19960101155556|19960105000000|
0(
CR) 
(NPA-NXX 2)
0001|2870|303-125|19960101155557|19960105000000|
0(
CR)
(NPA-NXX 3)
)



[bookmark: _Toc393050097][bookmark: _Ref393047475][bookmark: _Toc113173902][bookmark: _Toc113174081][bookmark: _Toc279510564]Figure E–3 -- Network NPA-NXX Download File Example

		EXPLANATION OF THE FIELDS IN THE NETWORK NPA/NXX DOWNLOAD FILE



		Field Number

		Field Name

		Value in Example



		1

		Service Provider Id

		0001



		2

		NPA-NXX Id

		2853



		3

		NPA-NXX Value

		303123



		4

		Creation TimeStamp

		19960101155555



		5

		Effective TimeStamp

		19960105000000



		6

		Download Reason

		0



		7

		Modified TimeStamp

		Not present if LSMS or SOA does not support the Modified feature (NANC 355) as shown in this example.  If it were present the value would be in the same format as other TimeStamp data.



		[bookmark: _Toc279510800]8

		Last Activity Timestamp 

		19960916152337  (yyyymmddhhmmss)

Not present if LSMS or SOA does not support the Last Activity TS as shown in this example.  If it were present the value would be in Timestamp format.





Table E–3 -- Explanation of the Fields in the Network NPA/NXX Download File

LRN Download File

The LRN download block contains three records in the file, individual fields are pipe delimited, with a carriage return(CR) after each LRN record.  The breaks in the lines and the parenthesized comments are solely for ease of reading and understanding.

The “Value in Example” column in Table E-4 directly correlates to the values for the first LRN in the download file example, as seen in Figure E-4.

The file name for the LRN download file will be in the format:

	LRN.DD-MM-YYYYHHMMSS.DD-MM-YYYYHHMMSS.DD-MM-YYYYHHMMSS (The LRN portion is the literal string "LRN".)

The first timestamp in the filename is the time the download begins. The second and third timestamps are the beginning and ending time ranges respectively.  In the case of the All Network Data view, the second and third time stamps are set by default as no time range may be set by the user for this view.  

The LRN file given in the example would be named:

	LRN.13-10-1996081122.12-10-1998080000.13-10-1998133022

 (
0001|1624|1234567890|19960101155559|
0(
CR) 
(LRN 1)
0001|1633|1234567891|1996010115570010|
0(
CR) 
(LRN 2)
0001|1650|1234567892|1996010115580505|
0(
CR) 
(LRN 3)
)
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[bookmark: _Toc279510565]Figure E–4 -- Network LRN Download File Example

		EXPLANATION OF THE FIELDS IN THE NETWORK LRN DOWNLOAD FILE



		Field Number

		Field Name

		Value in Example



		1

		Service Provider Id

		0001



		2

		LRN Id

		1624



		3

		LRN Value

		1234567890



		4

		Creation TimeStamp

		19960101155559



		5

		Download Reason

		0



		[bookmark: _Toc279510801]6

		Last Activity Timestamp 

		19960916152337  (yyyymmddhhmmss)

Not present if LSMS or SOA does not support the Last Activity TS as shown in this example.  If it were present the value would be in Timestamp format.





Table E–4 -- Explanation of the Fields in the Network LRN Download File
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NPA-NXX-X Download File

The following table describes the sample NPA-NXX-X download file which contains two records in the file, individual fields are pipe delimited, with a carriage return (CR) after each NPA-NXX-X record.  The breaks in the lines and the parenthesized comments are solely for ease of reading and understanding.  

The “Value in Example” column in Table E-5 directly correlates to the values for the first NPA-NXX-X in the download file example, as seen in Figure E-5.

The file name for the NPA-NXX-X download file will be in the format:

	NPANXXX.DD-MM-YYYYHHMMSS.DD-MM-YYYYHHMMSS.DD-MM-YYYYHHMMSS (The NPANXXX portion is the literal string "NPANXXX", and the timestamp maps to the current time [GMT].)

The first timestamp in the filename is the time the download begins. The second and third timestamps are the beginning and ending time ranges respectively.  In the case of the All Network Data view, the second and third time stamps are set by default as no time range may be set by the user for this view.  

The NPA-NXX-X file given in the example would be named:

 (
0001|2853|303-123-6|19980101155555|19980105000000|19980105001111|
0(
CR) 
(NPA-NXX-X 1)
0001|2864|303-124-4|19980101155556|19980105000000|19980105001111|
0(
CR) 
(NPA-NXX-X 2)
)	NPANXXX.02-11-1998133022.12-10-1998080000.13-10-1998133022





[bookmark: _Toc113173904][bookmark: _Toc279510566]Figure E–5 -- Network NPA-NXX-X Download File Example

		EXPLANATION OF THE FIELDS IN THE NETWORK NPA-NXX-X DOWNLOAD FILE



		Field Number

		Field Name

		Value in Example



		1

		Service Provider Id

		0001



		2

		NPA-NXX-X Id

		2853



		3

		NPA-NXX-X Value

		303-123-6



		4

		Creation TimeStamp

		19980101155555



		5

		Effective TimeStamp

		19980105000000



		6

		Modified TimeStamp

		19980105001111



		7

		Download Reason

		0



		[bookmark: _Toc279510802]8

		Last Activity Timestamp 

		19960916152337  (yyyymmddhhmmss)

Not present if LSMS or SOA does not support the Last Activity TS as shown in this example.  If it were present the value would be in Timestamp format.





Table E–5 -- Explanation of the Fields in the Network NPA-NXX-X Download File
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Block Download File

The following table describes each field of the sample Block download file. This download file example contains data for three Blocks, with three lines for each Block. Each Block is one record in the file, pipe delimited, with a carriage return(CR) between each Block. The breaks in the lines and the parenthesized comments are solely for ease of reading and understanding.

Table E-6 describes the entries for Block 1: The “Value in Example” column directly correlates to the values for Block 1 in the download file example, as seen in Figure E-6.

Blocks in the download file are selected by a combination of NPA-NXX-X begin and end, as well as TIME begin and end range.  The TIME Range is keyed off the Broadcast Timestamp.  The file name for the Block download file will be in the format:

NPANXXX-NPANXXX.DD-MM-YYYYHHMMSS.DD-MM-YYYYHHMMSS.DD-MM-YYYYHHMMSS

The NPANXXX-NPANXXX values map to the NPA-NXX-X selection criteria, the first stamp maps to the current time (when the file is generated), the second time stamp maps to the begin time range, and the third time stamp maps to the end time range.  All three time stamps are represented in GMT.

The Block file given in the example would be named:

	3031235-3031252.17-09-1996153344.11-07-1996091222.17-09-1996153344

The file contents for the Block download file will be specific for the following indicators, based on the system type (SOA or LSMS) that is requesting the BDD File.  If support is TRUE, it will include pipes with the supplied value or blank (if no value was specified).  If support is FALSE, it will NOT contain empty pipes as placeholders::

1. SOA supports SV Type

2. SOA supports Optional parameters

3. LSMS supports SV Type

4. LSMS supports Optional parameters

The file contents for the Block download file will always contain pipes for the following indicators, based on the system type (SOA or LSMS) that is requesting the BDD File.  If support is TRUE, it will include the supplied value or blank (if no value was specified).  If support is FALSE, it will always contain empty pipes as placeholders:

1. SOA supports WSMSC

2. LSMS supports WSMSC

 (
1|3031231|1234567890|0001|19960916152337|123123123|123|123123123|
123|123123123|123|123123123|123|||0||||||||
|(
CR) 
(end of Block 1)
2|3031241|1234567891|0001|19960825011010|123123123|123|123123123|
123|123123123|123|123123123|123|||0||||||||
|(
CR) 
(end of Block 2)
3|3031251|1234567892|0001|19960713104923|123123123|123|123123123|
123|123123123|123|123123123|123|||0||||||||
|(
CR) 
(end of Block 3)
)The files available for LSMS compares will be defined as one or more NPA-NXX-Xs per file.

[bookmark: _Toc113173905][bookmark: _Toc279510567]Figure E–6 -- Block Download File Example





		EXPLANATION OF THE FIELDS IN THE BLOCK DOWNLOAD FILE



		Field Number

		Field Name

		Value in Example



		1

		Block Id 

		1



		2

		NPA-NXX-X

		3031231



		3

		LRN

		1234567890



		4

		New Current Service Provider Id 

		0001



		5

		Activation Timestamp 

		19960916152337  (yyyymmddhhmmss)



		6

		CLASS DPC 

		123123123 (This value is 3 octets)



		7

		CLASS SSN 

		123 (This value is 1 octet and usually set to 000)



		8

		LIDB DPC 

		123123123 (This value is 3 octets)



		9

		LIDB SSN 

		123 (This value is 1 octet and usually set to 000)



		10

		ISVM DPC 

		123123123 (This value is 3 octets)



		11

		ISVM SSN 

		123 (This value is 1 octet and usually set to 000)



		12

		CNAM DPC 

		123123123 (This value is 3 octets)



		13

		CNAM SSN 

		123 (This value is 1 octet and usually set to 000)



		14

		WSMSC DPC

		123123123 (This value is 3 octets)



		15

		WSMSC SSN

		123 (This value is 1 octet and usually set to 000)



		16

		Download Reason 

		0



		17

		SV Type

		Not present if LSMS or SOA does not support the SV Type as shown in this example.  If it were present the value would be as defined in the NPB Data Model.



		

		Optional Data parameters (e.g., Alternative SPID, Alt-Billing ID, SMS URI) within the Optional Data Field are included/excluded based on a combination of the region’s support for a specific parameter AND the requesting Service Provider’s NPAC Customer profile settings at the time of BDD file generation.

The order of the included parameters is based on the latest version of the LNP XML schema that is available on the NPAC website (www.npac.com, under the software releases section).



		18+

		Last Activity Timestamp 

		19960916152337  (yyyymmddhhmmss)

Not present if LSMS or SOA does not support the Last Activity TS as shown in this example.  If it were present the value would be in Timestamp format.





[bookmark: _Toc279510803]Table E–6 -- Explanation of the Fields in the Block Download File


Notifications Download File

The Notification download file contains records for notifications as they are defined in the IIS.  Each record contains required and optional attributes and data is logged at the time of notification generation based on the reason the notification was generated as well as NPAC Customer profile settings.  The inclusion of TN/TN Range/NPA-NXX-X in respective notifications is not dependent on the NPAC Customer settings for Subscription Version TN Attribute Flag and Number Pool Block NPA-NXX-X Attribute Flag indicators.

The Notifications download file example (Figure E- 8 – Notification Download File Example, below) contains two records in the file, individual fields are pipe delimited, with a carriage return (CR) after each Notification record.  The breaks in the lines and the parenthesized comments are solely for ease of reading and understanding.

The “Value in Example” column in Table E-7 directly correlates to the values for the hypothetical Notification in the download file example, as seen in Figure E-8.

The file name for the Notifications download file will be in the format:

	Notifications.DD-MM-YYYYHHMMSS.DD-MM-YYYYHHMMSS.DD-MM-YYYYHHMMSS (The Notifications portion is the literal string " Notifications".)

The first timestamp in the filename is the time the download begins. The second and third timestamps are the beginning and ending time ranges respectively.

The Notifications file given in the example would be named:

	Notifications.15-10-2004081122.12-10-2004080000.13-10-2004133022

The file contents for the Notifications download file will be specific for the following indicators, based on the system type (SOA or LSMS) that is requesting the BDD File.  If support is TRUE, it will include pipes with the supplied value or blank (if no value was specified).  If support is FALSE, it will NOT contain empty pipes as placeholders::

1. SOA supports SV Type

2. SOA supports Optional Data attributes and associated parameters

In the download file each notification can be identified by the combination of the Notification ID and Object ID fields.  LNP specific notifications are defined with a unique Notification ID in the GDMO however some notifications sent across the interface are CMIP primitives and do not have unique Notification IDs.  In order to uniquely identify these notifications in the download file, the original CMIP primitive Notification ID has been augmented with a 1000-series number to create a unique Notification ID/Object ID combination.  For example, the subscriptionVersionNPAC-ObjectCreation notification is a CMIP primitive notification that uses a Notification ID of (6) and Object ID of (21) across the interface.  At the same time the LNP specific notification, subscriptionVersionDonorSP-CustomerDisconnectDate as defined in the GDMO uses the same Notification ID and Object ID.  In order to uniquely identify the subscriptionVersionNPAC-ObjectCreation notification for the download file we have augmented the Notification ID to a 1000-series number of, (1006).  The Object ID remains the same (21).  The affected notifications are:

1. SubscriptionVersionNPAC-ObjectCreation (Notification ID 1006, Object ID 21)

2. SubscriptionVersionNPAC-attributeValueChange (Notification ID 1001, Object ID 21)

3. SubscriptionAudit-objectCreation (Notification ID 1006, Object ID 19)

4. Subscription Audit-objectDeletion (Notification ID 1007, Object ID 19)

5. NumberPoolBlock-objectCreation (Notification ID 1006, Object ID 30)

6. NumberPoolBlock-attributeValueChange (Notification ID 1001, Object ID 30)




Data for the following attributes are included if the attribute is supported at the time of BDD file generation.  If the Service Provider supports that attribute at the time of BDD file generation the attribute is included with values.  If the Service Provider does not support that attribute at the time of BDD file generation the attribute is not included (no empty pipe placeholder).

1. WSMSC DPC

2. WSMSC SSN

3. SV Type

4. Optional Data (with applicable parameters within this attribute)



 (
19960101155555|1111|0|1|18|||1|0|1|1234|303123|20040915000000|0|
20040831173545(
CR) (Notification 1)
19960101155555|1111|0|1|18|||1|0|1|1235|303242|20040915000000|0|
20040831173549(
CR)  (Notification 2)
)Figure E–7 - Notification Download File

The format for each potential notification type is provided in the following table. 



		EXPLANATION OF THE POTENTIAL NOTIFICATION FIELDS IN THE NOTIFICATIONS DOWNLOAD FILE



		Notification



		Field Number

		Field Name

		Sample Value



		SOA Notifications



		subscriptionVersionCancellationAcknowledgeRequest



		1

		Creation TimeStamp

		The time the notification was created.

For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		1003



		3

		System Type (SOA=0, LSMS=1)

		0



		4

		Notification ID

		4



		5

		Object ID

		21



		6

		Version TN

		3031231000



		7

		Version ID

		1234567899



		subscriptionVersionRangeCancellationAcknowledgeRequest (* if a consecutive list)



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		0001



		3

		System Type 

		0



		4

		Notification ID

		18



		5

		Object ID

		14



		6

		Range Type Format (consecutive list=1, non-consecutive list =2)

		1



		7

		Starting Version TN

		3031231000



		8

		Ending Version TN

		3031232000



		9

		Starting Version ID

		1200000001



		10

		Ending Version ID

		1200001002



		subscriptionVersionRangeCancellationAcknowledgeRequest (* if not a consecutive list)



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		0001



		3

		System Type 

		0



		4

		Notification ID

		18



		5

		Object ID

		14



		6

		Range Type Format

		2



		7

		Starting Version TN

		3031231000



		8

		Ending Version TN

		3031231009



		9

		Variable Field Length

		Indicates the number of dynamic values for the following field (e.g. 10).



		10

		Version ID

		1230000001



		11

		Version ID

		1230000004



		12

		Version ID

		1230000006



		13

		. . .  Version ID “n”

		1230000009



		subscriptionVersionDonorSP-CustomerDisconnectDate



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		0001



		3

		System Type 

		0



		4

		Notification ID

		6



		5

		Object ID

		21



		6

		Customer Disconnect Date

		20050530230000



		7

		Effective Release Date

		20050530230000



		8

		Version TN

		3031231000



		9

		Version ID

		1234567899



		subscriptionVersionRangeDonorSP-CustomerDisconnectDate (* if a consecutive list)



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		0001



		3

		System Type 

		0



		4

		Notification ID

		17



		5

		Object ID

		14



		6

		Customer Disconnect Date

		20050530230000



		7

		Effective Release Date

		20050530230000



		8

		Range Type Format

		1



		9

		Starting Version TN

		3032201000



		10

		Ending Version TN

		3032201009



		11

		Starting Version ID

		1234000000



		12

		Ending Version ID

		1234000008



		subscriptionVersionRangeDonorSP-CustomerDisconnectDate (* if not a consecutive list)



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		0001



		3

		System Type 

		0



		4

		Notification ID

		17



		5

		Object ID

		14



		6

		Customer Disconnect Date

		20050530230000



		7

		Effective Release Date

		20050530230000



		8

		Range Type Format

		2



		9

		Starting Version TN

		1232201000



		10

		Ending Version TN

		1232201010



		11

		Variable Field Length

		Indicates the number of dynamic values for the following field (e.g. 11).



		12

		Version ID

		1234000099



		13

		Version ID

		1234000103



		14

		… Version ID “n”

		1234000119



		subscriptionVersionNewSP-CreateRequest



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		0001



		3

		System Type 

		0



		4

		Notification ID

		9



		5

		Object ID

		21



		6

		Old Service Provider ID

		1003



		7

		Old Service Provider Due Date

		20050530230000



		8

		Old Service Provider Authorization

		0 



		9

		Old Service Provider Authorization Time Stamp

		20050520125032



		10

		Subscription Status Change Cause Code

		50  



		11

		Subscription Timer Type

		0  



		12

		Subscription Business Type

		1  



		13

		Version TN

		1232201999



		14

		Version ID

		1234000099



		subscriptionVersionRangeNewSP-CreateRequest (* if a consecutive list)



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		0001



		3

		System Type 

		0



		4

		Notification ID

		19



		5

		Object ID

		14



		6

		Old Service Provider ID

		0002



		7

		Old Service Provider Due Date

		20050530230000



		8

		Old Service Provider Authorization

		0



		9

		Service Provider Authorization Time Stamp

		20050520123045



		10

		Subscription Status Change Cause Code

		50



		11

		Subscription Timer Type

		0  



		12

		Subscription Business Type

		1  



		13

		Range Type Format

		1



		14

		Starting Version TN

		3032201999



		15

		Ending Version TN

		3032202012



		16

		Starting Version ID

		1234000000



		17

		Ending Version ID

		1234000013



		subscriptionVersionRangeNewSP-CreateRequest (* if not a consecutive list)



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		0001



		3

		System Type 

		0



		4

		Notification ID

		19



		5

		Object ID

		14



		6

		Old Service Provider ID

		0234



		7

		Old Service Provider Due Date

		20050530230000



		8

		Old Service Provider Authorization

		0



		9

		Service Provider Authorization Time Stamp

		200505220231632



		10

		Subscription Status Change Cause Code

		50



		11

		Subscription Timer Type

		0  



		12

		Subscription Business Type

		1  



		13

		Range Type Format

		2



		14

		Starting Version TN

		3033301600



		15

		Ending Version TN

		3033301699



		16

		Variable Field Length

		Indicates the number of dynamic values for the following field (e.g. 100).



		17

		Version ID

		2340000000



		18

		Version ID

		2340000016



		19

		… Version ID “n”

		2340000023



		subscriptionVersionOldSP-ConcurrenceRequest



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		0001



		3

		System Type 

		0



		4

		Notification ID

		10



		5

		Object ID

		21



		6

		New Current Service Provider ID

		2003



		7

		Service Provider Due Date

		20050530230000



		8

		New Service Provider Creation Time Stamp

		20050518231625



		9

		Subscription Timer Type

		0  



		10

		Subscription Business Type

		1



		11

		Version TN

		3033301000



		12

		Version ID

		1234560000



		subscriptionVersionRangeOldSP-ConcurrenceRequest (* if a consecutive list)



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		0001



		3

		System Type 

		0



		4

		Notification ID

		20



		5

		Object ID

		14



		6

		New Current Service Provider ID

		2003



		7

		Service Provider Due Date

		20050530230000



		8

		New Service Provider Creation Time Stamp

		20050518231625  



		9

		Subscription Timer Type

		0



		10

		Subscription Business Type

		1



		11

		Range Type Format

		1



		12

		Starting Version TN

		3033301000



		13

		Ending Version TN

		3033301009



		14

		Starting Version ID

		1000000001



		15

		Ending Version ID

		1000000010



		subscriptionVersionRangeOldSP-ConcurrenceRequest (* if not a consecutive list)



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		0001



		3

		System Type 

		0



		4

		Notification ID

		20



		5

		Object ID

		14



		6

		New Current Service Provider ID

		2003



		7

		Service Provider Due Date

		20050530230000



		8

		New Service Provider Creation Time Stamp

		20050518231625



		9

		Subscription Timer Type

		0



		10

		Subscription Business Type

		1  



		11

		Range Type Format

		2



		12

		Starting Version TN

		3033300000



		13

		Ending Version TN

		3033300099



		14

		Variable Field Length

		Indicates the number of dynamic values for the following field (e.g. 100).



		15

		Version ID

		1000000001



		16

		Version ID

		1000000009



		17

		… Version ID “n”

		1000001011



		subscriptionVersionStatusAttributeValueChange



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		0001



		3

		System Type 

		0



		4

		Notification ID

		11



		5

		Object ID

		21



		6

		Subscription Version Status

		1



		7

		Subscription Version Status Change Cause Code

		0



		8

		Version TN

		3033301290



		9

		Version ID

		1234500009



		10

		Variable Field Length

		Indicates the number of dynamic values for the following field (e.g. 3).

Note: If there aren’t any Service Providers on the Failed list then the last field will be the VersionID.



		11

		(failed list) Service Provider ID – Service Provider Name

		2003-TelCo



		12

		(failed list) Service Provider ID – Service Provider Name

		2910-Tel S



		13

		…

		1034-Tel M



		subscriptionVersionRangeStatusAttributeValueChange (* if a consecutive list)



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		1001



		3

		System Type 

		0



		4

		Notification ID

		14



		5

		Object ID

		14



		6

		Subscription Version Status

		1



		7

		Subscription Version Status Change Cause Code

		0



		8

		Range Type Format

		1



		9

		Starting Version TN

		3034401000



		10

		Ending Version TN

		3034401001



		11

		Starting Version ID

		4420000097



		12

		Ending Version ID

		4420000098



		13

		Variable Field Length

		Indicates the number of dynamic values for the following field (e.g. 2).

Note: If there aren’t any Service Providers on the Failed list then the last field will be the Ending VersionID.



		14

		(failed list) Service Provider ID – Service Provider Name

		2003-TelCo



		15

		(failed list) Service Provider ID – Service Provider Name

		2910-Tel S



		subscriptionVersionRangeStatusAttributeValueChange (* if not a consecutive list)



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		1001



		3

		System Type 

		0



		4

		Notification ID

		14



		5

		Object ID

		14



		6

		Subscription Version Status

		1



		7

		Subscription Version Status Change Cause Code

		0



		8

		Range Type Format

		2



		9

		Starting Version TN

		3034401012



		10

		Ending Version TN

		3034401019



		11

		Variable Field Length

		Indicates the number of dynamic values for the following field (e.g. 8).



		12

		Version ID

		1000050090



		13

		Version ID

		1000050096



		14

		Version ID

		1000050099



		15

		… Version ID “n”

		1000005100



		16

		Variable Field Length

		Indicates the number of dynamic values for the following field (e.g. 3).

Note: If there aren’t any Service Providers on the Failed list then the last field will be the VersionID “n”.



		17

		(failed list) Service Provider ID – Service Provider Name

		2003-TelCo



		18

		(failed list) Service Provider ID – Service Provider Name

		2910-Tel S



		19

		…

		1034-Tel M



		subscriptionVersionNPAC-ObjectCreation



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		1001



		3

		System Type 

		0



		4

		Notification ID

		1006



		5

		Object ID

		21



		6

		New Service Provider Creation Time Stamp

		20050518231625



		7

		New Service Provider Due Date

		20050530230000



		8

		Old Service Provider Authorization Time Stamp

		



		9

		Old Service Provider Due Date

		



		10

		Old Service Provider Authorization

		



		11

		New Current Service Provider ID

		1001



		12

		Old Service Provider ID

		1003



		13

		Conflict Time Stamp

		



		14

		Status Change Cause Code

		



		15

		Subscription Version Status

		1



		16

		Timer Type

		0

This attribute (pipes) is included if the Service Provider supports both Timer Type and Notification BDD Timer Type Business Hour attributes at the time of notification BDD generation.  If the Service Provider does not support, the pipes are not included in the notification BDD.



		17

		Business Hours

		0

This attribute (pipes) is included if the Service Provider supports both Business Hours and Notification BDD Timer Type Business Hour attributes at the time of notification BDD generation.  If the Service Provider does not support, the pipes are not included in the notification BDD.



		18

		New SP Medium Timer Indicator

		0

Not present if SOA does not support the Medium Timers Support Indicator at the time of notification BDD generation as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification is based on the SP that first sent up the request.



		19

		Old SP Medium Timer Indicator

		0

Not present if SOA does not support the Medium Timers Support Indicator at the time of notification BDD generation as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification is based on the SP that first sent up the request.



		20

		Version TN

		3034401000



		21

		Version ID

		1239999909



		subscriptionVersionRangeObjectCreation (* if a consecutive list)



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		1003



		3

		System Type 

		0



		4

		Notification ID

		16



		5

		Object ID

		14



		6

		New Service Provider Creation Time Stamp

		20050518231625



		7

		New Service Provider Due Date

		20050530230000



		8

		Old Service Provider Authorization Time Stamp

		



		9

		Old Service Provider Due Date

		



		10

		Old Service Provider Authorization

		



		11

		New Current Service Provider ID

		0001



		12

		Old Service Provider ID

		1003



		13

		Conflict Time Stamp

		



		14

		Status Change Cause Code

		



		15

		Subscription Version Status

		1



		16

		Timer Type

		0

This attribute (pipes) is included if the Service Provider supports both Timer Type and Notification BDD Timer Type Business Hour attributes at the time of notification BDD generation.  If the Service Provider does not support, the pipes are not included in the notification BDD.



		17

		Business Hours

		0

This attribute (pipes) is included if the Service Provider supports both Business Hours and Notification BDD Timer Type Business Hour attributes at the time of notification BDD generation.  If the Service Provider does not support, the pipes are not included in the notification BDD.



		18

		New SP Medium Timer Indicator

		0

Not present if SOA does not support the Medium Timers Support Indicator at the time of notification BDD generation as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification is based on the SP that first sent up the request.



		19

		Old SP Medium Timer Indicator

		0

Not present if SOA does not support the Medium Timers Support Indicator at the time of notification BDD generation as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification is based on the SP that first sent up the request.



		20

		Range Type Format

		1



		21

		Starting Version TN

		3034401000



		22

		Ending Version TN

		3034402000



		23

		Starting Version ID

		1234500001



		24

		Ending Version ID

		1234501002



		subscriptionVersionRangeObjectCreation (* if not a consecutive list)



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		1003



		3

		System Type 

		0



		4

		Notification ID

		16



		5

		Object ID

		14



		6

		New Service Provider Creation Time Stamp

		20050518231625



		7

		New Service Provider Due Date

		20050530230000



		8

		Old Service Provider Authorization Time Stamp

		



		9

		Old Service Provider Due Date

		



		10

		Old Service Provider Authorization

		



		11

		New Current Service Provider

		0001



		12

		Old Service Provider ID

		1003



		13

		Conflict Time Stamp

		



		14

		Status Change Cause Code

		



		15

		Subscription Version Status

		1



		16

		Timer Type

		0

This attribute (pipes) is included if the Service Provider supports both Timer Type and Notification BDD Timer Type Business Hour attributes at the time of notification BDD generation.  If the Service Provider does not support, the pipes are not included in the notification BDD.



		17

		Business Hours

		0

This attribute (pipes) is included if the Service Provider supports both Business Hours and Notification BDD Timer Type Business Hour attributes at the time of notification BDD generation.  If the Service Provider does not support, the pipes are not included in the notification BDD.



		18

		New SP Medium Timer Indicator

		0

Not present if SOA does not support the Medium Timers Support Indicator at the time of notification BDD generation as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification is based on the SP that first sent up the request.



		19

		Old SP Medium Timer Indicator

		0

Not present if SOA does not support the Medium Timers Support Indicator at the time of notification BDD generation as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification is based on the SP that first sent up the request.



		20

		Range Type Format

		2



		21

		Starting Version TN

		3034401000



		22

		Ending Version TN

		3034401097



		23

		Variable Field Length

		Indicates the number of dynamic values for the following field (e.g. 98).



		24

		Version ID

		2050505050



		25

		Version ID

		2050505059



		26

		… Version ID “n”

		2050507019



		subscriptionVersionNPAC-attributeValueChange



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		1003



		3

		System Type 

		0



		4

		Notification ID

		1001



		5

		Object ID

		21



		6

		New Service Provider Creation Time Stamp

		20050518231625



		7

		New Service Provider Due Date

		20050530230000



		8

		Old Service Provider Authorization Time Stamp

		



		9

		Old Service Provider Due Date

		



		10

		Old Service Provider Authorization

		



		11

		Conflict Time Stamp

		



		12

		Timer Type

		This attribute (pipes) is included if the Service Provider supports both Medium Timers and Timer Type attributes at the time of notification BDD generation.  If the Service Provider does not support, the pipes are not included in the notification BDD.



		13

		Business Hours

		This attribute (pipes) is included if the Service Provider supports both Medium Timers and Business Hours attributes at the time of notification BDD generation.  If the Service Provider does not support, the pipes are not included in the notification BDD.



		14

		New SP Medium Timer Indicator

		0

Not present if SOA does not support the Medium Timers Support Indicator at the time of notification BDD generation as shown in this example.  If it were present the value would be as defined in the SV Requirements and Data Model.



		15

		Old SP Medium Timer Indicator

		0

Not present if SOA does not support the Medium Timers Support Indicator at the time of notification BDD generation as shown in this example.  If it were present the value would be as defined in the SV Requirements and Data Model.



		

		Fields 16 through 30 are included/excluded based on S-3.00C notification priority setting at the time of BDD file generation.



		16

		LRN

		1234567890



		17

		CLASS DPC 

		123123123 (This value is 3 octets)



		18

		CLASS SSN 

		123 (This value is 1 octet and usually set to 000)



		19

		LIDB DPC 

		123123123 (This value is 3 octets)



		20

		LIDB SSN 

		123 (This value is 1 octet and usually set to 000)



		21

		CNAM DPC 

		123123123 (This value is 3 octets)



		22

		CNAM SSN 

		123 (This value is 1 octet and usually set to 000)



		23

		ISVM DPC 

		123123123 (This value is 3 octets)



		24

		ISVM SSN 

		123 (This value is 1 octet and usually set to 000)



		25

		WSMSC DPC

		Not present if LSMS or SOA does not support the WSMSC DPC as shown in this example.  If it were present the value would be in the same format as other DPC data.



		26

		WSMSC SSN

		Not present if LSMS or SOA does not support the WSMSC SSN as shown in this example.  If it were present the value would be in the same format as other SSN data.



		27

		Billing Id 

		0001



		28

		End User Location Value 

		123456789012



		29

		End User Location Type 

		12



		30

		SV Type

		Not present if LSMS or SOA does not support the SV Type as shown in this example.  If it were present the value would be as defined in the SV Data Model.



		31

		Version TN

		3034401000



		32

		Version ID

		1234567890



		

		Optional Data parameters (e.g., Alternative SPID, Alt-Billing ID, SMS URI) within the Optional Data Field are included/excluded based on a combination of the region’s support for a specific parameter AND the requesting Service Provider’s NPAC Customer profile settings at the time of BDD file generation.

The order of the included parameters is based on the latest version of the applicable LNP XML schema that is available on the NPAC website (www.npac.com, under the software releases section).



		subscriptionVersionRangeAttributeValueChange (* if a consecutive list)



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		1003



		3

		System Type 

		0



		4

		Notification ID

		15



		5

		Object ID

		14



		6

		New Service Provider Creation Time Stamp

		20050518231625



		7

		New Service Provider Due Date

		20050530230000



		8

		Old Service Provider Authorization Time Stamp

		



		9

		Old Service Provider Due Date

		



		10

		Old Service Provider Authorization

		



		11

		Conflict Time Stamp

		



		12

		Timer Type

		0

This attribute (pipes) is included if the Service Provider supports both Medium Timers and Timer Type attributes at the time of notification BDD generation.  If the Service Provider does not support, the pipes are not included in the notification BDD.



		13

		Business Hours

		0

This attribute (pipes) is included if the Service Provider supports both Medium Timers and Business Hours attributes at the time of notification BDD generation.  If the Service Provider does not support, the pipes are not included in the notification BDD.



		14

		New SP Medium Timer Indicator

		0

Not present if SOA does not support the Medium Timers Support Indicator at the time of notification BDD generation as shown in this example.  If it were present the value would be as defined in the SV Requirements and Data Model.



		15

		Old SP Medium Timer Indicator

		0

Not present if SOA does not support the Medium Timers Support Indicator at the time of notification BDD generation as shown in this example.  If it were present the value would be as defined in the SV Requirements and Data Model.



		

		Fields 16 through 30 are included/excluded based on S-3.00C notification priority setting at the time of BDD file generation.



		16

		LRN

		1234567890



		17

		CLASS DPC 

		123123123 (This value is 3 octets)



		18

		CLASS SSN 

		123 (This value is 1 octet and usually set to 000)



		19

		LIDB DPC 

		123123123 (This value is 3 octets)



		20

		LIDB SSN 

		123 (This value is 1 octet and usually set to 000)



		21

		CNAM DPC 

		123123123 (This value is 3 octets)



		22

		CNAM SSN 

		123 (This value is 1 octet and usually set to 000)



		23

		ISVM DPC 

		123123123 (This value is 3 octets)



		24

		ISVM SSN 

		123 (This value is 1 octet and usually set to 000)



		25

		WSMSC DPC

		Not present if LSMS or SOA does not support the WSMSC DPC as shown in this example.  If it were present the value would be in the same format as other DPC data.



		26

		WSMSC SSN

		Not present if LSMS or SOA does not support the WSMSC SSN as shown in this example.  If it were present the value would be in the same format as other SSN data.



		27

		Billing Id 

		0001



		28

		End User Location Value 

		123456789012



		29

		End User Location Type 

		12



		30

		SV Type

		Not present if LSMS or SOA does not support the SV Type as shown in this example.  If it were present the value would be as defined in the SV Data Model.



		31

		Range Type Format

		1



		32

		Starting Version TN

		3034401000



		33

		Ending Version TN

		3034401009



		34

		Starting Version ID

		1000000000



		35

		Ending Version ID

		1000000009



		

		Optional Data parameters (e.g., Alternative SPID, Alt-Billing ID, SMS URI) within the Optional Data Field are included/excluded based on a combination of the region’s support for a specific parameter AND the requesting Service Provider’s NPAC Customer profile settings at the time of BDD file generation.

The order of the included parameters is based on the latest version of the applicable LNP XML schema that is available on the NPAC website (www.npac.com, under the software releases section).



		subscriptionVersionRangeAttributeValueChange (* if not a consecutive list)



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		1003



		3

		System Type 

		0



		4

		Notification ID

		15



		5

		Object ID

		14



		6

		New Service Provider Creation Time Stamp

		20050518231625



		7

		New Service Provider Due Date

		20050530230000



		8

		Old Service Provider Authorization Time Stamp

		



		9

		Old Service Provider Due Date

		



		10

		Old Service Provider Authorization

		



		11

		Conflict Time Stamp

		



		12

		Timer Type

		0

This attribute (pipes) is included if the Service Provider supports both Medium Timers and Timer Type attributes at the time of notification BDD generation.  If the Service Provider does not support, the pipes are not included in the notification BDD.



		13

		Business Hours

		0

This attribute (pipes) is included if the Service Provider supports both Medium Timers and Business Hours attributes at the time of notification BDD generation.  If the Service Provider does not support, the pipes are not included in the notification BDD.



		14

		New SP Medium Timer Indicator

		0

Not present if SOA does not support the Medium Timers Support Indicator at the time of notification BDD generation as shown in this example.  If it were present the value would be as defined in the SV Requirements and Data Model.



		15

		Old SP Medium Timer Indicator

		0

Not present if SOA does not support the Medium Timers Support Indicator at the time of notification BDD generation as shown in this example.  If it were present the value would be as defined in the SV Requirements and Data Model.



		

		Fields 16 through 30 are included/excluded based on S-3.00C notification priority setting at the time of BDD file generation.



		16

		LRN

		1234567890



		17

		CLASS DPC 

		123123123 (This value is 3 octets)



		18

		CLASS SSN 

		123 (This value is 1 octet and usually set to 000)



		19

		LIDB DPC 

		123123123 (This value is 3 octets)



		20

		LIDB SSN 

		123 (This value is 1 octet and usually set to 000)



		21

		CNAM DPC 

		123123123 (This value is 3 octets)



		22

		CNAM SSN 

		123 (This value is 1 octet and usually set to 000)



		23

		ISVM DPC 

		123123123 (This value is 3 octets)



		24

		ISVM SSN 

		123 (This value is 1 octet and usually set to 000)



		25

		WSMSC DPC

		Not present if LSMS or SOA does not support the WSMSC DPC as shown in this example.  If it were present the value would be in the same format as other DPC data.



		26

		WSMSC SSN

		Not present if LSMS or SOA does not support the WSMSC SSN as shown in this example.  If it were present the value would be in the same format as other SSN data.



		27

		Billing Id 

		0001



		28

		End User Location Value 

		123456789012



		29

		End User Location Type 

		12



		30

		SV Type

		Not present if LSMS or SOA does not support the SV Type as shown in this example.  If it were present the value would be as defined in the SV Data Model.



		31

		Range Type Format

		2



		32

		Starting Version TN

		3034401000



		33

		Ending Version TN

		3034401009



		34

		Variable Field Length

		Indicates the number of dynamic values for the following field (e.g. 10).



		35

		Version ID

		1000000000



		36

		Version ID

		1000000013



		37

		… Version ID “n”

		1000000016



		

		Optional Data parameters (e.g., Alternative SPID, Alt-Billing ID, SMS URI) within the Optional Data Field are included/excluded based on a combination of the region’s support for a specific parameter AND the requesting Service Provider’s NPAC Customer profile settings at the time of BDD file generation.

The order of the included parameters is based on the latest version of the applicable LNP XML schema that is available on the NPAC website (www.npac.com, under the software releases section).



		subscriptionAudit-DiscrepancyRpt



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		1003



		3

		System Type 

		0



		4

		Notification ID

		2



		5

		Object ID

		19



		6

		Service Provider ID

		0001



		7

		Audit Failure Reason

		2



		8

		Audit Discrepancy TN

		3034401212



		9

		Version ID

		1000000009



		subscriptionAuditResults



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		1003



		3

		System Type 

		0



		4

		Notification ID

		3



		5

		Object ID

		19



		6

		Audit Results Status

		2



		7

		Number of Discrepancies

		1



		8

		Time of Completion

		20050521121419



		9

		Variable Field Length

		Indicates the number of dynamic values for the following field (e.g. 3)

Note: If there aren’t any Service Providers on the Failed list then the last field will be Time of Completion.



		10

		Failed Service Provider ID – Failed Service Provider Name

		2091-TelX



		11

		Failed Service Provider ID – Failed Service Provider Name

		3124-TelN



		12

		Failed Service Provider ID – Failed Service Provider Name . . .

		3092-TelY



		subscriptionAudit-objectCreation



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		1003



		3

		System Type 

		0



		4

		Notification ID

		1006



		5

		Object ID

		19



		6

		Audit ID

		5303



		subscription Audit-objectDeletion



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		1003



		3

		System Type 

		0



		4

		Notification ID

		1007



		5

		Object ID

		19



		6

		Audit ID

		5049



		lnpNPAC-SMS-Operational-Information



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		0001



		3

		System Type 

		0



		4

		Notification ID

		1



		5

		Object ID

		12



		6

		Maintenance Start Time

		20050530020000



		7

		Maintenance End Time

		20050530060000



		8

		NPAC Contact Number

		8883321000



		9

		Additional Downtime Information

		(graphic string 255)



		subscriptionVersionNewNPA-NXX



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		0001



		3

		System Type 

		0



		4

		Notification ID

		8



		5

		Object ID

		(21/12)

* If this notification is generated by a subscription, then object ID= 21.  If this notification is generated by a number pool block, then object ID=12.



		6

		NPA-NXX ID

		2853



		7

		NPA-NXX

		303440



		8

		NPA-NXX Effective Time Stamp

		19960101155555



		9

		Service Provider ID

		1003



		subscriptionVersionOldSPFinalConcurrenceWindowExpiration



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		0001



		3

		System Type 

		0



		4

		Notification ID

		12



		5

		Object ID

		21



		6

		Subscription Timer Type

		0



		7

		Subscription Business Type

		1



		8

		Version TN

		3034401000



		9

		Version ID

		1234567890



		subscriptionVersionRangeOldSPFinalConcurrenceWindowExpiration (* if a consecutive list)



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		1003



		3

		System Type 

		0



		4

		Notification ID

		21



		5

		Object ID

		14



		6

		Subscription Timer Type

		0



		7

		Subscription Business Type

		1



		8

		Range Type Format

		1



		9

		Starting Version TN

		3034401000



		10

		Ending Version TN

		3034401009



		11

		Starting Version ID

		1234567000



		12

		Ending Version ID

		1234567010



		subscriptionVersionRangeOldSPFinalConcurrenceWindowExpiration (* if not a consecutive list)



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		1003



		3

		System Type 

		0



		4

		Notification ID

		21



		5

		Object ID

		14



		6

		Subscription Timer Type

		0



		7

		Subscription Business Type

		1



		8

		Range Type Format

		2



		9

		Starting Version TN

		3034401000



		10

		Ending Version TN

		3034401009



		11

		Variable Field Length

		Indicates the number of dynamic values for the following field (e.g. 10).



		12

		Version ID

		1230000000



		13

		Version ID

		1230000012



		14

		Version ID

		1230000019



		15

		… Version ID “n”

		1230000024



		numberPoolBlock-objectCreation



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		1003



		3

		System Type 

		0



		4

		Notification ID

		1006



		5

		Object ID

		30



		6

		Number Pool Block Creation Time Stamp

		20050501122000



		7

		Number Pool Block ID

		4421



		8

		Number Pool Block NPA-NXX-X

		3033005



		9

		Block Holder SPID

		0001



		10

		SOA Origination

		1



		11

		LRN

		7193000000



		12

		CLASS DPC

		123123123 (This value is 3 octets)



		13

		CLASS SSN

		123 (This value is 1 octet and usually set to 000)



		14

		LIDB DPC

		123123123 (This value is 3 octets)



		15

		LIDB SSN

		123 (This value is 1 octet and usually set to 000)



		16

		CNAM DPC

		123123123 (This value is 3 octets)



		17

		CNAM SSN

		123 (This value is 1 octet and usually set to 000)



		18

		ISVM DPC

		123123123 (This value is 3 octets)



		19

		ISVM SSN

		123 (This value is 1 octet and usually set to 000)



		20

		WSMSC DPC

		123123123 (This value is 3 octets)



		21

		WSMSC SSN

		123 (This value is 1 octet and usually set to 000)



		22

		Number Pool Block Status

		1



		23

		SV Type

		0

This attribute (pipes) is included if the Service Provider supports SV Type at the time of notification BDD generation.  If the Service Provider does not support SV Type at the time of notification, the pipes are not included in the notification BDD.

Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported SV Type at the time of notification generation.  



		

		Optional Data parameters (e.g., Alternative SPID, Alt-Billing ID, SMS URI) within the Optional Data Field are included/excluded based on a combination of the region’s support for a specific parameter AND the requesting Service Provider’s NPAC Customer profile settings at the time of BDD file generation.

The order of the included parameters is based on the latest version of the applicable LNP XML schema that is available on the NPAC website (www.npac.com, under the software releases section).



		numberPoolBlock-attributeValueChange



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		1003



		3

		System Type 

		0



		4

		Notification ID

		1001



		5

		Object ID

		30



		6

		Number Pool Block ID

		1290



		7

		Number Pool Block NPA-NXX-X

		3033006



		8

		SOA Origination

		1



		9

		LRN

		7193000000



		10

		CLASS DPC

		123123123 (This value is 3 octets)



		11

		CLASS SSN

		123 (This value is 1 octet and usually set to 000)



		12

		LIDB DPC

		123123123 (This value is 3 octets)



		13

		LIDB SSN

		123 (This value is 1 octet and usually set to 000)



		14

		CNAM DPC

		123123123 (This value is 3 octets)



		15

		CNAM SSN

		123 (This value is 1 octet and usually set to 000)



		16

		ISVM DPC

		123123123 (This value is 3 octets)



		17

		ISVM SSN

		123 (This value is 1 octet and usually set to 000)



		18

		WSMSC DPC

		123123123 (This value is 3 octets)



		19

		WSMSC SSN

		123 (This value is 1 octet and usually set to 000)



		20

		SV Type

		0 

This attribute (pipes) is included if the Service Provider supports SV Type at the time of notification BDD generation.  If the Service Provider does not support SV Type at the time of notification, the pipes are not included in the notification BDD.

Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported SV Type at the time of notification generation.



		

		Optional Data parameters (e.g., Alternative SPID, Alt-Billing ID, SMS URI) within the Optional Data Field are included/excluded based on a combination of the region’s support for a specific parameter AND the requesting Service Provider’s NPAC Customer profile settings at the time of BDD file generation.

The order of the included parameters is based on the latest version of the applicable LNP XML schema that is available on the NPAC website (www.npac.com, under the software releases section).



		numberPoolBlockStatusAttributeValueChange



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		1003



		3

		System Type

		0



		4

		Notification ID

		13



		5

		Object ID

		30



		6

		Number Pool Block ID

		3240



		7

		Number Pool Block NPA-NXX-X

		3033006



		8

		Block Status

		4



		9

		Variable Field Length

		Indicates the number of dynamic values for the following field (e.g. 3).

Note: If there aren’t any Service Providers on the Failed list then the last field will be the Block Status.



		10

		(failed list) Service Provider ID – Service Provider Name

		2003-TelCo



		11

		(failed list) Service Provider ID – Service Provider Name

		2910-Tel S



		12

		…

		1034-Tel M



		subscriptionVersionNewSP-FinalCreateWindowExpiration



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		0001



		3

		System Type 

		0



		4

		Notification ID

		23



		5

		Object ID

		21



		6

		New Current Service Provider ID

		1234



		7

		Old Service Provider ID

		2001



		8

		Old Service Provider Due Date

		20050530230000



		9

		Old SP Authorization 

		0



		10

		Old SP Authorization Time Stamp

		20050520125032



		11

		Status Change Cause Code

		50



		12

		Subscription Timer Type

		0



		13

		Subscription Business Type

		1



		14

		Version TN

		1232201999



		15

		Version ID

		1234567890



		     subscriptionVersionRangeNewSP-FinalCreateWindow (* if a consecutive list)



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		1003



		3

		System Type 

		0



		4

		Notification ID

		22



		5

		Object ID

		14



		6

		New Current Service Provider ID

		1234



		7

		Old Service Provider ID

		2001



		8

		Old Service Provider Due Date

		20050530230000



		9

		Old Service Provider Authorization

		0



		10

		Old Service Provider Authorization Time Stamp

		20050520123045



		11

		Status Change Cause Code

		50



		12

		Subscription Timer Type

		0



		13

		Subscription Business Type

		1



		14

		Range Type Format

		1



		15

		Starting Version TN

		3034401000



		16

		Ending Version TN

		3034401009



		17

		Starting Version ID

		1234567000



		18

		Ending Version ID

		1234567010



		     subscriptionVersionRangeNewSP-FinalCreateWindowExpiration (* if not a consecutive list)



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		1003



		3

		System Type 

		0



		4

		Notification ID

		22



		5

		Object ID

		14



		6

		New Current Service Provider ID

		1234



		7

		Old Service Provider ID

		2001



		8

		Old Service Provider Due Date

		20050530230000



		9

		Old Service Provider Authorization

		0



		10

		Old Service Provider Authorization TimeStamp

		20050530231632



		11

		Status Change Cause Code

		50  



		12

		Subscription Timer Type

		0



		13

		Subscription Business Type

		1  



		14

		Range Type Format

		2



		15

		Starting Version TN

		3034401000



		16

		Ending Version TN

		3034401009



		17

		Variable Field Length

		Indicates the number of dynamic values for the following field (e.g. 10).



		18

		Version ID

		2340000000



		19

		Version ID

		2340000016



		20

		… Version ID “n”

		2340000023



		LSMS Notifications



		lnpNPAC-SMS-Operational-Information



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		0001



		3

		System Type 

		1



		4

		Notification ID

		1



		5

		Object ID

		12



		6

		Maintenance Start Time

		20050530020000



		7

		Maintenance End Time

		20050530060000



		8

		NPAC Contact Number

		8883321000



		9

		Additional Download Time Information

		(graphic string 255)



		subscriptionVersionNewNPA-NXX



		1

		Creation TimeStamp

		For example: 19960101155555

If the notification contains a Message Origination TimeStamp, then it will be used in place of the Creation TimeStamp.  Since they are both timestamp formats, no format change to this field in the notification BDD.



		2

		Service Provider ID

		1003



		3

		System Type 

		1



		4

		Notification ID

		8



		5

		Object ID

		(21/12) (If this notification is generated by a subscription version, then Object ID=21.  If this notification is generated by a pooled block, then Object ID=12. 



		6

		NPA-NXX ID

		1239



		7

		NPA-NXX

		303400



		8

		NPA-NXX Effective Time Stamp

		050501120019



		9

		Service Provider ID

		0001
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SIC-SMURF NPA-NXX Download File

The SIC-SMURF NPA-NXX download file is used as input to the SPID migration update process in the NPAC SMS and all SOAs/LSMSs, to convert NPA-NXX data from the Old SPID to the New SPID.  This file contains individual fields that are pipe delimited, with a carriage return (CR) after each SIC-SMURF NPA-NXX record.

The file name for the SIC-SMURF NPA-NXX download file will be in the format:

	SIC-SMURF-NPANXX.OldSPID.NewSPID.DD-MM-YYYYHHMMSS  (The SIC-SMURF-NPANXX portion is the literal string "SIC-SMURF-NPANXX".  The OldSPID is the four digit ID of the Old Service Provider.  The NewSPID is the four digit ID of the New Service Provider.)

The SIC-SMURF NPA-NXX file given in the example would be named:

	SIC-SMURF-NPANXX.0001.0002.25-12-1996081122

		EXPLANATION OF THE FIELDS IN THE SIC-SMURF NPA-NXX DOWNLOAD FILE



		Field Number

		Field Name

		Value in Example



		1

		Old Service Provider Id

		0001



		2

		New Service Provider Id

		0002



		3

		NPA-NXX Value

		312382
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Example File:

0001|0002|312382(CR)		(end of NPA-NXX 1)

0001|0002|312383(CR)		(end of NPA-NXX 2)

0001|0002|312386(CR)		(end of NPA-NXX 3)

0001|0002|312382(CR)		(end of NPA-NXX 4)

0001|0002|312392(CR)		(end of NPA-NXX 5)


SIC-SMURF LRN Download File

The SIC-SMURF LRN download file is used as input to the SPID migration update process in the NPAC SMS and all SOAs/LSMSs, to convert LRN, Block (SOA/LSMS optional), Subscription Version, and scheduled event for Block (NPAC only) data from the Old SPID to the New SPID.  This file contains individual fields that are pipe delimited, with a carriage return (CR) after each SIC-SMURF LRN record.

The file name for the SIC-SMURF LRN download file will be in the format:

	SIC-SMURF-LRN.OldSPID.NewSPID.DD-MM-YYYYHHMMSS  (The SIC-SMURF-LRN portion is the literal string "SIC-SMURF-LRN".  The OldSPID is the four digit ID of the Old Service Provider.  The NewSPID is the four digit ID of the New Service Provider.)

The SIC-SMURF-LRN file given in the example would be named:

	SIC-SMURF-LRN.0001.0002.25-12-1996081122

		EXPLANATION OF THE FIELDS IN THE SIC-SMURF LRN DOWNLOAD FILE



		Field Number

		Field Name

		Value in Example



		1

		Old Service Provider Id

		0001



		2

		New Service Provider Id

		0002



		3

		LRN Value

		3123820000
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Example File:

0001|0002|3123820000 (CR)		(end of LRN 1)

0001|0002|3123830000 (CR)		(end of LRN 2)

0001|0002|3123860000 (CR)		(end of LRN 3)

0001|0002|3123820000 (CR)		(end of LRN 4)

0001|0002|3123920000 (CR)		(end of LRN 5)


SIC-SMURF NPA-NXX-X Download File

The SIC-SMURF NPA-NXX-X download file is used as input to the SPID migration update process in the NPAC SMS and all SOAs/LSMSs, to convert NPA-NXX-X data (SOA/LSMS optional) from the Old SPID to the New SPID.  This file contains individual fields that are pipe delimited, with a carriage return (CR) after each SIC-SMURF NPA-NXX-X record.

The file name for the SIC-SMURF NPA-NXX-X download file will be in the format:

	SIC-SMURF-NPANXXX.OldSPID.NewSPID.DD-MM-YYYYHHMMSS  (The SIC-SMURF-NPANXXX portion is the literal string "SIC-SMURF-NPANXXX".  The OldSPID is the four digit ID of the Old Service Provider.  The NewSPID is the four digit ID of the New Service Provider.)

The SIC-SMURF-NPA-NXX-X file given in the example would be named:

	SIC-SMURF-NPANXXX.0001.0002.25-12-1996081122

		EXPLANATION OF THE FIELDS IN THE SIC-SMURF NPA-NXX-X DOWNLOAD FILE



		Field Number

		Field Name

		Value in Example



		1

		Old Service Provider Id

		0001



		2

		New Service Provider Id

		0002



		3

		NPA-NXX-X Value

		3123820
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Example File:

0001|0002|3123820(CR)		(end of NPA-NXX-X 1)

0001|0002|3123824(CR)		(end of NPA-NXX-X 2)

0001|0002|3123862(CR)		(end of NPA-NXX-X 3)

0001|0002|3123868(CR)		(end of NPA-NXX-X 4)

0001|0002|3123928(CR)		(end of NPA-NXX-X 5)
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Description:  Change Definition and Disallow use of Inactive SPID

Functional Backwards Compatible:  Yes



IMPACT/CHANGE ASSESSMENT



		FRS

		IIS

		GDMO

		ASN.1

		NPAC

		SOA

		LSMS



		Y

		N

		N

		N

		Y

		N

		N







		XIS

		XML

		NPAC

		SOA

		LSMS



		N

		N

		N

		N

		N









Business Need

An Inactive SPID is being used, causing SV data issues.

In some cases, upon completion of the pre-port process (LSR/FOC, WPR/WPRR), the Service Provider currently serving the TN (soon to be the Old SP) immediately submits a “release” message to the NPAC (Old SP Create Subscription Version Request).  Consequently, a pending SV is established at the NPAC based on this Request.

Sometimes, the Old SP replies on the New SP name to select the SPID value to enter on its “release” message to the NPAC.  Because some SPs have more than one valid SPID at the NPAC, the Old SP might not select the New SP SPID value that was included on the LSR, but a different SPID value for the same Service Provider.  Further complicating the port transaction, the New SP SPID entered by the Old SP may be a SPID that the New SP has decomissioned.  Untangling the message involves substantial manual effort and results in a delay in establishing the consumer's new telephone service.

Current NPAC business rules require that the NPAC retain a SPID as long as it is associated with any network data, such as an LRN, or it appears in any active-like SV record.  That is, even if the SPID appears only as the "Old SP" in an SV record, the SPID cannot be decommissioned in the NPAC in such a way that the error described above can be prevented.  Hence, the “inactive” SPID is not inactive in the NPAC.

The business need is to provide some mechanism that would disallow the use of a SPID that has been decommissioned by the Service Provider, but still remains in the NPAC because of the current business rules.



Description of Change:

This change order is being created to resolve the issue of incorrectly using an “inactive” SPID.

The proposed change is to allow a SPID to be deleted if it is listed as the Old SP on an active-like SV.  This change would not affect functionality in the NPAC (ability to port, PTO) as this decommissioned SPID does not own any codes, pooled blocks, or SVs.  Yet, it would prevent the incorrect usage/reference of this decommissioned SPID when creating new SVs.

There are both a short-term solution and a long-term solution to this “inactive” SPID delete scenario where the only data that exists for this decommissioned SPID are the active-like SVs where they are the Old SP value.  In the description below, the decommissioned SPID is 1111, and the newer/current SPID for the Service Provider is 2222:

1. Short-term – Execute a script during the maintenance window that performs a work-around for the current requirements functionality.  At a high-level, this would involve the following:

a. Clean-up any pending SVs that list 1111 as the new SP.

b. Enter maintenance.

c. Update the Old SP value from 1111 to 2222 on the applicable SVs.

d. Delete 1111 (this will cause the delete download to all Service Providers).

e. Restore the Old SP value from 2222 to 1111 on the applicable SVs.

f. Bring the region back up.

g. All Service Providers will recover the delete download.

h. Decommissioned SPID 1111 is no longer valid for SV create messages.

2. Long-term – Discuss two options, then decide.  Make corresponding software changes to the NPAC:

a. Allow the delete of a SPID in the NPAC, even when there are active SVs that use that SPID value in the Old SP field.

b. Add an NPAC setting/status that prevents a SPID from being specified in the New SP field on SV Create messages.






[bookmark: _Toc59881639]Requirements:

TBD.





IIS:

No Change Required.





XIS:

No Change Required.





GDMO:

No Change Required.





ASN.1:

No Change Required.





XML:

No Change Required.
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[bookmark: _Toc360080641]
Open Change Orders

		Open Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS



		

		

		

		

		

		

		

		



		

		

		

		

		

		

		

		



		

		

		

		

		

		

		

		







[bookmark: _Toc360080642]
Accepted Change Orders

		Accepted Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS



		NANC 403

		NeuStar



3/30/05

		Only allow Recovery Messages to be sent during Recovery



The current documentation does NOT specifically state that ALL recovery messages should only be sent to the NPAC during recovery (it is currently indicated for notifications and SWIM data).  This change order will clarify the documentation to include ALL data.



This will require some operational changes for Service Providers that utilize Network Data and/or Subscription Data recovery while in normal mode.

		TBD

		TBD

		Func Backward Compatible:  Yes



The proposed solution is to update the FRS, IIS and GDMO recovery description to indicate that network data and subscription data recovery requests sent during normal mode will be rejected.



No sunset policy will be implemented with this change order.





		Low

		None / None-Med



		NANC 403

(con’t)

		Proposed Resolution:



FRS, new requirements:

Req 1       All Data Recovery Only in Recovery Mode

NPAC SMS shall allow a SOA or LSMS to recover data ONLY in recovery mode.



Req 2       Recovery Restriction Tunable Parameter

NPAC SMS shall provide a Regional Recovery Restriction in Recovery Mode Only tunable parameter which is defined as an indicator on whether or not the restriction of recovery requests only is allowed while in recovery mode is supported by the NPAC SMS for a particular NPAC Region.



Req 3       Recovery Restriction Tunable Parameter Default

NPAC SMS shall default the Regional Recovery Restriction in Recovery Mode Only tunable parameter to TRUE.



Req 4       Recovery Restriction Tunable Parameter Modification

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Regional Recovery Restriction in Recovery Mode Only tunable parameter.







IIS, section 5.2.1.9, add the following text:

All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).



IIS, section 5.3.4, change the following text:

Service Provider and Notification All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).







GDMO, lnpDownload notification, add the following text in the behavior section:

All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).



Dec 05 – moved to Accepted per LNPAWG discussion.











		NANC 417

		Syniverse 12/18/06

		Provide record count(s) for BDD Files and Delta BDD Files



Business Need:

Refer to separate document (last update Mar ’07).





		TBD

		FRS

		Func Backward Compatible:  TBD









		Low

		Low



		NANC 419

		AT&T



3/15/07

		User Prioritization of Recovery-Related Notifications



Business Need:

The existing NPAC Notification Priority process only allows a certain type of notification to have a different priority from another type.  Using this method, however, SOAs cannot distinguish between the reasons for a certain type of notification.  For example, a Status Attribute Value Change notification could indicate that all LSMSs successfully responded and a pending SV is moving to active, or it could indicate that a discrepant LSMS has just completed recovery and a partial-failure SV is moving to active.



As a result, an SP that is recovering SVs could cause the activating SOA to experience unintended delays in receiving notifications for different activities because the recovery process generates its own set of notifications.  This unintended delay could happen hours after the initial activity, when the SOA is otherwise relatively lightly loaded, causing confusion to the SOA users.





		

		

		Func Backward Compatible:  TBD



Develop a mechanism that further defines certain notifications as initiated by regular activity versus recovery activity.  With this change order the two instances would be differentiated, and an SP could indicate a different prioritization for one versus the other.



May ’07 APT:

The business need/scenario was explained during the APT meeting, with agreement from the group that the text captured the current business need.  The group also agreed to recommend acceptance of this change order by the LNPAWG.  The CMA will add additional text to this change order, then send out prior to the Jun ’07 LNPAWG con call, with a recommendation of approval from the APT.



Example of current notification:

Notification -- L-11.0 A1 SV SAVC Activates to new SP priority.

Definition -- When an INTER or INTRA SV has been created in the Local SMSs (or ‘activated‘ by the SOA) and the SV status has been set to:  Active or Partial-Failure. The notification is sent to both SOAs: Old and New. If the status has been set to Partial-Failure, this notification contains the list of Service Providers (SP) LSMSs that have failed to receive the broadcast.





		Med

		None / None



		NANC 419 (con’t)

		Proposed Resolution:

Add a new scenario to the list of notification priorities (42 listed in the FRS, Appendix C).  The new one will be specific to notifications generated as a result of recovery requests (not to be confused with notification recovery).  This will allow notifications generated where the reason is recovery to have a lower priority than the same notification generated where the reason is a SOA GUI user working real-time with a customer request.



In the example above, notification L-11.0 A1 would have a lower priority in a recovery-related SV activate scenario where one LSMS failed the initial SV activate download, but successfully recovered that SV activate download at a later time, whereas a different instance of notification L-11.0 A1 would have a higher priority in a regular SV activate scenario where all LSMSs successfully processed the SV activate download.



Jun ’07 LNPAWG con call:

The change order was accepted by the LNPAWG during the call.  Detailed requirements will begin to be developed.



Jul ’07 LNPAWG meeting:

Upon further discussion, it was agreed that instead of just one new notification that would be generated as a result of a recovery request, the type of activity (activate, modify, disconnect) should also be accounted for in the proposed solution.  The group will discuss the complexity of different types of activity, and whether this is needed and/or confusing to manage.  With this new ability to “change the order”, the issue of out-of-sequence notifications needs to be discussed as well.



The attached document describes the proposed new notifications in blue.  These will be discussed during the Sep ’07 LNPAWG meeting.







Sep ’07 LNPAWG meeting:

All participants were not available to discuss this at this time.  Discussion will carry forward into the Nov ’07 meeting.



Nov ’07 LNPAWG meeting:

After a brief discussion, it was agreed that no solid business case could be identified for keeping this at the “type of activity” level, so instead of one each for activate, modify, and disconnect, just a single recovery notification will be used for all three types.





		NANC 425

		LNPA WG



9/12/07

		Large Volume Port Transactions and SOA Throughput Using Message Efficiency (son of NANC 397)



Business Need:

Review the Sep ’07 meeting discussion in NANC 397.  Going forward, discussion of everything outside of the 25K/hr increase will be documented in this change order



Nov ’07 LNPAWG, discussion:

After some initial discussion on the various options of NANC 397 that have moved into NANC 425, the group questioned the need to continue looking into this change order when 397 will meet the performance needs.  The group agreed to let 425 go dormant for now, and will bring up in the future if necessary.



		

		

		Func Backward Compatible:  TBD





		N/A

		N/A / N/A



		NANC 431

		LNPA WG



3/12/08

		URI Fields (PoC)



Business Need:

Refer to separate document (last update Mar ’08).



		

		

		Func Backward Compatible:  Yes



Mar ’08 LNPAWG, discussion:

With the FCC lifting abeyance on NANC 400, discussion took place on the change order.  Several Service Providers requested that NANC 400 be broken up into four separate and distinct change orders, one for each URI Type.  These four will be 429, 430, 431, and 432.











		Low

		Med / Med-High (new down-stream inter-face).  After first one, next one is Low.



		NANC 432

		LNPA WG



3/12/08

		URI Fields (Presence)



Business Need:

Refer to separate document (last update Mar ’08).



		

		

		Func Backward Compatible:  Yes



Mar ’08 LNPAWG, discussion:

With the FCC lifting abeyance on NANC 400, discussion took place on the change order.  Several Service Providers requested that NANC 400 be broken up into four separate and distinct change orders, one for each URI Type.  These four will be 429, 430, 431, and 432.











		Low

		Med / Med-High (new down-stream inter-face).  After first one, next one is Low.



		NANC 437

		Telcordia



1/8/09

		Multi-Vendor NPAC SMS Solution



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  TBD



Jan ’09 LNPAWG, discussion:

A walk-thru of the proposed solution took place.  Telcordia will be providing addition information prior to the Mar ’09 LNPAWG meeting.



Mar ’09 LNPAWG, discussion:

A walk-thru of some of the documents provided in Feb were reviewed.  Further review will take place during the Apr con call, and the May face-to-face mtgs.



May ’09 – Jul ‘10 LNPAWG, discussion:

The group has continued reviews during the monthly mtgs.



		TBD

		TBD



		NANC 447

		AT&T



11/01/11

		NPAC Support for CMIP over TCP/IPv6



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  Yes



Nov ’11 LNPAWG, discussion:

A walk-thru of the proposed change order took place.  The group accepted the change order.



Mar ’12 LNPAWG, discussion:

The group agreed to forward the change order to the NAPM LLC, to request an SOW from Neustar.



		TBD

		TBD



		NANC 449

		Comcast



3/14/12

		Active/Active SOA Connection to NPAC – same SPID



Business Need:

Refer to separate document.



[bookmark: _MON_1402999893]





[bookmark: _MON_1433848695]

		

		

		Func Backward Compatible:  Yes



Mar ’12 LNPAWG, discussion:

A walk-thru of the proposed solution took place.  The group accepted the change order.



May ‘12 – SepMay ‘1213 LNPAWG, discussion:

The group has continued reviews during the monthly mtgs.



		TBD

		TBD



		

		

		

		

		

		

		

		







[bookmark: _Toc445026500][bookmark: _Toc360080643][bookmark: _Toc434399577][bookmark: _Toc434399779]
Next Documentation Release Change Orders

		Next Documentation Release Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS



		NANC 450

		LNPA WG



06/04/12

		Doc-Only Change Order: FRS/IIS Updates



Business Need:

Update the current documentation to be consistent and reflect current behavior.



1. IIS.  Flow B5.1.4, Subscription Version Create by Second SOA (Old Service Provider) with Authorization to Port.  Clarify subscription-status-change-cause-code field is required.  The following will be added to the bulleted list of attributes, “subscriptionStatusChangeCauseCode (set to no-value-needed)”.

2. IIS.  Flow B5.2.7, Subscription Version Modify Disconnect Pending Using M-ACTION by Service Provider SOA.  Change attributes in step 2 in picture, from SV status = sending and SV Broadcast TS – to – SV Modified TS.





		

		

		Func Backward Compatible:  Yes



Update the FRS/IIS.



		None

		None / None



		NANC 451

		Neustar



11/21/12

		Doc-Only Change Order: GDMO Updates



Business Need:

Update the current documentation to be consistent and reflect current behavior.



Audit Results Failed List

-- 11.0  LNP Audit Result Failed Service Provider List



auditResultFailed-SP-List ATTRIBUTE

   WITH ATTRIBUTE SYNTAX LNP-ASN1.Failed-SP-List;

   MATCHES FOR EQUALITY;

   BEHAVIOUR auditResultFailed-SP-ListBehavior;

   REGISTERED AS {LNP-OIDS.lnp-attribute 11};



auditResultFailed-SP-ListBehavior BEHAVIOUR

   DEFINED AS !

    This attribute is used to store, in an audit results

    notification in a log record, the list of failed service

    providers for an audit that failed due to failures on Local

    SMSs. that either don’t support audit queries or those 

    that didn’t successfully respond to the audit queries.





		Func Backward Compatible:  Yes



Update the GDMO.



		None

		None / None



		

		

		

		

		

		

		

		



		

		

		

		

		

		

		

		







[bookmark: _Toc360080644][bookmark: _Toc445026502]
Current Development Release Change Orders

		Current Development Release Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS



		

		

		

		

		

		

		

		



		

		

		

		

		

		

		

		







[bookmark: _Toc254355567][bookmark: _Toc360080645]
Awaiting SOW Change Orders

		Awaiting SOW Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS



		NANC 372

		Bellsouth 11/15/02

		SOA/LSMS Interface Protocol Alternatives



Business Need:



Refer to separate document.





		

		

		Func Backward Compatible:  TBD

















May ’09 – Jan ‘13 LNPAWG, discussion:

The group has continued reviews during the monthly mtgs.



Mar ’13 LNPAWG, discussion:

The group agreed to forward the change order to the NAPM LLC, to request an SOW from Neustar.



Current version of delta FRS, XIS, and XSD can be found on the NPAC website.

		High

		High / High



		NANC 452

		Verizon Wireless



11/20/12

		Ethernet Connectivity to the NPAC



Business Need:

Refer to separate document.













		

		

		Func Backward Compatible:  Yes



Jan ’13 LNPAWG, discussion:

A walk-thru of the proposed solution took place.  The group accepted the change order.



Mar ’13 LNPAWG, discussion:

A walk-thru of the Ethernet Private Line Connectivity powerpoint presentation took place.  The group agreed to forward the change order to the NAPM LLC, to request an SOW from Neustar.



		TBD

		TBD



		

		

		

		

		

		

		

		



		

		

		

		

		

		

		

		







[bookmark: _Toc360080646]
Approved SOW Change Orders

		Approved SOW Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS



		NANC 372

		Bellsouth 11/15/02

		SOA/LSMS Interface Protocol Alternatives



Business Need:



Refer to separate document.





		

		

		Func Backward Compatible:  TBD

















May ’09 – Jan ‘13 LNPAWG, discussion:

The group has continued reviews during the monthly mtgs.



Mar ’13 LNPAWG, discussion:

The group agreed to forward the change order to the NAPM LLC, to request an SOW from Neustar.



Current version of delta FRS, XIS, and XSD can be found on the NPAC website.

		High

		High / High



		NANC 452

		Verizon Wireless



11/20/12

		Ethernet Connectivity to the NPAC



Business Need:

Refer to separate document.













		

		

		Func Backward Compatible:  Yes



Jan ’13 LNPAWG, discussion:

A walk-thru of the proposed solution took place.  The group accepted the change order.



Mar ’13 LNPAWG, discussion:

A walk-thru of the Ethernet Private Line Connectivity powerpoint presentation took place.  The group agreed to forward the change order to the NAPM LLC, to request an SOW from Neustar.



		TBD

		TBD



		

		

		

		

		

		

		

		



		

		

		

		

		

		

		

		










[bookmark: _Toc360080647]Cancel – Pending Change Orders

		Cancel - Pending Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS



		

		

		

		

		

		

		

		



		

		

		

		

		

		

		

		







[bookmark: _Toc434399578][bookmark: _Toc434399780][bookmark: _Toc445026503][bookmark: _Toc360080648]
Current Release Change Orders

		Current Release Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS



		

		

		See Implemented List for details on Release 3.4.x.





		

		

		

		

		







[bookmark: _Toc431024438][bookmark: _Toc434399580][bookmark: _Toc434399801][bookmark: _Toc445026505][bookmark: _Toc360080649]
Summary of Change Orders



		Release # / Target Date

		Change Orders

		Backward Compatible



		Open

		

		



		Accepted

		NANC 403 –Only allow Recovery Messages to be sent during Recovery

NANC 417 – Provide record count(s) for BDD Files and Delta BDD Files

NANC 419 – User Prioritization of Recovery-Related Notifications

NANC 425 – Large Volume Port Trans and SOA Throughput Using Message Efficiency (son of NANC 397)

NANC 431 – URI Fields (PoC)

NANC 432 – URI Fields (Presence)

NANC 437 – Multi-Vendor NPAC SMS Solution

NANC 447 – NPAC Support for CMIP over TCP/IPv6

NANC 449 – Active/Active SOA Connection to NPAC – same SPID



		



		Next Doc Release

		NANC 450 – Doc-Only Change Order: FRS/IIS Updates

NANC 451 – Doc-Only Change Order: GDMO Updates



		



		Current Development Release

		

		



		Awaiting SOW

		NANC 372 – SOA/LSMS Interface Protocol Alternatives

NANC 452 – Ethernet Connectivity to the NPAC



		



		Approved SOW

		NANC 372 – SOA/LSMS Interface Protocol Alternatives

NANC 452 – Ethernet Connectivity to the NPAC



		



		Cancel-Pending

		

		



		Current Release

		See Implemented List for details on R3.4.x
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SOA Notification Priority Tunables



Many notifications are sent to both the Old Service Provider and the New Service Provider.  As indicated in the table below, some of these notifications can have different priorities based on whether the Service Provider is acting as the Old Service Provider or the New Service Provider for the port.  During the notification evaluation process this option was not given to all notifications that are sent to both the Old Service Provider and the New Service Provider for one or more reasons.  Some of those reasons were:



· volume of the particular notification was very small



· importance of the particular notification was determined to be equal whether a Service Provider was acting as the Old Service Provider or the New Service Provider for the port



			#


			Notification Name


			Priority





			


			[snip]


			





			L-11.0



A1


			Subscription Version Status Attribute Value Change Notification – Activates – To the New Service Provider – Normal Processing


When an INTER or INTRA SV has been created in the Local SMSs (or ‘activated‘ by the SOA) and the SV status has been set to:  Active or Partial-Failure. The notification is sent to both SOAs: Old and New. If the status has been set to Partial-Failure, this notification contains the list of Service Providers (SP) LSMSs that have failed to receive the broadcast. 



Note:  See L-11.0 E for Deletes and L-11.0 F for Modify Actives


			MEDIUM





			L-11.0



tbd1


			Subscription Version Status Attribute Value Change Notification – Activates – To the New Service Provider – Recovery Processing



Same type of notification as L-11.0 A1, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.



Note:  See L-11.0 tbd2 for Deletes and L-11.0 tbd3 for Modify Actives


			MEDIUM





			L-11.0



A1.5


			Subscription Version Status Attribute Value Change Notification – Activates – To the Old Service Provider – Normal Processing


When an INTER or INTRA SV has been created in the Local SMSs (or ‘activated‘ by the SOA) and the SV status has been set to:  Active or Partial-Failure. The notification is sent to both SOAs: Old and New. If the status has been set to Partial-Failure, this notification contains the list of Service Providers (SP) LSMSs that have failed to receive the broadcast. 



Note:  See L-11.0 E for Deletes and L-11.0 F for Modify Actives


			MEDIUM





			L-11.0



tbd1.5


			Subscription Version Status Attribute Value Change Notification – Activates – To the Old Service Provider – Recovery Processing


Same type of notification as L-11.0 A1.5, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.



Note:  See L-11.0 tbd2 for Deletes and L-11.0 tbd3 for Modify Actives


			MEDIUM





			


			[snip]


			





			L-11.0



E


			Subscription Version Status Attribute Value Change Notification – set to OLD – Normal Processing


When the SV status has been set to old.  (Port to Original, port-of-a port, port to original of a Pool TN (or snap back), disconnect, disconnect of a ported Pool TN).  The notification is received only by those SOAs that actually have the SV in their local DB. It varies with the scenario.



Note:  See L-11.0 A1.5 for Activates and L-11.0 F for Modify Actives


			MEDIUM





			L-11.0



tbd2


			Subscription Version Status Attribute Value Change Notification – set to OLD – Recovery Processing


Same type of notification as L-11.0 E, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.



Note:  See L-11.0 tbd1.5 for Activates and L-11.0 tbd3 for Modify Actives


			MEDIUM





			L-11.0



F


			Subscription Version Status Attribute Value Change Notification – Modify active – Normal Processing


When an Active SV has been modified in the LSMS or there has been a cancellation of a Disconnect-Pending SV and the status of the SV has been re-set to Active (with or without a Fail-SP-List). The notification is sent only to the current SOA.



Note:  See L-11.0 A1 for Activates and L-11.0 E for Deletes


			MEDIUM





			L-11.0



tbd3


			Subscription Version Status Attribute Value Change Notification – Modify active – Recovery Processing


Same type of notification as L-11.0 F, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.



Note:  See L-11.0 tbd1 for Activates and L-11.0 tbd2 for Deletes


			MEDIUM





			


			[snip]


			





			L-13.0



A






			Number Pool Block Status Attribute Value Change Notification – Normal Processing


The Pool Block has being created in the LSMSs (EDR and Non_EDR) and the Block Status has being set to Active or Partial Failure;


			MEDIUM





			L-13.0



tbd4






			Number Pool Block Status Attribute Value Change Notification – Recovery Processing


Same type of notification as L-13.0 A, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.


			MEDIUM





			


			[snip]


			





			L-13.0



D






			Number Pool Block Status Attribute Value Change Notification – Normal Processing


The attributes in the Pool Block have been modified in the LSMSs (EDR and Non-EDR) and the Block Status has been re-set to Active (with or without fail-sp-list).


			MEDIUM





			L-13.0



tbd5





			Number Pool Block Status Attribute Value Change Notification – Recovery Processing


Same type of notification as L-13.0 D, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.


			MEDIUM





			L-13.0



E






			Number Pool Block Status Attribute Value Change Notification – Normal Processing


When a Pool Block has been ‘de-pooled’ from the LSMSs (EDR and Non-EDR) and the Block Status has been set to Old (with or without fail-sp-list).


			MEDIUM





			L-13.0



tbd6






			Number Pool Block Status Attribute Value Change Notification – Recovery Processing


Same type of notification as L-13.0 E, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.


			MEDIUM





			


			[snip]


			





			


			


			








Table C- 7 – SOA Notification Priority Tunables
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New Change Orders – Working Copy






Origination Date:  03/12/08


Originator:  LNPAWG


Change Order Number:  NANC 431


Description:  URI Fields (PoC)


Cumulative SP Priority, Weighted Average:  N/A



Functionally Backwards Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Y


			Y


			Y








Business Need:



Multimedia Media Messaging Service (PoC) Field:



There is a need to enable the ability for SPs and Clearinghouses to look up routing information for IP-based services associated with ported and pooled numbers.  Since default CO code level data does not apply for these TNs, query engines need to be provisioned with a portability and pooling correction.  The addition of this field will satisfy this need and enable both individual SPs, as well as Service Bureaus, to automatically update their look up engines with the new routing data.  This IP-service routing field is in fact directly analogous to the existing SS7-based DPC/SSN routing fields already supported by NPAC (i.e. – ISVM, LIDB, WSMSC, etc…).



Description of Change:



The NPAC/SMS will provide the ability to provision an PoC URI for each SV and Pooled Block record.



This information will be provisioned by the SOA and broadcast to the LSMS upon activation of the SV or Pooled Block and upon modification for those SOA and LSMS associations optioned “on” to send and receive this data.



This field shall be added to the Bulk Data Download file, and be available to a Service Provider’s SOA/LSMS.



This field will be supported across the interface on an opt-in basis only and will be functionally backward compatible.



The OptionalData CMIP attribute will be populated with an XML string.  The string is defined by the schema documented in the XML section below.  XML is used to provide future flexibility to add additional fields to the SV records and Pool Block records when approved by the LLC.


Major points/processing flow/high-level requirements:



This change order proposes to add a new field to the subscription version and number pool block objects.  Hence, the FRS, IIS, GDMO, and ASN.1 will need to reflect the addition of this field.  This new field will cause changes to the NPAC CMIP interface, however they will be functionally backward compatible and optional by service provider.



Requirements:



Section 1.2, NPAC SMS Functional Overview



Add a new section that describes the functionality of the PoC URI (Uniform Resource Identifier) Field (Optional Data).  See description of Change above.



Section 3.1, NPAC SMS Data Models



Add new attribute for the PoC URI (Uniform Resource Identifier) Field (Optional Data).  See below:



			NPAC CUSTOMER DATA MODEL





			Attribute Name


			Type (Size) 


			Required


			Description





			[snip]


			


			


			





			NPAC Customer SOA PoC URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports PoC URI information from the NPAC SMS to their SOA.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.



The default value is False.









			NPAC Customer LSMS PoC URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports PoC URI information from the NPAC SMS to their LSMS.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.



The default value is False.





			[snip]


			


			


			








Table 3-2 NPAC Customer Data Model



			Subscription Version Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			PoC URI


			C (255)


			


			PoC URI for Subscription Version.



This field may only be specified if the service provider SOA supports PoC URI.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.





			[snip]


			


			


			








Table 3‑6 Subscription Version Data Model



			number pooling block hoder information Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			PoC URI


			C (255)


			


			PoC URI for Number Pool Block.



This field may only be specified if the service provider SOA supports PoC URI.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.





			[snip]


			


			


			








Table 3‑8 Number Pooling Block Holder Information Data Model



R3-7.2 
Administer Mass update on one or more selected Subscription Versions



NPAC SMS shall allow NPAC personnel to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, PoC URI (if the requesting SOA supports PoC URI data), Billing ID, End User Location Type or End User Location Value.



RR3-210
Block Holder Information Mass Update – Update Fields



NPAC SMS shall allow NPAC Personnel, via a mass update, to update the block holder default routing information (LRN, DPC(s), and SSN(s), PoC URI (if the requesting SOA supports PoC URI data)), for a 1K Block as stored in the NPAC SMS.  (Previously B-762)



R3‑8
Off-line batch updates for Local SMS Disaster Recovery



NPAC SMS shall support an off‑line batch download (via 4mm DAT tape and FTP file download) to mass update Local SMSs with Subscription Versions, NPA-NXX-X Information, Number Pool Block and Service Provider Network data.



The contents of the batch download are:



· Subscriber data:



· [snip]



· PoC URI (for Local SMSs that support PoC URI)



·  [snip]



· Block Data



· [snip]



· PoC URI, (for Local SMSs that support PoC URI data)



·  [snip]



RR3-79.1
Number Pool NPA-NXX-X Holder Information – Routing Data Field Level Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, are valid according to the formats specified in the Block Data Model upon Block creation scheduling for a Number Pool, or when re-scheduling a Block Create Event:  (Previously N-75.1).



[snip]



PoC URI (if supported by the Block Holder SOA)



RR3-149
 Addition of Number Pooling Block Holder Information – Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, is valid according to the formats specified in the Subscription Version Data Model upon Block creation for a Number Pool:  (Previously B-250)



[snip]



PoC URI (if supported by the Block Holder SOA)



RR3-157
Modification of Number Pooling Block Holder Information – Routing Data



NPAC SMS shall allow NPAC personnel, Service Provider via the SOA to NPAC SMS Interface, or Service Provider via the NPAC SOA Low-tech Interface, to modify the block holder default routing information (LRN, DPC(s), and SSN(s)), and PoC URI field (if supported by the Block Holder SOA), for a 1K Block as stored in the NPAC SMS.  (Previously B-320)



R4-8
Service Provider Data Elements


NPAC SMS shall require the following data if there is no existing Service Provider data:



[snip]



NPAC Customer SOA PoC URI Support Indicator



NPAC Customer LSMS PoC URI Support Indicator



R5‑16
Create Subscription Version - New Service Provider Optional input data



NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑18.1
Create Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



RR5-5
Create “Intra-Service Provider Port” Subscription Version - Current Service Provider Optional Input Data



NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



RR5-6.1
Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑27.1
Modify Subscription Version - New Service Provider Data Values



NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑28
Modify Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑29.1
Modify Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑36
Modify Active Subscription Version - Input Data



NPAC SMS shall allow the following data to be modified for an active Subscription Version:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑37
Active Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the new Service Provider or NPAC personnel for an active Subscription Version to be modified:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑38.1
Modify Active Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification of an active version:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5-74.3
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5-74.4
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:



· [snip]



· PoC URI (if supported by the Service Provider LSMS)



RR5-91
Addition of Number Pooling Subscription Version Information – Create “Pooled Number” Subscription Version



NPAC SMS shall automatically populate the following data upon Subscription Version creation for a Pooled Number port:  (Previously SV-20)



· [snip]



· PoC URI (Value set to same field as Block)



Req 1 – Service Provider SOA PoC URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider SOA PoC URI Edit Flag Indicator tunable parameter which defines whether a SOA supports PoC URI.



Req 2 – Service Provider SOA PoC URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider SOA PoC URI Edit Flag Indicator tunable parameter to FALSE.



Req 3 – Service Provider SOA PoC URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA PoC URI Edit Flag Indicator tunable parameter.


Req 4 – Service Provider LSMS PoC URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider LSMS PoC URI Edit Flag Indicator tunable parameter which defines whether an LSMS supports PoC URI.



Req 5 – Service Provider LSMS PoC URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider LSMS PoC URI Edit Flag Indicator tunable parameter to FALSE.



Req 6 – Service Provider LSMS PoC URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS PoC URI Edit Flag Indicator tunable parameter.


Req 7
Activate Subscription Version - Send PoC URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports PoC URI, send the PoC URI attribute for an activated Inter or Intra-Service Provider Subscription Version port via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 8
Activate Number Pool Block - Send PoC URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports PoC URI, send the PoC URI attribute for an activated Number Pool Block via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 9
Audit for Support of PoC URI



NPAC SMS shall audit the PoC URI attribute as part of a full audit scope, only when a Service Provider’s LSMS supports PoC URI.


Appendix B – Glossary



URI – Uniform Resource Identifier



Appendix E – Bulk Data Download File Examples.



NOTE:  If a Service Provider supports PoC URI, the format of the Bulk Data Download file will contain delimiters for the attribute.



			Explanation of the fields in the subscription download file





			Field Number


			Field Name


			Value in Example





			1


			Version Id 


			0000000001





			[snip]


			


			





			999


			PoC URI


			Not present if LSMS or SOA does not support the PoC URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 1 -- Explanation of the Fields in The Subscription Download File



			Explanation of the fields in the Block download file





			Field Number


			Field Name


			Value in Example





			1


			Block  Id 


			1





			[snip]


			


			





			999


			PoC URI


			Not present if LSMS or SOA does not support the PoC URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 6 -- Explanation of the Fields in The Subscription Download File



IIS



Addition to the current IIS flow descriptions that relate to SV and NPB attributes.



Flow B.4.4.1 – Number Pool Block Create/Activate by SOA



Flow B.4.4.2 – Number Pool Block Create by NPAC SMS



Flow B.4.4.12 – Number Pool Block Modify by NPAC SMS



Flow B.4.4.13 – Number Pool Block Modify by Block Holder SOA



If the “SOA Supports PoC URI Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:



PoC URI


Flow B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)



Flow B.5.1.3 – Subscription Version Create by Second SOA (New Service Provider)



Flow B.5.1.11 – Subscription Version Create for Intra-Service Provider Port



[snip]



The following items may optionally be provided unless subscriptionPortingToOriginal-SP is true:



[snip]



PoC URI – if supported by the Service Provider SOA



Flow B.5.2.1 – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA



Flow B.5.2.3 – Subscription Version Modify Prior to Activate Using M-ACTION



Flow B.5.2.4 – Subscription Version Modify Prior to Activate Using M-SET



[snip]



The current service provider can only modify the following attributes:



[snip]



PoC URI – if supported by the Service Provider SOA



Flow B.5.6 – Subscription Version Query



[snip]



The query return data includes:



[snip]



PoC URI – if supported by the Service Provider (SOA, LSMS)



GDMO:



No Change Required.



ASN.1:



No Change Required.



XML:



Note – the XML shown below is existing NANC 399 and new NANC 428.



<?xml version="1.0" encoding="UTF-8"?>



<xs:schema targetNamespace="urn:npac:lnp:opt-data:1.0" elementFormDefault="qualified" attributeFormDefault="unqualified" xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns="urn:npac:lnp:opt-data:1.0">



   <xs:simpleType name="SPID">



      <xs:restriction base="xs:string">



         <xs:length value="4"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="Generic-URI">



      <xs:restriction base="xs:string">



         <xs:minLength value="1"/>



         <xs:maxLength value="255"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:complexType name="OptionalData">



      <xs:sequence>



        <xs:element name="ALTSPID" type="SPID" nillable="true" minOccurs="0"/>



        <xs:element name="POCURI" type="Generic-URI" nillable="true" minOccurs="0"/>



      </xs:sequence>



   </xs:complexType>



   <xs:element name="OptionalData" type="OptionalData"/>



</xs:schema>
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New Change Orders – Working Copy






Origination Date:  03/12/08


Originator:  LNPAWG


Change Order Number:  NANC 432


Description:  URI Fields (Presence)


Cumulative SP Priority, Weighted Average:  N/A



Functionally Backwards Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Y


			Y


			Y








Business Need:



Multimedia Media Messaging Service (Presence) Field:



There is a need to enable the ability for SPs and Clearinghouses to look up routing information for IP-based services associated with ported and pooled numbers.  Since default CO code level data does not apply for these TNs, query engines need to be provisioned with a portability and pooling correction.  The addition of this field will satisfy this need and enable both individual SPs, as well as Service Bureaus, to automatically update their look up engines with the new routing data.  This IP-service routing field is in fact directly analogous to the existing SS7-based DPC/SSN routing fields already supported by NPAC (i.e. – ISVM, LIDB, WSMSC, etc…).



Description of Change:



The NPAC/SMS will provide the ability to provision a Presence URI for each SV and Pooled Block record.



This information will be provisioned by the SOA and broadcast to the LSMS upon activation of the SV or Pooled Block and upon modification for those SOA and LSMS associations optioned “on” to send and receive this data.



This field shall be added to the Bulk Data Download file, and be available to a Service Provider’s SOA/LSMS.



This field will be supported across the interface on an opt-in basis only and will be functionally backward compatible.



The OptionalData CMIP attribute will be populated with an XML string.  The string is defined by the schema documented in the XML section below.  XML is used to provide future flexibility to add additional fields to the SV records and Pool Block records when approved by the LLC.


Major points/processing flow/high-level requirements:



This change order proposes to add a new field to the subscription version and number pool block objects.  Hence, the FRS, IIS, GDMO, and ASN.1 will need to reflect the addition of this field.  This new field will cause changes to the NPAC CMIP interface, however they will be functionally backward compatible and optional by service provider.



Requirements:



Section 1.2, NPAC SMS Functional Overview



Add a new section that describes the functionality of the Presence URI (Uniform Resource Identifier) Field (Optional Data).  See description of Change above.



Section 3.1, NPAC SMS Data Models



Add new attribute for the Presence URI (Uniform Resource Identifier) Field (Optional Data).  See below:



			NPAC CUSTOMER DATA MODEL





			Attribute Name


			Type (Size) 


			Required


			Description





			[snip]


			


			


			





			NPAC Customer SOA Presence URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Presence URI information from the NPAC SMS to their SOA.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.



The default value is False.





			NPAC Customer LSMS Presence URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Presence URI information from the NPAC SMS to their LSMS.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.



The default value is False.





			[snip]


			


			


			








Table 3-2 NPAC Customer Data Model



			Subscription Version Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			Presence URI


			C (255)


			


			Presence URI for Subscription Version.



This field may only be specified if the service provider SOA supports Presence URI.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.





			[snip]


			


			


			








Table 3‑6 Subscription Version Data Model



			number pooling block hoder information Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			Presence URI


			C (255)


			


			Presence URI for Number Pool Block.



This field may only be specified if the service provider SOA supports Presence URI.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.





			[snip]


			


			


			








Table 3‑8 Number Pooling Block Holder Information Data Model



R3-7.2 
Administer Mass update on one or more selected Subscription Versions



NPAC SMS shall allow NPAC personnel to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, Presence URI (if the requesting SOA supports Presence URI data), Billing ID, End User Location Type or End User Location Value.



RR3-210
Block Holder Information Mass Update – Update Fields



NPAC SMS shall allow NPAC Personnel, via a mass update, to update the block holder default routing information (LRN, DPC(s), and SSN(s), Presence URI (if the requesting SOA supports Presence URI data)), for a 1K Block as stored in the NPAC SMS.  (Previously B-762)



R3‑8
Off-line batch updates for Local SMS Disaster Recovery



NPAC SMS shall support an off‑line batch download (via 4mm DAT tape and FTP file download) to mass update Local SMSs with Subscription Versions, NPA-NXX-X Information, Number Pool Block and Service Provider Network data.



The contents of the batch download are:



· Subscriber data:



· [snip]



· Presence URI (for Local SMSs that support Presence URI data)



· [snip]



· Block Data



· [snip]



· Presence URI (for Local SMSs that support Presence URI data)



· [snip]



RR3-79.1
Number Pool NPA-NXX-X Holder Information – Routing Data Field Level Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, are valid according to the formats specified in the Block Data Model upon Block creation scheduling for a Number Pool, or when re-scheduling a Block Create Event:  (Previously N-75.1).



[snip]



Presence URI (if supported by the Block Holder SOA)



RR3-149
 Addition of Number Pooling Block Holder Information – Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, is valid according to the formats specified in the Subscription Version Data Model upon Block creation for a Number Pool:  (Previously B-250)



[snip]



Presence URI (if supported by the Block Holder SOA)



RR3-157
Modification of Number Pooling Block Holder Information – Routing Data



NPAC SMS shall allow NPAC personnel, Service Provider via the SOA to NPAC SMS Interface, or Service Provider via the NPAC SOA Low-tech Interface, to modify the block holder default routing information (LRN, DPC(s), and SSN(s)), and Presence URI field (if supported by the Block Holder SOA), for a 1K Block as stored in the NPAC SMS.  (Previously B-320)



R4-8
Service Provider Data Elements


NPAC SMS shall require the following data if there is no existing Service Provider data:



[snip]



NPAC Customer SOA Presence URI Support Indicator



NPAC Customer LSMS Presence URI Support Indicator



R5‑16
Create Subscription Version - New Service Provider Optional input data



NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑18.1
Create Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



RR5-5
Create “Intra-Service Provider Port” Subscription Version - Current Service Provider Optional Input Data



NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



RR5-6.1
Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑27.1
Modify Subscription Version - New Service Provider Data Values



NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑28
Modify Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑29.1
Modify Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑36
Modify Active Subscription Version - Input Data



NPAC SMS shall allow the following data to be modified for an active Subscription Version:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑37
Active Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the new Service Provider or NPAC personnel for an active Subscription Version to be modified:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑38.1
Modify Active Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification of an active version:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5-74.3
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5-74.4
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:



· [snip]



· Presence URI (if supported by the Service Provider LSMS)



RR5-91
Addition of Number Pooling Subscription Version Information – Create “Pooled Number” Subscription Version



NPAC SMS shall automatically populate the following data upon Subscription Version creation for a Pooled Number port:  (Previously SV-20)



· [snip]



· Presence URI (Value set to same field as Block)



Req 1 – Service Provider SOA Presence URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider SOA Presence URI Edit Flag Indicator tunable parameter which defines whether a SOA supports Voice URI.



Req 2 – Service Provider SOA Presence URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider SOA Presence URI Edit Flag Indicator tunable parameter to FALSE.



Req 3 – Service Provider SOA Presence URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Presence URI Edit Flag Indicator tunable parameter.


Req 4 – Service Provider LSMS Presence URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider LSMS Presence URI Edit Flag Indicator tunable parameter which defines whether an LSMS supports Presence URI.



Req 5 – Service Provider LSMS Presence URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider LSMS Presence URI Edit Flag Indicator tunable parameter to FALSE.



Req 6 – Service Provider LSMS Presence URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS Presence URI Edit Flag Indicator tunable parameter.


Req 7
Activate Subscription Version - Send Presence URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports Presence URI, send the Presence URI attribute for an activated Inter or Intra-Service Provider Subscription Version port via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 8
Activate Number Pool Block - Send Presence URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports Presence URI, send the Presence URI attribute for an activated Number Pool Block via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 9
Audit for Support of Presence URI



NPAC SMS shall audit the Presence URI attribute as part of a full audit scope, only when a Service Provider’s LSMS supports Presence URI.


Appendix B – Glossary



URI – Uniform Resource Identifier



Appendix E – Bulk Data Download File Examples.



NOTE:  If a Service Provider supports Presence URI, the format of the Bulk Data Download file will contain delimiters for the attribute.



			Explanation of the fields in the subscription download file





			Field Number


			Field Name


			Value in Example





			1


			Version Id 


			0000000001





			[snip]


			


			





			999


			Presence URI


			Not present if LSMS or SOA does not support the Presence URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 1 -- Explanation of the Fields in The Subscription Download File



			Explanation of the fields in the Block download file





			Field Number


			Field Name


			Value in Example





			1


			Block  Id 


			1





			[snip]


			


			





			999


			Presence URI


			Not present if LSMS or SOA does not support the Presence URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 6 -- Explanation of the Fields in The Subscription Download File



IIS



Addition to the current IIS flow descriptions that relate to SV and NPB attributes.



Flow B.4.4.1 – Number Pool Block Create/Activate by SOA



Flow B.4.4.2 – Number Pool Block Create by NPAC SMS



Flow B.4.4.12 – Number Pool Block Modify by NPAC SMS



Flow B.4.4.13 – Number Pool Block Modify by Block Holder SOA



If the “SOA Supports Presence URI Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:



Presence URI


Flow B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)



Flow B.5.1.3 – Subscription Version Create by Second SOA (New Service Provider)



Flow B.5.1.11 – Subscription Version Create for Intra-Service Provider Port



[snip]



The following items may optionally be provided unless subscriptionPortingToOriginal-SP is true:



[snip]



Presence URI – if supported by the Service Provider SOA



Flow B.5.2.1 – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA



Flow B.5.2.3 – Subscription Version Modify Prior to Activate Using M-ACTION



Flow B.5.2.4 – Subscription Version Modify Prior to Activate Using M-SET



[snip]



The current service provider can only modify the following attributes:



[snip]



Presence URI – if supported by the Service Provider SOA



Flow B.5.6 – Subscription Version Query



[snip]



The query return data includes:



[snip]



Presence URI – if supported by the Service Provider (SOA, LSMS)



GDMO:



No Change Required.



ASN.1:



No Change Required.



XML:



Note – the XML shown below is the same for both NANC 399 and NANC 400.



<?xml version="1.0" encoding="UTF-8"?>



<xs:schema targetNamespace="urn:npac:lnp:opt-data:1.0" elementFormDefault="qualified" attributeFormDefault="unqualified" xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns="urn:npac:lnp:opt-data:1.0">



   <xs:simpleType name="SPID">



      <xs:restriction base="xs:string">



         <xs:length value="4"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="Generic-URI">



      <xs:restriction base="xs:string">



         <xs:minLength value="1"/>



         <xs:maxLength value="255"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:complexType name="OptionalData">



      <xs:sequence>



        <xs:element name="ALTSPID" type="SPID" nillable="true" minOccurs="0"/>



        <xs:element name="PRESURI" type="Generic-URI" nillable="true" minOccurs="0"/>



      </xs:sequence>



   </xs:complexType>



   <xs:element name="OptionalData" type="OptionalData"/>



</xs:schema>
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New Change Orders – Working Copy






Origination Date:  1/8/2009



Originator:  Telcordia Technologies



Change Order Number:  NANC TBD



Description:  A Multi Vendor NPAC Solution



Cumulative SP Priority, Weighted Average:  TBD



Functionally Backwards Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Y


			N


			N








Business Need:



The original request(s) to provide NPAC services was more than twelve years ago.  Since that initial selection of two providers, the industry hasn’t had any choice in NPAC vendors.  In all other aspects of number portability in North America, Service Providers have a choice of vendors.  The Telecommunications Act implemented vendor competition as well, and the FCC specifically favored competition in NPAC services in originally approving multiple NPAC administrators.  The FCC noted in the order that competition between vendors for NPAC would stimulate innovation and it would provide the other expected benefits of competition, including economic benefits and enhanced service levels.  Since that order, the NPAC has become more critical to Service Provider networks with the addition of pooling and the pending change orders for URI information.  The transactions at NPAC continue to grow at a large rate.  If the rate of transaction growth continues, NPAC billable transaction will exceed more than one billion annually before the expiration of the current contract.  Carrier choice in NPAC services can and should be implemented now to provide the benefits of competition to Service Providers before the NPAC grows so large that a transition would be higher risk than desirable.



Competition will lead not only to carrier choice but vendor diversity.  In the current economic conditions, having multiple vendors versus a single source contract to support critical infrastructure services is becoming more essential.  Multiple vendors assure business continuity of services in the event of vendor business failure.  This diversity will not only reduce the business risk of these services being delivered in an uninterrupted manner but will also enhance the commercial management of the vendors.  Carriers have experienced that multi sourced services and associated carrier choice results in more competitive pricing.  Multiple competitive vendors also offer faster response to industry needs with more innovative services that further enhance the service currently being offered.  The current NPAC service is working effectively, but opening it up to competition and carrier choice can only result in enhanced benefits to the industry.  Selecting two or more vendors will drive the benefits to the users of a multi vendor solution that will result in carriers in each region being able to choose their vendor based on the values it offers in savings and enhanced services.



In summary, especially in today’s economic conditions, carriers more than ever need the benefits of competition that include:



· Carrier Choice



· Vendor Diversity



· Enhanced and Innovative Services



· Reduced Costs to the Industry



Description of Change:


While a Multi-Vender NPAC Solution, hereafter referred to as Multi-Administrator Peering Model, and impacts the NPAC SMS, the technical approach described in this change order minimizes the impacts to Service Provider systems and operations. 



The following high-level peering technical implementation goals related to Service Providers and the NPAC Services provided under a Multi-Administrator Peering Model implementation:



· No SOA and LSMS to NPAC SMS CMIP Interface Modifications



· No User LTI GUI Changes



· Minimize Service Provider operational changes



· Limit Service Provider operational interactions to only their chosen NPAC vendor



· Limit NPAC to NPAC connections to reduce complexity



· Allow communication of all NPAC data for network data and active subscription versions



· Support any additional information needed for Inter-NPAC SMS porting events



The following diagram illustrates the Solution approach proposed in this change order by showing a Multi-Administrator Peering Model with two NPAC SMS to visually introduce the terminology used:







The terminology used in the diagram is defined as follows: 



· Primary NPAC SMS – The NPAC SMS that provides service directly to a specific Service Provider SOA, LSMS, or LTI GUI for a transaction.



· Peered NPAC SMS – An NPAC SMS system that communicates with another NPAC SMS in the same Region in a Multi-Administrator Peering Model. 



· Inter-NPAC Peering – The Multi-Administrator Peering Model implementation discussed in this solution document that leverages the existing SOA to NPAC SMS and LSMS to NPAC SMS CMIP interface for Inter-NPAC SMS messaging 



· Inter-NPAC SMS Messaging – CMIP messaging between Peered NPAC SMS systems within the same Region as a result of Service Provider activity initiated from the LTI GUI, SOA, and/or LSMS interface connections.  Inter-NPAC messages include all messages required for completion of requests. 



· Inter-NPAC SMS Associations – CMIP associations between Peered NPAC SMS



· Inter-NPAC SMS LSMS Association – A CMIP association between two Peered NPAC SMSs that is used to communicate LSMS activity such as Subscription Version activation and Network Data creation from a Primary NPAC SMS to a Peered NPAC SMS.



· Inter-NPAC SMS SOA Association – A CMIP association between two Peered NPAC SMSs that is used to communicate SOA activity, such as porting activity between Service Providers in different Peered NPAC SMS.



Major points/processing flow/high-level requirements:



Inter-NPAC Peering leverages the existing SOA to NPAC SMS and LSMS to NPAC SMS CMIP interface for Inter-NPAC SMS messaging.   This approach simplifies implementation of the Inter-NPAC SMS messaging and does not require the introduction of a different messaging protocol.  While interface impacts for Inter-NPAC Peering are avoided for the existing Service Provider SOA and LSMS to NPAC SMS interfaces, additional data would need to be communicated between peered NPAC SMS systems to improve efficiency. Areas for extensions to Inter-NPAC SMS messaging will be identified in the detailed specifications to be provided.



Two diagrams are provided to give a high level view of the interactions for that would occur between Peered NPAC SMS in a Multi-Administrator Peering Model for porting activity between two Service Providers. The two types of ports that are described are an Intra NPAC Port and an Inter NPAC Port.



Intra-NPAC SMS Port



A port is an Intra-NPAC SMS port when only one NPAC SMS serves both of the Service Providers involved in a port. The following diagram depicts a port with both Service Providers being customers of the same NPAC SMS:






Service Providers porting in the same NPAC SMS (Intra-NPAC port):



1. SOA 1 and SOA 2 served by Vendor A create a pending port for the TN porting form SOA 2



2. SOA 1 activates the TN on the due date



3. TN Activation broadcast is sent to the peered Vendor B



4. TN Activation broadcast is sent to LSMS’ serviced by Vendor A



5. TN Activation broadcast is sent to LSMS’ serviced by Vendor B



Inter-NPAC SMS Port



A port is an Inter-NPAC SMS port when each NPAC SMS serves one of the Service Providers involved in a port. The following diagram depicts a port with both Service Providers being customers of different NPAC SMS:





















Service Providers porting in the different NPAC SMS (Inter-NPAC):



1. SOA 1 serviced by Vendor A creates a pending port for a TN porting from SOA 2



2. Vendor A forwards the create request to Vendor B that serves SOA 2



3. Vendor B creates the pending subscription version and sends notifications to both SOA 1 and SOA 2



4. SOA 1 activates the TN on the due date (SOA 2 concurrence is not shown to reduce complexity of the diagram)



5. TN Activation broadcast is sent from Vendor A to the peered Vendor B



6. TN Activation broadcast is sent to the LSMS’ served by Vendor A



7. TN Activation broadcast is sent to LSMS’ served by Vendor B



Requirements:



TBD



IIS



TBD



GDMO:



TBD



ASN.1:



TBD



Inter-NPAC SOA Associations









Inter-NPAC LSMS Association









Inter-NPAC Associations used for Inter-NPAC Messaging









Peered NPAC SMS Vendor A 	









SOA









LSMS









Peered NPAC SMS Vendor B 	









SOA 









LSMS









Service Provider SOA and LSMS systems connections to their Primary NPAC SMS – Vendor A









Service Provider SOA and LSMS systems connections to their Primary NPAC SMS – Vendor B
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Peered NPAC SMS Vendor A









Inter-NPAC LSMS Association









LSMS









LSMS









SOA 2









SOA 1









Peered NPAC SMS Vendor B
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Peered NPAC SMS Vendor A









Inter-NPAC LSMS Association









Inter-NPAC SOA Association









LSMS









LSMS









SOA 2









SOA 1









Peered NPAC SMS Vendor B
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NANC TBD447, NPAC Support for CMIP over TCP/IPv6, V1


Origination Date:  11/01/2011


Originator:  NeustarAT&T


[bookmark: _Toc72227019]Change Order Number:  NANC TBD447


Description:  NPAC Support for CMIP over TCP/IPv6


Status:  NewAccepted


Key Words:  CMIP


Functionally Backward Compatible:  Yes





IMPACT/CHANGE ASSESSMENT


			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Y


			Y


			Y











Business Need:


Currently the NPAC supports IPv4 as the Internet addressing protocol.  Due to various corporate initiatives, several Service Providers have inquired about the desire and timeline of the NPAC supporting IPv6 addresses.  The purpose of this change order is to request analysis to determine the feasibility and timing of adding support for IPv6.


What is IPv6?


IPv6 network protocol is the successor to IPv4, the Internet addressing protocol which has been used for many years since the early days of the Internet.  When the Internet was first established, it was a research network and the addressing was limited.  It was never thought that it would be used to connect everything from a mobile phone to a hi-fi or refrigerator.  Opinions vary greatly but current estimates indicate that we will run out of available IPv4 based addresses in the next few years.  IPv6 solves this problem and also introduces new features to improve how the Internet works.  The current IPv4 address space contains 232 or approximately 4.3 billion addresses.  The number of addresses offered by IPv6 is 2128 or approximately 340 undecillion (3.4 x 1038 or 340 trillion networks of one trillion addresses each).


Links for more info on IPv6:


http://en.wikipedia.org/wiki/IPv6


http://www.networkdictionary.com/networking/IPv6vsIPv4.php


How does this affect the NPAC?


Currently, all network communication between service providers and the NPAC (i.e., SOA, LSMS, LTI, web sites, email, etc.) use IPv4 addresses.  In addition to network routing, there is an IPv4 address embedded in the NSAP (Network Service Access Point) used by the OSI stack.  This means there must be changes made for the LNP systems (NPAC, SOA, and LSMS) to use IPv6.








Description of Change:


To facilitate a transition from IPv4 to IPv6 the NPAC should use a dual-stack approach, allowing providers to migrate their networks on their corporate timetable.








FRS:


TBD








IIS:


TBD








GDMO:


TBD








ASN.1:


TBD
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NANC 449 – Working Copy – v34


Origination Date:  02/23/12


Originator:  Comcast 


[bookmark: _Toc72227019]Change Order Number:  NANC 449


Description:  Active/Active SOA connection to NPAC – same SPID


Functional Backwards Compatible:  Yes





IMPACT/CHANGE ASSESSMENT





			FRS


			IIS


			GDMO


			ASN.1


			XML


			NPAC


			SOA


			LSMS





			TBD


			TBDY


			TBDN


			TBDN


			TBD


			Y


			Y


			TBD











Business Need


Currently, the NPAC is configured to enable a carrier to have one active SOA connection for a single SPID.  As carrier systems become more complex with a greater need to support high transactional volume, carriers should have the option to enable multiple active connections for the same SPID to the NPAC.  This will enable a carrier to connect to the NPAC from multiple geographical locations to allow business continuity in the event of network failure or single site failures.  Such functionality is very important given carriers have a very small window to respond to porting transaction requests such as Next Day porting.


To illustrate, a carrier would have as its option, an opportunity to construct two (2) or more active SOA connections to the NPAC for the same SPID.  In case one of the connections is broken due to a network failure, porting transactions can be diverted to other active NPAC connections thereby reducing business impacts during the porting process.


Use of multiple active SOA connections from a single SPID should be voluntary by carriers who wish to improve their application and network redundancy.  The advantage of having such active/active SOA infrastructure would improve porting efficiency during times of network impairment and natural disasters.





Description of Change:


This change order is being created to analyze and document the change to the NPAC that would allow multiple associations from the same SPID and same function mask at the same time.


The current NPAC behavior (defined in chapter 5 of the IIS) allows a single association based on SPID/Function Mask at any one point in time. If a subsequent association is made, the existing one is terminated.  Section 5.6 (Single Association for SOA/LSMS) states, “A SOA/LSMS system may connect to the NPAC SMS with one association for the same function (same bit mask).  The NPAC SMS will abort any previous associations that use that same function.”  NANC 383 (Separate SOA channel for notifications) was implemented in release 3.3 to allow notifications to be sent over a separate SOA association, but does not allow for multiple associations using the same bit mask which is what is desired.


With this change order, a SOA would be able to connect with a second association using the same SPID value and same function mask values.  This means that both SOA A and SOA B are up running and active at the same time, connected to the same NPAC regions at the same time, and potentially sending/receiving SOA transactions as the same time.


Working assumptions:


· Network data (NPA-NXX, LRN, Dash-X) will be sent to SOA A & B.


· SOA Requests (e.g., NSP SV Create Request) sent from SOA A will have Responses sent back to SOA A (this is required as SOA B does not have the invoke ID of SOA A’s Request).


· Notifications initiated at the NPAC (e.g., SV StatusAttributeValueChange) will be sent to both SOA A and SOA B, regardless of whether SOA A, SOA B, other SP SOA, NPAC personnel, or NPAC business rules initiated the transaction that led to the notification.


· Functionality applies to two (2) or more SOA connections at the same time.


· Performance expectation is on a per SOA basis, not a per SPID basis.


· Notifications would be recoverable such that if SOA A was not associated and notifications were instead sent to SOA B, that SOA A would be able to get those missed notifications via recovery.


· Service Provider tunables (i.e., “SPIDables”) need to be evaluated to determine which can remain at the Service Provider level, and which would need granularity at the SOA level.


Sep ’12 LNPAWG meeting:


Neustar sent out (8/31/2012) the following note prior to the Sep meeting to facilitate the discussion.


During our analysis of NANC 449 after the discussion at the July 2012 LNPAWG meeting, several questions have come up to which the answers will dictate our next steps with this change order.


Based on the current definition of NANC 449:


1. two or more SOA connections


1. from the same SPID


1. using the same CMIP association function mask information


1. sending/receiving CMIP requests/responses individually


1. receiving NPAC notifications whether or not involved in initial request


Our current NPAC architecture supports the current NPAC requirement (one CMIP association, per SPID, per function mask).  In order to support the 449 notion of two or more, a CMIP change will be required.  Furthermore, the two or more associations must perform the same type of work and support the same optional fields, thereby eliminating the potential for SOA A to support functionality that is different from SOA B for a given SPID.  The functional changes get complicated as we introduce the CMIP changes (e.g., the need for a SOA-Instance-ID to differentiate SOA A from SOA B for items like recovery), and the potential desire to support different message sets.


As an alternative, we have looked at a “relationship” architecture where SOA B uses a different SPID value than the SOA A main SPID value, and within the NPAC we have a “relationship” table that allows B to perform the same functions as A.  For example, a national Service Provider (SPID 2222) is performing an OSP SV Concur.  In one region that message could come from SOA A (2222), and in another region that message could come from SOA B (Y222).  Because the entry in the “relationship” table says that effectively Y222 is the same as 2222, the NPAC edits will accept this message.  For the NSP in both of these ports, they would see the OSP as 2222, thereby not causing confusion that the OSP is Y222.  Additionally, since the “relationship” table is stored solely in the NPAC, this approach does not require 2222 to update any NPAC data to be owned by Y222 (SV ownership still remains with 2222).


Please discuss this internally and be prepared to provide input during the Sep 2012 LNPAWG meeting (change management agenda item):


1. Current 449 definition


0. Higher development level of effort


0. All SOAs must support same functionality


0. Requires CMIP changes to GDMO and ASN.1


1.  “relationship” approach


1. Requires setup of “related” SPID in NPAC data, but not stored in local systems


1. All SOAs can support whatever optional data they wish to support (settings at the SPID level)


1. Does not require CMIP changes


1. Does not require any changes to existing NPAC data (e.g., nothing is changed to be owned by Y222)





Apr ’13:


In preparation for discussion at the May 2013 LNPAWG meeting, Comcast has provided an update to NANC 449.


In addition to multiple connections to the NPAC, the following functionality should be considered in order to support the carrier option of a NANC 449 solution:


1. Add the echo-back of LRN, GTT and Optional data fields in order to achieve consistent and complete data for both instances (SOA A/SOA B).  This will be required because the LRN, GTT and Optional data are expected to originate from a single instance only and are not returned by the NPAC today in the Object Creation Notification.  Hence, the non-originating instance would be missing this information.



2. Add a new field to the New Service Provider Create Request, “Order ID”.  This field, resident in many SOAs today, allows the SOA to coordinate ordering system information with NPAC porting information.  Consideration for other data fields or elements would be included to support use of other SOA systems in use by other service providers.  This new field will be included on both the New Service Provider Create Request and the echo-back information in #1 above to the non-originating instance.  This would ensure multiple  instances of SOA connectivity  would contain complete and synchronized data.





[bookmark: _Toc59881639]Requirements:


TBD








Assumptions:


TBD








IIS:


Update section 2.2 (updated text in yellow highlight).


Multiple associations per service provider to the NPAC SMS can be supported when using either the same (SOA) or different (SOA and LSMS) function masks.  The secure association establishment is described in Section 5.





Update section 5.6 (updated text in yellow highlight).


[bookmark: _Toc116975748][bookmark: _Toc294800220]One or more Association(s) for SOA, Single Association for SOA/LSMS


A SOA system may connect to the NPAC SMS with one or more association(s) for the same function (same bit mask).  The NPAC SMS will continue to use any previous associations that use that same function.


An SOA/LSMS system may connect to the NPAC SMS with one association for the same function (same bit mask).  The NPAC SMS will abort any previous associations that use that same function.








GDMO:


No Change Required.








ASN.1:


No Change Required.








XML:


TBD.
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NANC 449 – Working Copy – v45


Origination Date:  02/23/12


Originator:  Comcast 


[bookmark: _Toc72227019]Change Order Number:  NANC 449


Description:  Active/-Active SOA connection to NPAC – same SPID (Delegation Model)


Functional Backwards Compatible:  Yes





IMPACT/CHANGE ASSESSMENT





			FRS


			IIS





			TBDY


			Y











			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			N


			N


			Y


			Y


			TBDN











			XML


			NPAC


			SOA


			LSMS





			TBD


			Y


			Y


			TBDN











Business Need:


Currently, the NPAC is configured to enable a carrier to have one active SOA connection for a single SPID.  As carrier systems become more complex with a greater need to support high transactional volume, carriers should have the option to enable multiple active connections for the same SPID to the NPAC.  This will enable a carrier to connect to the NPAC from multiple geographical locations to allow business continuity in the event of network failure or single site failures.  Such functionality is very important given carriers have a very small window to respond to porting transaction requests such as Next Day porting.


To illustrate, a carrier would have as its option, an opportunity to construct two (2) or more active SOA connections to the NPAC for the same SPID.  In case one of the connections is broken due to a network failure, porting transactions can be diverted to other active NPAC connections thereby reducing business impacts during the porting process.


Use of multiple active SOA connections from a single SPID should be voluntary by carriers who wish to improve their application and network redundancy.  The advantage of having such active/active SOA infrastructure would improve porting efficiency during times of network impairment and natural disasters.


May ’13 LNPAWG meeting:


In order to facilitate the deployment of NANC 449 (CMIP version of Active-Active SOA connection to the NPAC – same SPID), the functionality should be included in the XML interface (NANC 372) as well.





Description of Change:


This change order is being created to analyze and document the change to the NPAC that would allow multiple associations from the same SPID and same function mask at the same time.


The current NPAC behavior (defined in chapter 5 of the IIS) allows a single association based on SPID/Function Mask at any one point in time. If a subsequent association is made, the existing one is terminated.  Section 5.6 (Single Association for SOA/LSMS) states, “A SOA/LSMS system may connect to the NPAC SMS with one association for the same function (same bit mask).  The NPAC SMS will abort any previous associations that use that same function.”  NANC 383 (Separate SOA channel for notifications) was implemented in release 3.3 to allow notifications to be sent over a separate SOA association, but does not allow for multiple associations using the same bit mask which is what is desired.


With this change order, a SOA would be able to connect with a second association using the same SPID value and same function mask values.  This means that both SOA A and SOA B are up running and active at the same time, connected to the same NPAC regions at the same time, and potentially sending/receiving SOA transactions as the same time.


Working assumptions:


· Network data (NPA-NXX, LRN, Dash-X) will be sent to SOA A & B.


· SOA Requests (e.g., NSP SV Create Request) sent from SOA A will have Responses sent back to SOA A (this is required as SOA B does not have the invoke ID of SOA A’s Request).


· Notifications initiated at the NPAC (e.g., SV StatusAttributeValueChange) will be sent to both SOA A and SOA B, regardless of whether SOA A, SOA B, other SP SOA, NPAC personnel, or NPAC business rules initiated the transaction that led to the notification.


· Functionality applies to two (2) or more SOA connections at the same time.


· Performance expectation is on a per SOA basis, not a per SPID basis.


· Notifications would be recoverable such that if SOA A was not associated and notifications were instead sent to SOA B, that SOA A would be able to get those missed notifications via recovery.


· Service Provider tunables (i.e., “SPIDables”) need to be evaluated to determine which can remain at the Service Provider level, and which would need granularity at the SOA level.





Sep ’12 LNPAWG meeting:


Neustar sent out (8/31/2012) the following note prior to the Sep meeting to facilitate the discussion.


During our analysis of NANC 449 after the discussion at the July 2012 LNPAWG meeting, several questions have come up to which the answers will dictate our next steps with this change order.


Based on the current definition of NANC 449:


1. two or more SOA connections


1. from the same SPID


1. using the same CMIP association function mask information


1. sending/receiving CMIP requests/responses individually


1. receiving NPAC notifications whether or not involved in initial request


Our current NPAC architecture supports the current NPAC requirement (one CMIP association, per SPID, per function mask).  In order to support the 449 notion of two or more, a CMIP change will be required.  Furthermore, the two or more associations must perform the same type of work and support the same optional fields, thereby eliminating the potential for SOA A to support functionality that is different from SOA B for a given SPID.  The functional changes get complicated as we introduce the CMIP changes (e.g., the need for a SOA-Instance-ID to differentiate SOA A from SOA B for items like recovery), and the potential desire to support different message sets.


As an alternative, we have looked at a “relationship” architecture where SOA B uses a different SPID value than the SOA A main SPID value, and within the NPAC we have a “relationship” table that allows B to perform the same functions as A.  For example, a national Service Provider (SPID 2222) is performing an OSP SV Concur.  In one region that message could come from SOA A (2222), and in another region that message could come from SOA B (Y222).  Because the entry in the “relationship” table says that effectively Y222 is the same as 2222, the NPAC edits will accept this message.  For the NSP in both of these ports, they would see the OSP as 2222, thereby not causing confusion that the OSP is Y222.  Additionally, since the “relationship” table is stored solely in the NPAC, this approach does not require 2222 to update any NPAC data to be owned by Y222 (SV ownership still remains with 2222).


Please discuss this internally and be prepared to provide input during the Sep 2012 LNPAWG meeting (change management agenda item):


1. Current 449 definition


0. Higher development level of effort


0. All SOAs must support same functionality


0. Requires CMIP changes to GDMO and ASN.1


1.  “relationship” approach


1. Requires setup of “related” SPID in NPAC data, but not stored in local systems


1. All SOAs can support whatever optional data they wish to support (settings at the SPID level)


1. Does not require CMIP changes


1. Does not require any changes to existing NPAC data (e.g., nothing is changed to be owned by Y222)





Apr ’13:


In preparation for discussion at the May 2013 LNPAWG meeting, Comcast has provided an update to NANC 449.


In addition to multiple connections to the NPAC, the following functionality should be considered in order to support the carrier option of a NANC 449 solution:


1. Add the echo-back of LRN, GTT and Optional data fields in order to achieve consistent and complete data for both instances (SOA A/SOA B).  This will be required because the LRN, GTT and Optional data are expected to originate from a single instance only and are not returned by the NPAC today in the Object Creation Notification.  Hence, the non-originating instance would be missing this information.



2. Add a new field to the New Service Provider Create Request, “Order ID”.  This field, resident in many SOAs today, allows the SOA to coordinate ordering system information with NPAC porting information.  Consideration for other data fields or elements would be included to support use of other SOA systems in use by other service providers.  This new field will be included on both the New Service Provider Create Request and the echo-back information in #1 above to the non-originating instance.  This would ensure multiple  instances of SOA connectivity would contain complete and synchronized data.









May ’13 LNPAWG meeting:


After discussion about having Active-Active SOA connection functionality in the new XML interface defined in NANC 372, the group agreed to include that functionality in this change order.  So, all references for Active-Active SOA will apply to both the CMIP interface and the XML interface.  The group also agreed to change the new SOA field from “Order ID” to “Cross-Reference ID”.  Neustar agreed to add draft requirements to this document to facilitate discussion at the July meeting.





[bookmark: _Toc59881639]



Requirements:


TBD


Section 1.2, NPAC SMS Functional Overview


Add a new section that describes the functionality of the Active-Active SOA scenario.  See Description of Change above.


Section 3.1, NPAC SMS Data Models


Add new attributes for the Active-Active SOA (echo-back, cross-reference ID).  See below:





			
NPAC CUSTOMER DATA MODEL





			Attribute Name


			Type (Size) 


			Required


			Description





			[snip]


			


			


			





			NPAC Customer SOA Supports Full OCN as NSP Indicator


			B


			


			A Boolean that indicates whether the NPAC Customer supports all data in an Object Creation Notification as the New Service Provider from the NPAC SMS to the SOA.


The default value is False.





			NPAC Customer SOA Supports Full OCN as OSP Indicator


			B


			


			A Boolean that indicates whether the NPAC Customer supports all data in an Object Creation Notification as the Old Service Provider from the NPAC SMS to the SOA.


The default value is False.





			NPAC Customer SOA Supports All Modified Attributes as NSP Indicator


			B


			


			A Boolean that indicates whether the NPAC Customer supports all modified data in an Attribute Value Change Notification as the New Service Provider from the NPAC SMS to the SOA.


The default value is False.





			NPAC Customer SOA Supports All Modified Attributes as OSP Indicator


			B


			


			A Boolean that indicates whether the NPAC Customer supports all modified data in an Attribute Value Change Notification as the Old Service Provider from the NPAC SMS to the SOA.


The default value is False.





			NPAC Customer Cross-Reference ID Indicator


			B


			


			A Boolean that indicates whether the NPAC Customer supports Cross-Reference ID in Subscription Version records.


The default value is False.





			[snip]


			


			


			








Table 3-2 NPAC Customer Data Model














			SUBSCRIPTION VERSION DATA MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]
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			C ( 25)


			


			An alphanumeric code which identifies an Cross-Reference ID or Cross-Reference Number from the service provider’s ordering system into the SOA.


This optional field may only be specified if the service provider SOA supports Cross-Reference ID.





			[bookmark: _Toc279510778][snip]


			


			


			








Table 3‑6 Subscription Version Data Model









Section 3.2, NPAC Personnel Functionality


Add new requirements for Mass Update/Mass Create that involves echo-back.





Req 1	Mass Update – Active-Active SOA – Notify SOA with all data in the Attribute Value Change Notification to the New Service Provider


NPAC SMS shall allow NPAC Personnel to perform a Mass Update in an Active-Active SOA scenario when the Service Provider SOA Supports All Modified Attributes as NSP Indicator tunable parameter is TRUE, and notify both SOA A and SOA B of all modified Subscription Version data in the Attribute Value Change Notification.


Req 2	Mass Create – Active-Active SOA – Notify SOA with all data in the Object Creation Notification to the New Service Provider


NPAC SMS shall allow NPAC Personnel to perform a Mass Create in an Active-Active SOA scenario when the Service Provider SOA Supports Full OCN as NSP Indicator tunable parameter is TRUE, and notify both SOA A and SOA B of all Subscription Version data in the Object Creation Notification.


Note:  Adding the echo-back of all data in the Object Creation Notification allows both SOA A and SOA B to receive data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).  For a Mass Create performed by NPAC, neither SOA A nor SOA B has this data as it was sent to the NPAC in a request outside of the SOA.





3.9, Service Provider Support Indicators


3.9.x, new section, SOA Echo-Back Indicators





Req 3	Service Provider SOA Full OCN as NSP Indicator


NPAC SMS shall provide a Service Provider SOA Full OCN as NSP Indicator tunable parameter which defines whether this SOA supports an Object Creation Notification of all data (including routing data and optional data parameters) as the New Service Provider.


Req 4	Service Provider SOA Full OCN as NSP Indicator Default


NPAC SMS shall default the Service Provider SOA Full OCN as NSP Indicator to FALSE.


Req 5	Service Provider SOA Full OCN as NSP Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Full OCN as NSP Indicator tunable parameter.


Req 6	Service Provider SOA Full OCN as OSP Indicator


NPAC SMS shall provide a Service Provider SOA Full OCN as OSP Indicator tunable parameter which defines whether this SOA supports an Object Creation Notification of all data (including routing data and optional data parameters) as the Old Service Provider.


Req 7	Service Provider SOA Full OCN as OSP Indicator Default


NPAC SMS shall default the Service Provider SOA Full OCN as OSP Indicator to FALSE.


Req 8	Service Provider SOA Full OCN as OSP Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Full OCN as OSP Indicator tunable parameter.


Req 9	Service Provider SOA Modified Attributes AVC as NSP Indicator


NPAC SMS shall provide a Service Provider SOA Modified Attributes AVC as NSP Indicator tunable parameter which defines whether this SOA supports an Attribute Value Change Notification of all modified  data (including routing data and optional data parameters) as the New Service Provider.


Req 10	Service Provider SOA Modified Attributes AVC as NSP Indicator Default


NPAC SMS shall default the Service Provider SOA Modified Attributes AVC as NSP Indicator to FALSE.


Req 11	Service Provider SOA Modified Attributes AVC as NSP Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Modified Attributes AVC as NSP Indicator tunable parameter.


Req 12	Service Provider SOA Modified Attributes AVC as OSP Indicator


NPAC SMS shall provide a Service Provider SOA Modified Attributes AVC as OSP Indicator tunable parameter which defines whether this SOA supports an Attribute Value Change Notification of all modified data (including routing data and optional data parameters) as the Old Service Provider.


Req 13	Service Provider SOA Modified Attributes AVC as OSP Indicator Default


NPAC SMS shall default the Service Provider SOA Modified Attributes AVC as OSP Indicator to FALSE.


Req 14	Service Provider SOA Modified Attributes AVC as OSP Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Modified Attributes AVC as OSP Indicator tunable parameter.





3.9.x, new section, Cross-Reference ID Indicator





Req 15	Service Provider SOA Cross-Reference ID Indicator


NPAC SMS shall provide a Service Provider SOA Cross-Reference ID Indicator tunable parameter which defines whether this SOA supports Cross-Reference ID functionality when sending in New Service Provider Create Requests.


Req 16	Service Provider SOA Cross-Reference ID Indicator Default


NPAC SMS shall default the Service Provider SOA Cross-Reference ID Indicator to FALSE.


Req 17	Service Provider SOA Cross-Reference ID Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Cross-Reference ID Indicator tunable parameter.





5.1, Subscription Version Management





Assmpt 1	Changing of SOA Supports Full OCN Indicators while Notifications are Queued


In the event that the SOA Supports Full OCN as NSP Indicator or the SOA Supports Full OCN as OSP Indicator is changed from FALSE to TRUE any notifications for the initial active SOA that were already created and are in queue will be sent to just the initial active SOA, and in the event that the SOA Supports Full OCN as NSP Indicator or the SOA Supports Full OCN as OSP Indicator is changed from TRUE to FALSE any notifications for both SOAs that were already created and are in queue will be sent to both SOAs.


Assmpt 2	Changing of SOA Supports Modified Attributes AVC Indicators while Notifications are Queued


In the event that the SOA Supports Modified Attributes AVC as NSP Indicator or the SOA Supports Modified Attributes AVC as OSP Indicator is changed from FALSE to TRUE any notifications for the initial active SOA that were already created and are in queue will be sent to just the initial active SOA, and in the event that the SOA Supports Modified Attributes AVC as NSP Indicator or the SOA Supports Modified Attributes AVC as OSP Indicator is changed from TRUE to FALSE any notifications for both SOAs that were already created and are in queue will be sent to both SOAs.


R5‑16	Create Inter-Service Provider (non-PTO) Subscription Version - New Service Provider Optional input data


NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port, when the Porting to Original flag is set to False:  (reference NANC 399)


· Billing Service Provider ID


· End‑User Location ‑ Value


· End‑User Location ‑ Type


· Alternative SPID (if supported by the Service Provider SOA)


· Last Alternative SPID (if supported by the Service Provider SOA)


· Voice URI (if supported by the Service Provider SOA)


· MMS URI (if supported by the Service Provider SOA)


· SMS URI (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


Req 18	Create Subscription Version – Cross-Reference ID


NPAC SMS shall accept the following optional field from NPAC Personnel or the new Service Provider upon Subscription Version creation, when the Porting to Original flag is set to True:


· Cross-Reference ID (if supported by the Service Provider SOA)


Req 19	Create Subscription Version – Active-Active SOA – Notify SOA with all data in the Object Creation Notification to the New Service Provider


NPAC SMS shall, in an Active-Active SOA scenario when the Service Provider SOA Supports Full OCN as NSP Indicator tunable parameter is TRUE, notify the non-originating SOA of all Subscription Version data in the Object Creation Notification.


Note:  Adding the echo-back of all data in the Object Creation Notification allows the non-originating SOA to receive data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).  The originating SOA already has this data as it was sent to the NPAC in the request.


Req 20	Create Subscription Version – Active-Active SOA – Notify SOA with all data in the Object Creation Notification to the Old Service Provider


NPAC SMS shall, in an Active-Active SOA scenario when the Service Provider SOA Supports Full OCN as OSP Indicator tunable parameter is TRUE, notify the non-originating SOA of all Subscription Version data in the Object Creation Notification.


Note:  Adding the echo-back of all data in the Object Creation Notification allows the non-originating SOA to receive data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).  The originating SOA already has this data as it was sent to the NPAC in the request.


Req 21	Create Subscription Version – Active-Active SOA – Notify SOA with all modified data in an Attribute Value Change Notification to the New Service Provider


NPAC SMS shall, in an Active-Active SOA scenario when the Service Provider SOA Supports All Modified Attributes as NSP Indicator tunable parameter is TRUE, notify the non-originating SOA of all modified Subscription Version data in the Attribute Value Change Notification.


Note:  Adding the echo-back of all modified data in the Attribute Value Change Notification (second Create of an SV, or modify-pending of an SV) allows the non-originating SOA to receive data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).


Req 22	Create Subscription Version – Active-Active SOA – Notify SOA with all modified data in an Attribute Value Change Notification to the Old Service Provider


NPAC SMS shall, in an Active-Active SOA scenario when the Service Provider SOA Supports All Modified Attributes as OSP Indicator tunable parameter is TRUE, notify the non-originating SOA of all modified Subscription Version data in the Attribute Value Change Notification.


Note:  Adding the echo-back of all modified data in the Attribute Value Change Notification (second Create of an SV, or modify-pending of an SV) allows the non-originating SOA to receive data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).






IIS:


Update section 2.2 (updated text in yellow highlight).


Multiple associations per service provider to the NPAC SMS can be supported when using either the same (SOA) or different (SOA and LSMS) function masks.  The secure association establishment is described in Section 5.





Update section 5.6 (updated text in yellow highlight).


[bookmark: _Toc116975748][bookmark: _Toc294800220]One or more Association(s) for SOA, Single Association for SOA/LSMS


A SOA system may connect to the NPAC SMS with one or more association(s) for the same function (same bit mask).  The NPAC SMS will continue to use any previous associations that use that same function.


An SOA/LSMS system may connect to the NPAC SMS with one association for the same function (same bit mask).  The NPAC SMS will abort any previous associations that use that same function.








GDMO:


No Change Required.








ASN.1:


No Change Required.








XML:


TBD.
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NANC TBD452 – Working Copy


Origination Date:  11/20/2012


Originator:  Verizon Wireless


[bookmark: _Toc21398661]Change Order Number:  TBD452


Description:  Ethernet Connectivity to the NPAC


Functional Backwards Compatible:  Yes





IMPACT/CHANGE ASSESSMENT





			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			TBD


			TBD


			N


			N


			Y


			TBD


			TBD














(NOTE:  all references in this document to “T1” refers to a T1 Network Connection, not a T1 Timer in the NPAC)





Business Need:


Currently, the NPAC is configured to support dedicated circuits consisting of T1s or Fractional T1s.  As implementations of Next-Generation Networks increase and the use of Ethernet connectivity expands, Service Providers are beginning to encounter situations where T1 or DS3 connections are not available and the only type of connection option is via Ethernet.


In order to support technological changes, NPAC connections need to support Ethernet in addition to current T1 technology.





Description of Change:


This change order is being created to analyze and document the feasibility and timing of adding Ethernet Connectivity support to the NPAC interfaces for SOA/LSMS.


The current NPAC Connectivity Requirements allow for the use of T1s or Fractional T1s.


With this change order, a Service Provider may choose to use an Ethernet Connection to communicate with the NPAC.


The analysis should consider:


· Performance of Ethernet connections


· Reliability of Ethernet connections


· Automatic fail-over of Ethernet connections


· Impacts to the Service Provider’s network and network equipment


· Impacts to the Service Provider’s SOAs and LSMSs


· Impacts to Neustar’s network and network equipment


· Impacts to the NPAC








Requirements:


FRS section 6.4.1 Protocol Requirements.  Add Ethernet at Physical and possibly Data Link layer in R6-24.  This would allow the Service Provider to have the option to connect via Ethernet and take advantage of the latest advances in IP technology.





R6-24	Interface protocol stack


Both of the NPAC SMS interfaces, as defined above, shall be implemented via the following protocol stack:


			INTERFACE PROTOCOL STACK





			Application


			CMISE, ACSE, ROSE





			Presentation


			ANSI T1.224





			Session:


			ANSI T1.224





			Transport:


			TCP, RFC1006





			Network:


			IP





			Link


			PPP, MAC, Frame Relay, ATM (IEEE 802.3)





			Physical


			DS1, DS-0 x n , V.34








[bookmark: _Toc365876007][bookmark: _Toc367618864][bookmark: _Toc368562175][bookmark: _Toc381720305][bookmark: _Toc436023457][bookmark: _Toc436025912][bookmark: _Toc436026072][bookmark: _Toc436037434][bookmark: _Toc437674417][bookmark: _Toc437674750][bookmark: _Toc437674976][bookmark: _Toc437675494][bookmark: _Toc463062928][bookmark: _Toc463063435][bookmark: _Toc279510789]Table 6‑1  Interface Protocol Stack








IIS:


A similar table in 2.2 OSI Protocol Support would be updated to include Ethernet.








GDMO:


No updates required.








ASN.1:


No updates required.
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LNPA WG - March 2013


NPAC Ethernet Private Line Connectivity











1





2


 














3


 














Choose your own long haul Ethernet provider… but cross connect into Neustar datacenters must be with a Neustar approved Ethernet provider. (Same as today)  





Neustar is currently working with 4 local Ethernet providers at Sterling & Charlotte to identify and build the appropriate infrastructure into each datacenter.  We will provide two cross connect options into each datacenter when completed. (Improvement: 2 options vs. 1 option today)       





Neustar recommends using different Ethernet providers in Sterling & Charlotte for route diversity. (Same as today)





Choose any increment of bandwidth up to 10 Megabits. (Max is1.5 with a T1)





Neustar highly recommends the use of eBGP for connectivity failure detection & seamless failover.  (Same as today) 





Mandatory Minimum Connectivity Requirements are still in play for the Ethernet Private Line option.  (Same as today)


MCR 1 – Redundant Circuits (1 to Sterling & 1 to Charlotte), 


MCR 2 – Separate Originating Local Loops 


MCR 3 – Public IP Addresses  

















Ethernet Private Line - Details


4











Ethernet Private Line - Next Steps


5


Request SOW 





Short Term Solution:  Operational within 30 days of SOW signature.


Ethernet connectivity directly into NeuStar datacenters at a corporate level


Upon completion of Long Term Solution, all connections must be migrated to NPAC specific Ethernet infrastructure.





Long Term Solution:  Operational within 1 year of SOW signature.


Allows for specific NPAC design, procurement, testing, training, documentation, monitoring, SLR compliance, and final implementation.   
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NANC TBD452 – Working Copy


Origination Date:  11/20/2012


Originator:  Verizon Wireless


[bookmark: _Toc21398661]Change Order Number:  TBD452


Description:  Ethernet Connectivity to the NPAC


Functional Backwards Compatible:  Yes





IMPACT/CHANGE ASSESSMENT





			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			TBD


			TBD


			N


			N


			Y


			TBD


			TBD














(NOTE:  all references in this document to “T1” refers to a T1 Network Connection, not a T1 Timer in the NPAC)





Business Need:


Currently, the NPAC is configured to support dedicated circuits consisting of T1s or Fractional T1s.  As implementations of Next-Generation Networks increase and the use of Ethernet connectivity expands, Service Providers are beginning to encounter situations where T1 or DS3 connections are not available and the only type of connection option is via Ethernet.


In order to support technological changes, NPAC connections need to support Ethernet in addition to current T1 technology.





Description of Change:


This change order is being created to analyze and document the feasibility and timing of adding Ethernet Connectivity support to the NPAC interfaces for SOA/LSMS.


The current NPAC Connectivity Requirements allow for the use of T1s or Fractional T1s.


With this change order, a Service Provider may choose to use an Ethernet Connection to communicate with the NPAC.


The analysis should consider:


· Performance of Ethernet connections


· Reliability of Ethernet connections


· Automatic fail-over of Ethernet connections


· Impacts to the Service Provider’s network and network equipment


· Impacts to the Service Provider’s SOAs and LSMSs


· Impacts to Neustar’s network and network equipment


· Impacts to the NPAC








Requirements:


FRS section 6.4.1 Protocol Requirements.  Add Ethernet at Physical and possibly Data Link layer in R6-24.  This would allow the Service Provider to have the option to connect via Ethernet and take advantage of the latest advances in IP technology.





R6-24	Interface protocol stack


Both of the NPAC SMS interfaces, as defined above, shall be implemented via the following protocol stack:


			INTERFACE PROTOCOL STACK





			Application


			CMISE, ACSE, ROSE





			Presentation


			ANSI T1.224





			Session:


			ANSI T1.224





			Transport:


			TCP, RFC1006





			Network:


			IP





			Link


			PPP, MAC, Frame Relay, ATM (IEEE 802.3)





			Physical


			DS1, DS-0 x n , V.34








[bookmark: _Toc365876007][bookmark: _Toc367618864][bookmark: _Toc368562175][bookmark: _Toc381720305][bookmark: _Toc436023457][bookmark: _Toc436025912][bookmark: _Toc436026072][bookmark: _Toc436037434][bookmark: _Toc437674417][bookmark: _Toc437674750][bookmark: _Toc437674976][bookmark: _Toc437675494][bookmark: _Toc463062928][bookmark: _Toc463063435][bookmark: _Toc279510789]Table 6‑1  Interface Protocol Stack








IIS:


A similar table in 2.2 OSI Protocol Support would be updated to include Ethernet.








GDMO:


No updates required.








ASN.1:


No updates required.
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Choose your own long haul Ethernet provider… but cross connect into Neustar datacenters must be with a Neustar approved Ethernet provider. (Same as today)  





Neustar is currently working with 4 local Ethernet providers at Sterling & Charlotte to identify and build the appropriate infrastructure into each datacenter.  We will provide two cross connect options into each datacenter when completed. (Improvement: 2 options vs. 1 option today)       





Neustar recommends using different Ethernet providers in Sterling & Charlotte for route diversity. (Same as today)





Choose any increment of bandwidth up to 10 Megabits. (Max is1.5 with a T1)





Neustar highly recommends the use of eBGP for connectivity failure detection & seamless failover.  (Same as today) 





Mandatory Minimum Connectivity Requirements are still in play for the Ethernet Private Line option.  (Same as today)


MCR 1 – Redundant Circuits (1 to Sterling & 1 to Charlotte), 


MCR 2 – Separate Originating Local Loops 


MCR 3 – Public IP Addresses  

















Ethernet Private Line - Details


4











Ethernet Private Line - Next Steps


5


Request SOW 





Short Term Solution:  Operational within 30 days of SOW signature.


Ethernet connectivity directly into NeuStar datacenters at a corporate level


Upon completion of Long Term Solution, all connections must be migrated to NPAC specific Ethernet infrastructure.





Long Term Solution:  Operational within 1 year of SOW signature.


Allows for specific NPAC design, procurement, testing, training, documentation, monitoring, SLR compliance, and final implementation.   
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NANC 417 BDD - v1-change bars.doc

NANC 417 – Working Copy






Origination Date:  12/18/06


Originator:  Syniverse Technologies


Change Order Number:  NANC 417


Description:  Provide record count(s) for BDD files and Delta BDD files


Cumulative SP Priority, Weighted Average:  



Pure Backwards Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			N


			N


			N


			Low


			TBD


			TBD








Business Need:



When a BDD file is distributed, the number of records that are included in the file is not known.  In order to ensure that the file was completely generated and received intact, a record count for the file should be included.



Since the NPAC is considered the database of record, alternatives such as counting the lines in the BDD file to compare it to what is currently in the LSMS are not considered genuinely accurate since the number of records could match, yet the content could be different.  Even a small difference in the pool block BDD file can make a significant impact on the network, because of the 1000-to-1 representation.  Therefore it is prudent to take steps to eliminate errors before processing the BDD files.  This could include creating a record count or “snapshot” of the file contents when the BDD file is created.  This will provide a reference point to compare to the BDD files received.  Currently, there is no way to validate the record counts in the BDD files as they are received, thereby ensuring data integrity.


Description of Change:



This change order would add a record count to the BDD file.  Since the BDD file contains detailed information on a row-by-row basis, the count would have to be added in either the file name or in a comment record, depending on the technical implementation.


There may be backward-compatibility issues that need to be discussed and resolved.


The requested record count would apply to all five file types (SPID, NPA-NXX, dash-X, LRN, NPB, SV).


In the case of delta BDDs, which are run from the NPAC GUI, the same principal(s) would be applied for the record count





1. 


2. 


3. 


4. 


Requirements:



1. 


2. 


3. 


Req 1
Service Provider BDD Record Count Indicator



NPAC SMS shall provide a Service Provider BDD Record Count Indicator tunable parameter which defines whether a Service Provider supports the commented record count information in their BDD Files.



Req 2
Service Provider BDD Record Count Indicator Default



NPAC SMS shall default the Service Provider BDD Record Count Indicator tunable parameter to FALSE.



Req 3
Service Provider BDD Record Count Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider BDD Record Count Indicator tunable parameter.


Updates (larger font blue italics) to Appendix E of the FRS.


Appendix E.  Download File Examples



The NPAC can generate Bulk Data Download files for Network Data (including SPID, LRN, NPA-NXX and NPA-NXX-X), Subscription Versions (including Number Pool Blocks) and Notifications. 



All fields within files discussed in the following section are variable length.  The download reason in all “Active-like” download files is always set to new.  The download reason in all “Latest View” download files is set to the appropriate download reason based on activation/modification/deletion activity.  ASCII 13 is the value used as the value for carriage return (CR) in the download files.  


All Time Stamps contained within the download files and SMURF files, and file names are in GMT (Greenwich Mean Time).  Files that contain three timestamps reference the time the files is created, and start and end time range.  When the time range is not specified, the default start timestamp is 00-00-0000000000 and the default end timestamp is 99-99-9999999999.



The record count information will be added to the end of the BDD files.  It will start with a pound sign (#) followed by the number of data records in the file.  For example, if there are twenty-two (22) LRN records in the file, the 23rd line would contain a pound sign, a space, and the number 22.  The record count information will only be included in the BDD file if the Service Provider’s BDD Record Count Indicator is set to TRUE.


Assumptions:



1. 


2. 


3. 


4. None.


IIS



No Change Required.


GDMO



No Change Required.


ASN.1






No Change Required.
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NANC TBD - Remove Unused Messages - v1.docx
NANC TBD – Working Copy – v1

Origination Date:  05/07/13

Originator:  LNPAWG

[bookmark: _Toc72227019]Change Order Number:  NANC TBD

Description:  Remove Unused Messages from the NPAC

Functional Backwards Compatible:  No



IMPACT/CHANGE ASSESSMENT



		FRS

		IIS

		GDMO

		ASN.1

		NPAC

		SOA

		LSMS



		Y

		Y

		Y

		Y

		Y

		N

		N







		XIS

		XML

		NPAC

		SOA

		LSMS



		N

		N

		N

		N

		N









Business Need

During the discussion of NANC 372 and the XML Interface, it was stated that two types of messages in the CMIP interface were not used:

1. The NPAC does not use the CMIP message to indicate scheduled downtime.

2. The SOA and LSMS do not use the CMIP message for creating their own NPA-NXX Filters

For scheduled downtime, Neustar has contractual arrangements with the NAPM and the CLNPC on the dates and times involved in regularly scheduled downtime (Sunday morning, various durations).  Therefore a CMIP message mechanism is not needed.

For NPA-NXX Filters, all Service Providers utilize the NPAC Help Desk procedures where NPAC Personnel manage NPA-NXX Filters for the given Service Providers.  Although part of the original system design, Neustar is unaware of any Service Provider that has the self-management of NPA-NXX Filters in their local systems today.



Description of Change:

This change order is being created to remove unused CMIP messages from the NPAC.

The proposed change is to delete the following:

1. The notification, lnpNPAC-SMS-Operational-Information.  This is sent from the NPAC to the SOA, and the NPAC to the LSMS.

2. The management of the lsmsFilterNPA-NXX object.  This includes both creating (M-CREATE Request) and deleting (M-DELETE Request).









[bookmark: _Toc59881639]Requirements:

Remove narrative and requirements.





IIS:

Remove narrative and flows.



XIS:

No Change Required.





GDMO:

Remove objects, notifications, and behavior description.





ASN.1:

Remove references.





XML:

No Change Required.
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NANC TBD - Update SP Type and SV Type - v1.docx
NANC TBD – Working Copy – v1

Origination Date:  05/08/13

Originator:  LNPAWG

[bookmark: _Toc72227019]Change Order Number:  NANC TBD

Description:  Update SP Type and SV Type for FCC VoIP Numbering Trial

Functional Backwards Compatible:  Yes (Recompile)



IMPACT/CHANGE ASSESSMENT



		FRS

		IIS

		GDMO

		ASN.1

		NPAC

		SOA

		LSMS



		Y

		N

		Y

		Y

		Y

		N

		N







		XIS

		XML

		NPAC

		SOA

		LSMS



		N

		N

		N

		N

		N









Business Need

The FCC has recently authorized a trial to enable Class 2 Interconnected VoIP providers to obtain their own NANP numbering resources directly from the NANPA and PA.  Previously, these VoIP providers had access only to the numbering resources of the PSTN Service Providers.  The Class 2 Interconnected VoIP providers partipating in the trial will have an "SP User" status rather than remaining as a "PTRS User" and will require an SP Type category different from the non-carrier value used for PTRS Users.  The previous NPAC designation of Service Provider Type and Subscription Version Type consquently require updating to reflect the participation of some Class 2 Interconected VoIP providers in the FCC's VoIP numbering trials.



Description of Change:

This change order is being created to update SP Type and SV Type in the NPAC.






[bookmark: _Toc59881639]Requirements:

Update the data model for the SP Type and SV Type.

3.1.2 [bookmark: _Toc368561341][bookmark: _Toc368728286][bookmark: _Toc381720019][bookmark: _Toc436023345][bookmark: _Toc436025408][bookmark: _Toc294799941]  NPAC Customer Data

NPAC Customer Data contains information about NPAC customers participating in the LNP service. The data items that need to be administered by NPAC Customer Data Management are represented in the tables that follow:

NOTE: A check in the “Required” column means that this attribute must exist in the record before the record is considered useable.

		
NPAC CUSTOMER DATA MODEL



		Attribute Name

		Type (Size) 

		Required

		Description



		NPAC Customer ID

		C (4)

		

		An alphanumeric code which uniquely identifies an NPAC Customer.



		NPAC Customer Name

		C (40)

		

		A unique NPAC Customer Name.



		[snip]

		

		

		



		Current shown below:

		

		

		



		Service Provider Type

		E

		

		Enumeration indicating what type of service provider the NPAC Customer is:

· Wireline (0)

· Wireless (1)

· Non-Carrier (2) 

· Class 1 Interconnected VoIP (3)

· SP Type 4 (4) (supported by the interface, but not accepted until industry use defined)

· SP Type 5 (5) (supported by the interface, but not accepted until industry use defined)



		[snip]

		

		

		



		[bookmark: _Ref377535716][bookmark: _Ref377264767][bookmark: _Toc381720297][bookmark: _Toc436023448][bookmark: _Toc436025902][bookmark: _Toc436026062][bookmark: _Toc436037424][bookmark: _Toc437674407][bookmark: _Toc437674740][bookmark: _Toc437674966][bookmark: _Toc437675484][bookmark: _Toc463062919][bookmark: _Toc463063426][bookmark: _Toc279510774][bookmark: _Toc365876001][bookmark: _Toc368562169]New text below:

		

		

		



		Service Provider Type

		E

		

		Enumeration indicating what type of service provider the NPAC Customer is:

· Wireline (0)

· Wireless (1)

· Non-Carrier (2) 

· Class 1 Interconnected VoIP provider.  Also, Class 2 interconnected VoIP provider, eligible for direct assignment of NANP numbering resources from the NANPA and PA. (3)

· SP Type 4 (4) (supported by the interface, but not accepted until industry use defined)

· SP Type 5 (5) (supported by the interface, but not accepted until industry use defined)





Table 3‑2 NPAC Customer Data Model










3.1.3 [bookmark: _Toc365874855][bookmark: _Toc367618257][bookmark: _Toc368561342][bookmark: _Toc368728287][bookmark: _Toc381720020][bookmark: _Toc436023346][bookmark: _Toc436025409][bookmark: _Toc294799942]  Subscription Version Data

Subscription Version Data consists of information about the ported TNs.  The data items that need to be administered by Subscription Version Data Management functions are identified in the table that follows:

		SUBSCRIPTION VERSION DATA MODEL



		Attribute Name

		Type (Size)

		Required

		Description



		Version ID

		N

		

		A unique sequential number assigned upon creation of the Subscription Version.



		LRN

		TN

		

		The LRN is an identifier for the switch on which portable NPA-NXXs reside.



		[snip]

		

		

		



		Current shown below:

		

		

		



		SV Type

		E

		

		Subscription Version Type.  Valid enumerated values are:

· Wireline – (0)

· Wireless – (1)

· Class 2 Interconnected VoIP – (2)

· VoWIFI – (3)

· Prepaid Wireless – (4)

· Class 1 Interconnected VoIP – (5)

· SV Type 6– (6)

This field is only required if the service provider supports SV Type data.



		[snip]

		

		

		



		New text below:

		

		

		



		SV Type

		E

		

		Subscription Version Type.  Valid enumerated values are:

· Wireline – (0)

· Wireless – (1)

· Class 2 Interconnected VoIP – (2)

· VoWIFI – (3)

· Prepaid Wireless – (4)

· Class 1 Interconnected VoIP provider.  Also, Class 2 interconnected VoIP provider, eligible for direct assignment of NANP numbering resources from the NANPA and PA. – (5)

· SV Type 6– (6)

This field is only required if the service provider supports SV Type data.





[bookmark: _Toc365876004][bookmark: _Toc368562172][bookmark: _Ref377212546][bookmark: _Ref377214451][bookmark: _Ref377214486][bookmark: _Ref379878757][bookmark: _Ref380305391][bookmark: _Ref380561759][bookmark: _Ref380561900][bookmark: _Ref380811299][bookmark: _Ref380811701][bookmark: _Ref411679858][bookmark: _Ref419620543][bookmark: _Ref436023959][bookmark: _Ref436023999][bookmark: _Ref436024023][bookmark: _Ref436024071][bookmark: _Ref377214446][bookmark: _Toc381720300][bookmark: _Toc436023452][bookmark: _Toc436025906][bookmark: _Toc436026066][bookmark: _Toc436037428][bookmark: _Toc437674411][bookmark: _Toc437674744][bookmark: _Toc437674970][bookmark: _Toc437675488][bookmark: _Toc463062923][bookmark: _Toc463063430][bookmark: _Toc279510778]Table 3‑6 Subscription Version Data Model











IIS:

No Change Required.



XIS:

No Change Required.








GDMO:

Update for SP Type and SV Type.



Current shown below:

-- 151.0 LNP Service Provider Type



serviceProviderType ATTRIBUTE

    WITH ATTRIBUTE SYNTAX LNP-ASN1. ServiceProviderType;

    MATCHES FOR EQUALITY;

    BEHAVIOUR serviceProviderTypeBehavior;

    REGISTERED AS {LNP-OIDS.lnp-attribute 151};



serviceProviderTypeBehavior BEHAVIOUR

    DEFINED AS !

        This attribute is used to specify the service provider types. The

        valid values are: wireline, wireless, non-carrier, and class 1

        Interconnected VoIP.

!;






--

-- 153.0 Subscription Version SV Type

--

subscriptionSvType ATTRIBUTE

    WITH ATTRIBUTE SYNTAX LNP-ASN1.SVType;

    MATCHES FOR EQUALITY, ORDERING;

    BEHAVIOUR subscriptionSvTypeBehavior;

    REGISTERED AS {LNP-OIDS.lnp-attribute 153};



subscriptionSvTypeBehavior BEHAVIOUR

    DEFINED AS !

        This attribute is used to specify the subscription version

        type.



        The possible values are:



            0 : wireline

            1 : wireless

            2 : class2InterconnectedVoIP

            3 : voWiFi

            4 : prepaid-wireless

            5 : class1InterconnectedVoIP

            6 : sv-type-6

            7 : sv-type-7

            8 : sv-type-8

            9 : sv-type-9

!;  







New text below:

-- 151.0 LNP Service Provider Type



serviceProviderType ATTRIBUTE

    WITH ATTRIBUTE SYNTAX LNP-ASN1. ServiceProviderType;

    MATCHES FOR EQUALITY;

    BEHAVIOUR serviceProviderTypeBehavior;

    REGISTERED AS {LNP-OIDS.lnp-attribute 151};



serviceProviderTypeBehavior BEHAVIOUR

    DEFINED AS !

        This attribute is used to specify the service provider types. The

        valid values are: wireline, wireless, non-carrier, and class 1

        Interconnected VoIP along with class 2 interconnected VoIP eligible

        for direct assignment of NANP numbering resources from the NANPA

        and PA.

!;






--

-- 153.0 Subscription Version SV Type

--

subscriptionSvType ATTRIBUTE

    WITH ATTRIBUTE SYNTAX LNP-ASN1.SVType;

    MATCHES FOR EQUALITY, ORDERING;

    BEHAVIOUR subscriptionSvTypeBehavior;

    REGISTERED AS {LNP-OIDS.lnp-attribute 153};



subscriptionSvTypeBehavior BEHAVIOUR

    DEFINED AS !

        This attribute is used to specify the subscription version

        type.



        The possible values are:



            0 : wireline

            1 : wireless

            2 : class2VoIP-noNumAssgnmt

            3 : voWiFi

            4 : prepaid-wireless

            5 : class1And2VoIP-WithNumAssgnmt

            6 : sv-type-6

            7 : sv-type-7

            8 : sv-type-8

            9 : sv-type-9

!;  










ASN.1:

Update for SP Type and SV Type.

Current shown below:

ServiceProviderType ::= ENUMERATED {

    wireline                   (0),

    wireless                   (1),

    non-carrier                (2),

    class1InterconnectedVoIP   (3),

    sp-type-4                  (4),

    sp-type-5                  (5)

}





SVType ::= ENUMERATED {

    wireline                   (0),

    wireless                   (1),

    class2InterconnectedVoIP   (2),

    voWiFi                     (3),

    prepaid-wireless           (4),

    class1InterconnectedVoIP   (5),

    sv-type-6                  (6),

    sv-type-7                  (7),

    sv-type-8                  (8),

    sv-type-9                  (9)

}





New text below:

ServiceProviderType ::= ENUMERATED {

    wireline                      (0),

    wireless                      (1),

    non-carrier                   (2),

    class1And2VoIP-WithNumAssgnmt (3),

    sp-type-4                     (4),

    sp-type-5                     (5)

}





SVType ::= ENUMERATED {

    wireline                      (0),

    wireless                      (1),

    class2VoIP-noNumAssgnmt       (2),

    voWiFi                        (3),

    prepaid-wireless              (4),

    class1And2VoIP-WithNumAssgnmt (5),

    sv-type-6                     (6),

    sv-type-7                     (7),

    sv-type-8                     (8),

    sv-type-9                     (9)

}







XML:

No Change Required.
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Task Name

Start

Finish

Duration

Accept Working Assumptions

5/7/2012

5/7/2012

od

Review/Update IIS Flows (delta)

5/14/2012

5/13/2013

Create/Review XML Schema

5/14/2012

1/8/2013

Review/Update FRS (delta)

8/13/2012

5/13/2013

Create/Review XML Interface Spec

8/13/2012

5/13/2013

Identify/Discuss SLR Impacts

71912013

9/10/2013

LNPAWG Recommendation to LLC

1211172012,

3/15/2013

LLC SOW 89 Execution

5/29/2013

5/29/2013

XML Interface Development

1/30/2013

6/6/2013

Update/Review Test Plans

3112013

9/3/2013

Internal Acceplance Testing

6/7/2013

8/30/2013

Preliminary Vendor Testing (if desired)

6/13/2013

91212013

Vendor Certification (XML) Testing

9/3/2013

10/13/2013

Update/Review M&Ps.

7112013

9/30/2013

Service Provider Regression Testing

9/3/2013

10/13/2013

Service Provider Certification (XML)
Testing

9/16/2013

10/13/2013

Production Rollout ~ One Region

10/13/2013|

10/13/2013

Production Rollout - Three Regions

10/27/2013|

10127/2013

Production Rollout - Three Regions

11/3/2013

11/3/2013
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